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About This Book

Audience

How to use this book

Related documents

Reference Manual: Procedures

The Adaptive Server Reference Manual includes four guides to Sybase®
Adaptive Server® Enterprise and the Transact-SQL® language:

Building Blocks describes the “ parts” of Transact-SQL : datatypes,
built-in functions, global variables, expressions and identifiers,
reserved words, and SQL STATE errors. Before you can use
Transact-SQL sucessfully, you need to understand what these
building blocks do and how they affect the results of Transact-SQL
statements.

Commands provides reference information about the Transact-SQL
commands, which you use to create statements.

Procedures provides reference information about system procedures,
catal og stored procedures, extended stored procedures, and dbcc
stored procedures. All procedures are created using Transact-SQL
statements.

Tables providesreference information about the system tables, which
store information about your server, databases, users, and other
details of your server. It also provides information about the tablesin
the dbcedb and dbccalt databases.

The Adaptive Server Reference Manual isintended as areferencetool for
Transact-SQL users of all levels.

Chapter 1, “ System Procedures’ lists the Adaptive Server system
procedures in atable that provides the name and a brief description.
Click on aprocedure namein the tableto go directly to the procedure.

Chapter 2, “ Catal og Stored Procedures’ contains reference pagesfor
Adaptive Server catalog stored procedures.

Chapter 3, “ System Extended Stored Procedures’ contains reference
pages for Adaptive Server system extended stored procedures.

Chapter 4, “dbcc Stored Procedures’ contains reference pages for
Adaptive Server dbcc stored procedures.

The Adaptive Server® Enterprise documentation set consists of the
following:

Xi



Xii

The release bulletin for your platform — contains last-minute information
that was too late to be included in the books.

A more recent version of the release bulletin may be available on the
World Wide Web. To check for critical product or document information
that was added after the release of the product CD, use the Sybase
Technical Library.

The Installation Guidefor your platform —describesinstal lation, upgrade,
and configuration procedures for all Adaptive Server and related Sybase
products.

What's New in Adaptive Server Enterprise? — describes the new features
in Adaptive Server version 15.0, the system changes added to support
those features, and changes that may affect your existing applications.

ASE Replicator User’s Guide — describes how to use the Adaptive Server
Replicator feature of Adaptive Server to implement basic replication from
aprimary server to one or more remote Adaptive Servers.

Component Integration Services User’s Guide — explains how to use the
Adaptive Server Component Integration Services feature to connect
remote Sybase and non-Sybase databases.

The Configuration Guide for your platform — provides instructions for
performing specific configuration tasks for Adaptive Server.

Full-Text Search Specialty Data Sore User’s Guide— describes how to use
the Full-Text Search feature with Verity to search Adaptive Server
Enterprise data.

Glossary — defines technical terms used in the Adaptive Server
documentation.

Historical Server User’s Guide— describes how to use Historical Server to
obtain performance information for SQL Server® and Adaptive Server.

Javain Adaptive Server Enterprise— describeshow to install and use Java
classes as datatypes, functions, and stored procedures in the Adaptive
Server database.

Job Scheduler User's Guide — provides instructions on how to install and
configure, and create and schedule jobs on alocal or remote Adaptive
Server using the command line or agraphical user interface (GUI).
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e Messaging Service User’'s Guide — describes how to useReal Time
Messaging Services to integrate TIBCO Java Message Service and IBM
WebSphere MQ messaging services with all Adaptive Server database
applications.

«  Monitor Client Library Programmer’s Guide — describes how to write
Monitor Client Library applications that access Adaptive Server
performance data.

e Monitor Server User’s Guide — describes how to use Monitor Server to
obtain performance statistics from SQL Server and Adaptive Server.

e Performance and Tuning Guide —is a series of four books that explains
how to tune Adaptive Server for maximum performance;

« Basics—the basics for understanding and investigating performance
questions in Adaptive Server.

e Locking —describes how the various | ocking schemas can be used for
improving performance in Adaptive Server.

e Optimizer and Abstract Plans — describes how the optimizer
processes queries and how abstract plans can be used to change some
of the optimizer plans.

e Monitoring and Analyzing — explains how statistics are obtained and
used for monitoring and optimizing performance.

e Quick Reference Guide — provides a comprehensive listing of the names
and syntax for commands, functions, system procedures, extended system
procedures, datatypes, and utilities in a pocket-sized book (regular size
when viewed in PDF format).

« Reference Manual —is a series of four books that contains the following
detailed Transact-SQL information:

e Building Blocks — Transact-SQL datatypes, functions, global
variables, expressions, identifiers and wildcards, and reserved words.

*  Commands — Transact-SQL commands.

e Procedures— Transact-SQL system procedures, catalog stored
procedures, system extended stored procedures, and dbcc stored
procedures.

e Tables— Transact-SQL system tables and dbcc tables.
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Other sources of
information

Xiv

System Administration Guide — provides in-depth information about
administering servers and databases. This manual includes instructions
and guidelines for managing physical resources, security, user and system
databases, and specifying character conversion, international language,
and sort order settings.

System Tables Diagram — illustrates system tables and their entity
relationshipsin aposter format. Full-size available only in print version; a
compact version is available in PDF format.

Transact-SQL User’s Guide — documents Transact-SQL , the Sybase
enhanced version of the relational database language. This manual serves
as a textbook for beginning users of the database management system.
This manual also contains descriptions of the pubs2 and pubs3 sample
databases.

Using Adaptive Server Distributed Transaction Management Features —
explains how to configure, use, and troubleshoot Adaptive Server DTM
features in distributed transaction processing environments.

Using Sybase Failover in a High Availability System — provides
instructions for using Sybase Failover to configure an Adaptive Server as
acompanion server in a high availability system.

Unified Agent and Agent Management Console — Describes the Unified
Agent, which provides runtime services to manage, monitor and control
distributed Sybase resources.

Utility Guide — documents the Adaptive Server utility programs, such as
isql and bep, which are executed at the operating system level.

Web Services User’s Guide — explains how to configure, use, and
troubleshoot Web Services for Adaptive Server.

XA Interface Integration Guide for CICS, Encina, and TUXEDO —
provides instructions for using the Sybase DTM XA interface with
X/Open XA transaction managers.

XML Servicesin Adaptive Server Enterprise — describesthe Sybase native
XML processor and the Sybase Java-based XML support, introduces
XML in the database, and documents the query and mapping functions
that comprise XML Services.

Use the Sybase Getting Started CD, the SyBooks CD, and the Sybase Product
Manuals Web site to learn more about your product:
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The Getting Started CD contains rel ease bulletins and installation guides
in PDF format, and may also contain other documents or updated
information not included on the SyBooks CD. It isincluded with your
software. To read or print documents on the Getting Started CD, you need
Adobe Acrobat Reader, which you can download at no charge from the
Adobe Web site using alink provided on the CD.

The SyBooks CD contains product manuals and is included with your
software. The Eclipse-based SyBooks browser allows you to access the
manuals in an easy-to-use, HTML-based format.

Some documentation may be provided in PDF format, which you can
access through the PDF directory on the SyBooks CD. To read or print the
PDF files, you need Adobe Acrobat Reader.

Refer to the SyBooks Installation Guide on the Getting Started CD, or the
README.txt file on the SyBooks CD for instructions on installing and
starting SyBooks.

The Sybase Product Manual s Web siteisan online version of the SyBooks
CD that you can access using a standard Web browser. In addition to
product manuals, you will find links to EBFs/Maintenance, Technical
Documents, Case Management, Solved Cases, newsgroups, and the
Sybase Developer Network.

To access the Sybase Product Manuals Web site, go to Product Manuals at
http://lwww.sybase.com/support/manuals/.

Sybasecertifications Technical documentation at the Sybase Web site is updated frequently.

on the Web

[JFinding the latest information on product certifications

1

a ~r W N

Point your Web browser to Technical Documents at
http://www.sybase.com/support/techdocs/.

Select Products from the navigation bar on the left.

Select a product name from the product list and click Go.

Select the Certification Report filter, specify atime frame, and click Go.
Click a Certification Report title to display the report.

[JFinding the latest information on component certifications

1
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Point your Web browser to Availability and Certification Reports at
http://certification.sybase.com/.

XV



2  Either select the product family and product under Search by Product; or
select the platform and product under Search by Platform.

3 Select Search to display the availability and certification report for the
selection.

[ICreating a personalized view of the Sybase Web site (including support
pages)
Set up aMySybase profile. MySybaseisafree servicethat allowsyou to create
apersonalized view of Sybase Web pages.

1 Point your Web browser to Technical Documents at
http://www.sybase.com/support/techdocsl/.

2 Click MySybase and create a MySybase profile.

Sybase EBFs and
software
maintenance

[IFinding the latest information on EBFs and software maintenance
1 Point your Web browser to the Sybase Support Page at
http://lwww.sybase.com/support.

2 Select EBFs/Maintenance. If prompted, enter your MySybase user name
and password.

3  Select aproduct.

4  Specify atimeframeand click Go. A list of EBFYMaintenancereleasesis
displayed.
Padlock iconsindicate that you do not have download authorization for
certain EBFs/Maintenance rel eases because you are not registered as a
Technical Support Contact. If you have not registered, but have valid
information provided by your Sybase representative or through your
support contract, click Edit Roles to add the “ Technical Support Contact”
role to your MySybase profile.

5 Click the Info icon to display the EBFs/Maintenance report, or click the
product description to download the software.

Conventions The following sections describe conventions used in this manual.
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SQL isafree-formlanguage. There are no rulesabout the number of wordsyou
can put on aline or where you must break aline. However, for readability, all
examples and most syntax statementsin this manual are formatted so that each
clause of astatement beginson anew line. Clausesthat have morethan one part
extend to additional lines, which are indented. Complex commands are
formatted using modified Backus Naur Form (BNF) notation.

Table 1 showsthe conventionsfor syntax statementsthat appear in thismanual:

Table 1: Font and syntax conventions for this manual

Element

Example

Command names,procedure names, utility names, and
other keywords display in sans serif font.

select

sp_configure

Database names and datatypes are in sans serif font.

master database

Book names, file names, variables, and path namesare
initalics.

System Administration Guide
sgl.ini file

column_name
$SYBASE/ASE directory

Variables—or words that stand for valuesthat you fill
in—when they are part of aquery or statement, arein
italicsin Courier font.

select column_name
from table name
where search conditions

Type parentheses as part of the command.

compute row_aggregate (column_name)

Double colon, equals sign indicates that the syntax is
written in BNF notation. Do not type this symbal.
Indicates “is defined as”.

Curly braces mean that you must choose at least one
of the enclosed options. Do not type the braces.

{cash, check, credit}

Brackets mean that to choose one or more of the
enclosed optionsisoptional. Do not type the brackets.

[cash | check | credit]

The comma means you may choose as many of the
options shown as you want. Separate your choices
with commas as part of the command.

cash, check, credit

The pipeor vertical bar(|) meansyou may select only
one of the options shown.

cash | check | credit

Aneéllipsis(...) meansthat you can repeat the last unit
as many times asyou like.

buy thing = price [cash | check | credit]

[, thing = price [cash | check | creditl]...
You must buy at |east onething and giveitsprice. You may
choose amethod of payment: one of theitemsenclosed in
square brackets. You may aso choose to buy additional
things: as many of them as you like. For each thing you
buy, give its name, its price, and (optionally) a method of
payment.
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e Syntax statements (displaying the syntax and all options for a command)
appear as follows:

sp_dropdevice [device_name]
For a command with more options:

select column_name
from table_name
where search_conditions

In syntax statements, keywords (commands) are in normal font and
identifiersare in lowercase. Italic font shows user-supplied words.

e Examples showing the use of Transact-SQL commands are printed like
this:

select * from publishers

e Examples of output from the computer appear as follows:

pub id pub name city state
0736 New Age Books Boston MA
0877 Binnet & Hardley Washington DC
1389 Algodata Infosystems Berkeley CA

(3 rows affected)

In this manual, most of the examples arein lowercase. However, you can
disregard case when typing Transact-SQL keywords. For example, SELECT,
Select, and select are the same.

Adaptive Server’s sensitivity to the case of database objects, such astable
names, depends on the sort order installed on Adaptive Server. You can change
case sensitivity for single-byte character sets by reconfiguring the Adaptive
Server sort order. For more information, see the System Administration Guide.

Accessibility This document is available in an HTML version that is specialized for
features accessibility. You can navigate the HTML with an adaptive technology such as

ascreen reader, or view it with a screen enlarger.
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If you need help

Adaptive Server HTML documentation has been tested for compliance with
U.S. government Section 508 Accessibility requirements. Documents that
comply with Section 508 generally also meet non-U.S. accessibility guidelines,
such as the World Wide Web Consortium (W3C) guidelines for Web sites.

Note You might need to configure your accessibility tool for optimal use.
Some screen readers pronounce text based on its case; for example, they
pronounce ALL UPPERCASE TEXT asinitias, and MixedCase Text as
words. You might find it helpful to configure your tool to announce syntax
conventions. Consult the documentation for your tool.

For information about how Sybase supports accessibility, see Sybase
Accessibility at http://www.sybase.com/accessibility. The Sybase Accessibility
site includes links to information on Section 508 and W3C standards.

Each Sybaseinstallation that has purchased a support contract has one or more
designated people who are authorized to contact Sybase Technical Support. If
you cannot resolve aproblem using the manualsor online help, please havethe
designated person contact Sybase Technical Support or the Sybase subsidiary
in your area.
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CHAPTER 1

System Procedures

This chapter describes the system procedures, which are Sybase-supplied
stored procedures used for updating and getting reports from system
tables. “List of system procedures’ on page 5 lists the system procedures
described in this volume.

Topics covered are:

Topics Page

Introduction to system procedures

Permissions on system procedures

Auditing system procedures

Executing system procedures

Entering parameter values

Messages

System procedure tables

QOO W W|ININ|E-

List of system procedures

Introduction to system procedures
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System procedures are created by installmaster at installation. They are
located in the sybsystemprocs database, and owned by the System
Administrator. Use sp_version to determine which version of
installmaster was most recently run.

Some system procedures can be run only in a specific database, but many
of them can be runin any database. You can create your own system
proceduresthat can be executed from any database. For moreinformation,
see the System Administration Guide.

All system procedures execute at isolation level 1.

All system procedures report a return status. The following example
means that the procedure executed successfully:

return status = 0



Permissions on system procedures

The examples in this book do not include the return status.

Beginning with Adaptive Server version 12.5.1, you can declare up to
10,000 variablesin a stored procedure. In earlier versions of Adaptive
Server, the limit was 2,000.

Permissions on system procedures

Permissionsfor system procedures are set in the sybsystemprocs database.

Some system procedures can be run only by Database Owners. These
procedures make sure that the user executing the procedure is the owner
of the database from which they are being executed.

Other system procedures (for example, all the sp_help procedures) can be
executed by any user who has been granted permission, provided that the
permission was granted in sybsystemprocs. A user must have permission
to execute a system procedure either in all databases or in none of them.

A user whoisnot listed in sybsystemprocs..sysusers istreated asa“ guest”
user in sybsystemprocs and is automatically granted permission on many
of the system procedures.

To deny a user permission on a system procedure, the System
Administrator must add the user to sybsystemprocs..sysusers and write a
revoke statement that appliesto that procedure. The owner of a user
database cannot directly control permissions on the system procedures
within his or her own database.

Auditing system procedures

In general, you can audit execute stored procedure by enabling the audit
option “exec_procedure”, which generates an audit record containing the
name of the stored procecudure and the parameters.
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Executing system procedures

If asystem procedure is executed in adatabase other than sybsystemprocs,
it operates on the system tables in the database in which it was executed.
For example, if the Database Owner of pubs2 runs sp_adduser in pubs2,
the new user is added to pubs2..sysusers.

To run a system procedure in a specific database, either:

*  Openthat database with the use command and execute the procedure,
or

e Qualify the procedure name with the database name.

For example, the user-defined system procedure sp_foo, which executes
the db_name system function, returns the name of the database in which it
is executed. When executed in the pubs2 database, it returns the value
“pubs2’:

exec pubs2..sp foo

pubs2
(1 row affected, return status = 0)

When executed in sybsystemprocs, it returns the value “ sybsystemprocs’:

exec sybsystemprocs..sp foo

sybsystemprocs
(1 row affected, return status = 0)

Entering parameter values
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If aparameter value for a system procedure contains punctuation or
embedded blanks, or is areserved word, you must encloseit in single or
double quotes. If the parameter is an object name qualified by a database
name or owner name, enclose the entire name in single or double quotes.

Note Do not use delimited identifiers as system procedure parameters;
they may produce unexpected results.

If aprocedure has multiple optional parameters, you can supply
parameters in the following form instead of supplying al the parameters:



Entering parameter values

@parametername = value

The parameter namesin the syntax statements match the parameter names
defined by the procedures.

For example, the syntax for sp_addlogin is:

sp_addlogin login_name, password [, defdb
[, deflanguage [, fullname]]]

To use sp_addlogin to create alogin for “susan” with a password of
“wonderful”, afull name of Susan B. Anthony, and the server’s default
database and language, you can use;

sp_addlogin susan, wonderful,
@fullname="Susan B. Anthony"

This provides the same information as the command with all the
parameters specified:
sp_addlogin susan, wonderful, public db,
us_english, "Susan B. Anthony"

You can also use “null” as aplaceholder:

sp_addlogin susan, wonderful, null, null,
"Susan B. Anthony"

Do not enclose “null” in quotes.

SQL hasno rulesabout the number of wordsyou can put on alineor where
you must break aline. If you issue a system procedure followed by a
command, Adaptive Server attemptsto execute the system procedure, then
the command. For example, if you execute the following command,
Adaptive Server returns the output from sp_help, then runsthe checkpoint
command:

sp_help checkpoint

If you specify more parameters than the number of parameters expected
by the system procedure, the extra parameters are ignored by Adaptive
Server.
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Messages

System procedures return informational and error messages, which are
listed with each procedurein this book. System procedure error messages
start at error number 17000.

Error messages from the functions and commandsincluded in aprocedure
are documented in Troubleshooting and Error Messages Guide.

System procedure tables

Several system procedure tables in the master database, such as
spt_values, spt_committab, spt_monitor, and spt_limit_types, are used by
system procedures to convert internal system values (for example, status
bits) into human-readable format.

spt_values is never updated. To see how it is used, execute sp_helptext to
look at the text for one of the system procedures that referencesit.

In addition, some system procedures create and then drop temporary
tables.

List of system procedures

Table 1-1 provides a brief description of each system procedure.

Table 1-1: System procedures

Procedure

Description

sp_activeroles on page 16

Displays all active roles granted to auser’slogin.

sp_addalias on page 27

Allows an Adaptive Server user to be known in a database as another user.

sp_addauditrecord on page 29

Allows users to enter user-defined audit records (comments) into the audit
trail.

sp_addaudittable on page 31

Adds another system audit table after auditing is installed.

sp_addengine on page 33

Adds an engine to an existing engine group or, if the group does not exist,
creates an engine group and adds the engine.

sp_addexeclass on page 35

Creates or updates a user-defined execution class that you can bind to client
applications, logins, and stored procedures.

sp_addextendedproc on page 37
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Creates an extended stored procedure (ESP) in the master database.



List of system procedures

Procedure

Description

sp_addexternlogin on page 39

Createsan aternatel ogin account and password to use when communicating
with aremote server through Component Integration Services.

sp_addgroup on page 42

Addsagroup to adatabase. Groups are used as collective namesin granting
and revoking privileges.

sp_addlanguage on page 43

Defines the names of the months and days, and the date format, for an
alternate language.

sp_addlogin on page 46

Adds anew user account to Adaptive Server.

sp_addmessage on page 49

Adds user-defined messages to sysusermessages for use by stored
procedure print and raiserror calls and by sp_bindmsg.

sp_addobjectdef on page 51

Specifiesthe mapping between alocal table and an external storagelocation.

sp_add_gpgroup on page 18

Adds an abstract plan group.

sp_addremotelogin on page 54

Authorizes a new remote server user by adding an entry to
master.dbo.sysremotelogins.

sp_add_resource_limit on page 19

Creates alimit on the amount of server resourcesthat alogin or application
can use to execute a query, query batch, or transaction.

sp_addsegment on page 57

Defines a segment on a database device in the current database.

sp_addserver on page 59

Defines aremote server or defines the name of the local server.

sp_addthreshold on page 63

Creates a threshold to monitor space on a database segment. When free
space on the segment falls below the specified level, Adaptive Server
executes the associated stored procedure.

sp_add_time_range on page 24

Adds a named time range to Adaptive Server.

sp_addtype on page 68

Creates a user-defined datatype.

sp_addumpdevice on page 72

Adds a dump device to Adaptive Server.

sp_adduser on page 74

Adds anew user to the current database.

sp_altermessage on page 76

Enables and disables the logging of a specific system-defined or
user-defined message in the Adaptive Server error log.

sp_audit on page 78

Allows a System Security Officer to configure auditing options.

sp_autoconnect on page 85

Defines a passthrough connection to aremote server for a specific user,
which allows the named user to enter passthrough mode automatically at
login.

sp_autoformat on page 87

Produces readabl e result set data, reformatting the width of variable-length
character datato display only non-blank characters. Trailing blanks are
truncated in the output.

sp_bindcache on page 92

Binds a database, table, index, text object, or image object to adata cache.

sp_bindefault on page 96

Binds a user-defined default to a column or user-defined datatype.

sp_bindexeclass on page 99

Associates an execution class with a client application, login, or stored
procedure.

sp_bindmsg on page 102

Binds auser messageto areferential integrity constraint or check constraint.

sp_bindrule on page 104

Binds aruleto acolumn or user-defined datatype.

Adaptive Server Enterprise



CHAPTER 1 System Procedures

Procedure

Description

sp_cacheconfig on page 106

Creates, configures, reconfigures, drops, and provides information about
data caches.

sp_cachestrategy on page 115

Enables or disables prefetching (large 1/0) and MRU cache replacement
strategy for atable, index, text object, or image object.

sp_changedbowner on page 118

Changes the owner of a database.

sp_changegroup on page 120

Changes a user’s group.

sp_checknames on page 122

Checksthe current database for namesthat contain charactersnot inthe 7-bit
ASCII set.

sp_checkreswords on page 125

Detects and displays identifiers that are Transact-SQL reserved words.
Checks server names, device hames, database names, segment names,
user-defined datatypes, object names, column names, user names, login
names, and remote login names.

sp_checksource on page 138

Checksfor the existence of the source text of the compiled object.

sp_chgattribute on page 140

Changes the max_rows_per_page value for future space all ocations of a
table or index.

sp_clearpsexe on page 145

Clears the execution attributes of the client application, login, or stored
procedure that was set by sp_setpsexe.

sp_clearstats on page 147

Initiates a new accounting period for all server usersor for a specified user.
Prints statistics for the previous period by executing sp_reportstats.

sp_client_addr on page 149

Displaysthe P address of every Adaptive Server task with an attached client
application, including the spid and the client host name.

sp_cmp_all_gplans on page 151

Compares al abstract plansin two abstract plan groups.

sp_cmp_gplans on page 154

Compares two abstract plans.

sp_commonkey on page 156

Defines acommon key—columnsthat are frequently joined—between two
tables or views.

Sp_companion on page 158

Performs cluster operations such as configuring Adaptive Server asa
secondary companion inahigh availability system and moving acompanion
server from one failover mode to another

sp_configure on page 162

Displays or changes configuration parameters.

sp_copy_all_gplans on page 169

Copies al plansfor one abstract plan group to another group.

sp_copy_gplan on page 171

Copies one abstract plan to an abstract plan group.

sp_countmetadata on page 172

Displays the number of indexes, objects, or databases in Adaptive Server.

sp_cursorinfo on page 174
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Reports information about a specific cursor or all cursorsthat are active for
your session, whether scrollable or non-scrollable.



List of system procedures

Procedure

Description

sp_dbextend on page 177

Allowsyou to:

¢ Install automatic database expansion procedures on database/segment
pairs and devices.

« Define site-specific policies for individual segments and devices.

« Simulate execution of the database expansion machinery, to study the
operation before engaging large volume loads.

sp_dboption on page 185

Displays or changes database options.

sp_dbrecovery_order on page 194

Specifies the order in which user databases are recovered and lists the
user-defined recovery order of adatabase or all databases.

sp_dbremap on page 196

Forces Adaptive Server to recognize changes made by alter database. Run
this procedure only when instructed to do so by an Adaptive Server message.

sp_defaultloc on page 198

Component Integration Services only Definesadefault storage location
for objectsin alocal database.

sp_depends on page 201

Displays information about database object dependencies—the view(s),
trigger(s), and procedure(s) that depend on a specified table or view, and the
table(s) and view(s) that the specified view, trigger, or procedure depends
on.

sp_deviceattr on page 207

Changes the device parameter settings of an existing database devicefile.

sp_diskdefault on page 209

Specifies whether or not a database device can be used for database storage
if the user does not specify a database device or specifies default with the
create database or alter database commands.

sp_displayaudit on page 211

Displays the status of audit options.

sp_displaylevel on page 215

Sets or shows which Adaptive Server configuration parameters appear in
sp_configure output.

sp_displaylogin on page 217

Displays information about alogin account.

sp_displayroles on page 220

Displays all roles granted to another role, or displays the entire hierarchy
tree of rolesin table format.

sp_dropalias on page 222

Removes the alias user name identity established with sp_addalias.

sp_drop_all_gplans on page 224

Deletes all abstract plansin an abstract plan group.

sp_dropdevice on page 232

Drops an Adaptive Server database device or dump device.

sp_dropengine on page 233

Drops an engine from a specified engine group or, if the engineisthe last
onein the group, drops the engine group.

sp_dropexeclass on page 234

Drops a user-defined execution class.

sp_dropextendedproc on page 235

Removes an ESP from the master database.

sp_dropexternlogin on page 236

Component Integration Services only Drops the definition of aremote
login previoudly defined by sp_addexternlogin.

sp_dropglockpromote on page 238

Removes lock promotion values from atable or database.

sp_dropgroup on page 239

Drops a group from a database.
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Procedure

Description

sp_dropkey on page 240

Removes a key defined with sp_primarykey, sp_foreignkey, or
sp_commonkey from the syskeys table.

sp_droplanguage on page 242

Drops an alternate language from the server and removes its row from
master.dbo.syslanguages.

sp_droplogin on page 243

Drops an Adaptive Server user login by deleting the user'sentry in
master.dbo.syslogins.

sp_dropmessage on page 245

Drops user-defined messages from sysusermessages.

sp_dropobjectdef on page 246

Component Integration Services only Deletes the externa storage
mapping provided for alocal object

sp_drop_gpgroup on page 225

Drops an abstract plan group.

sp_drop_gplan on page 226

Drops an abstract plan.

sp_dropremotelogin on page 248

Drops aremote user login.

sp_drop_resource_limit on page
227

Removes one or more resource limits from Adaptive Server.

sp_droprowlockpromote on page
250

Removes row lock promotion threshold values from a database or table.

sp_dropsegment on page 252

Drops a segment from a database or unmaps a segment from a particular
database device.

sp_dropserver on page 254

Drops a server from the list of known servers.

sp_dropthreshold on page 256

Removes a free-space threshold from a segment.

sp_drop_time_range on page 231

Removes a user-defined time range from Adaptive Server.

sp_droptype on page 257

Drops a user-defined datatype.

sp_dropuser on page 258

Drops a user from the current database.

sp_dumpoptimize on page 259

Specifies the amount of data dumped by Backup Server during the dump
database operation.

sp_engine on page 264

Enables you to bring an engine online or offline.

sp_estspace on page 268

Estimates the amount of space required for atable and its indexes, and the
time needed to create the index.

Sp_export_gpgroup on page 273

Exports all plansfor a specified user and abstract plan group to a user table.

sp_extendsegment on page 275

Extends the range of a segment to another database device.

sp_extengine on page 277

Starts and stops EJB Server. Displays status information about EJB Server.

sp_familylock on page 278

Reports information about all the locks held by afamily (coordinating
process and its worker processes) executing a statement in parallel.

sp_find_gplan on page 281

Finds an abstract plan, given a pattern from the query text or plan text.

sp_fixindex on page 283

Repairs the index on one of your system tables when it has been corrupted.

sp_flushstats on page 285

Flushes statistics from in-memory storage to the systabstats system table.

sp_forceonline_db on page 286

Provides access to all the pages in a database that were previously taken
offline by recovery.

sp_forceonline_object
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Procedure

Description

sp_forceonline_page on page 290

Provides access to pages previously taken offline by recovery.

sp_foreignkey on page 292

Definesaforeign key on atable or view in the current database.

sp_freedll on page 294

Unloads adynamic link library (DLL) that was previously loaded into XP
Server memory to support the execution of an ESP.

Sp_getmessage on page 295

Retrieves stored message strings from sysmessages and sysusermessages
for print and raiserror statements.

sp_grantlogin on page 297

windows NT only When Integrated Security mode or Mixed mode (with
Named Pipes) isactive, assigns Adaptive Server rolesor default permissions
to Windows NT users and groups.

sp_ha_admin on page 299

Performs administrative tasks on Adaptive Servers configured with Sybase
Failover in ahigh availability system. sp_ha_admin isinstalled with the
installhavss script (insthasv on Windows NT).

sp_help on page 301

Reportsinformation about adatabase object (any object listed in sysobjects)
and about Adaptive Server-supplied or user-defined datatypes.

sp_helpartition on page 316

Lists partition information for a specified table, index, or partition,
or for al partitionsin the database.

sp_helpcache on page 320

Displays information about the objects that are bound to a data cache or the
amount of overhead required for a specified cache size.

sp_helpcomputedcolumn on page
322

Reports information on the computed columns in a specified table.

sp_helpconfig on page 323

Reports help information on configuration parameters.

sp_helpconstraint on page 328

Reports information about integrity constraints used in the specified tables.

sp_helpdb on page 332

Reports information about a particular database or about all databases.

sp_helpdevice on page 336

Reports information about a particular device or about al Adaptive Server
database devices and dump devices.

sp_helpextendedproc on page 338

Displays ESPsregistered in the current database, along with their associated
DLL files.

sp_helpexternlogin on page 340

Component Integration Services only Reports information about
external login names.

sp_helpgroup on page 342

Reports information about a particular group or about all groupsin the
current database.

sp_helpindex on page 344

Reports information about the indexes created on atable.

sp_helpjava on page 348

Displays information about Java classes and associated JARs that are
installed in the database.

sp_helpjoins on page 351

Lists the columnsin two tables or views that are likely join candidates.

sp_helpkey on page 353

Reportsinformation about aprimary, foreign, or common key of aparticular
table or view, or about all keysin the current database.

sp_helplanguage on page 355
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Reports information about a particul ar aternate language or about al
languages.
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Procedure

Description

sp_helplog on page 357

Reports the name of the device that containsthefirst page of the transaction
log.

sp_helpobjectdef on page 358

Component Integration Services only Reportsinformation about remote
object definitions. Shows owners, objects, type, and definition.

sp_help_qpgroup on page 312

Reports information on an abstract plan group.

sp_help_qgplan on page 314

Reports information about an abstract plan.

sp_helpremotelogin on page 360

Reports information about a particular remote server’s logins or about all
remote servers' logins.

sp_help_resource_limit on page
309

Reports information about all resource limits, limits for a given login or
application, limitsin effect at agiven time or day of theweek, or limitswith
agiven scope or action.

sp_helprotect on page 361

Reports information about permissions for database objects, users, groups,
or roles.

sp_helpsegment on page 365

Reportsinformation about a particular segment or about all segmentsin the
current database.

sp_helpserver on page 370

Reports information about a particular remote server or about al remote
SErvers.

sp_helpsort on page 372

Displays Adaptive Server’s default sort order and character set.

sp_helptext on page 374

Printsthe text of a system procedure, trigger, view, default, rule, or integrity
check constraint, and adds the number parameter, which is an integer
identifying an individual procedure, when objname represents a group of
procedures. This parameter tellssp_helptext to display the sourcetext for a
specified procedure in the group.

sp_helpthreshold on page 377

Reports the segment, free-space value, status, and stored procedure
associated with all thresholdsin the current database or al thresholds for a
particular segment.

sp_helpuser on page 378

Reports information about a particular user or about all usersin the current
database.

sp_hidetext on page 380

Hides the source text for the specified compiled object.

sp_import_gpgroup on page 382

Imports abstract plans from a user table into an abstract plan group.

sp_indsuspect on page 384

Checks user tablesfor indexes marked as suspect during recovery following
asort order change.

sp_ldapadmin on page 385

Createsor listsan LDAP URL search string; verifiesan LDAP URL search
string or login.

sp_listener on page 389

Dynamically starts and stopslisteners on Adaptive Server on any given port
on a per-engine basis.

sp_listsuspect_db on page 392

Listsall databasesthat have offline pages because of corruption detected on
recovery.

sp_listsuspect_object on page 393

Reference Manual: Procedures

Listsall indexesin adatabasethat are currently offline because of corruption
detected on recovery.
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Procedure

Description

sp_listsuspect_page on page 395

Listsal pagesthat are currently offline because of corruption detected on
recovery.

sp_Imconfig on page 396

Configures license management-related information on Adaptive Server.
The configuration options set by sp_Imconfig are stored in the sylapi
propertiesfile.

sp_lock on page 400

Reports information about processes that currently hold locks.

sp_locklogin on page 404

Locks an Adaptive Server account so that the user cannot login, or displays
alist of all locked accounts.

sp_logdevice on page 406

Movesthetransaction log of adatabase with log and dataon the same device
to a separate database device.

sp_loginconfig on page 409

Wwindows NT only Displays the value of one or al integrated security
parameters.

sp_logininfo on page 411

Windows NT only Displaysall roles granted to Windows NT users and
groups with sp_grantlogin.

sp_logiosize on page 413

Changesthelog /0 size used by Adaptive Server to adifferent memory pool
when it isdoing /O for the transaction log of the current database.

sp_maplogin on page 416

Maps external usersto Adaptive Server logins.

sp_metrics on page 417

Backs up, drops, and flushes QP metrics—always captured in the default
running group, which is group 1 in each respective database—and their
statistics on queries.

sp_modifylogin on page 424

Modifies the default database, default language, default role activation, or
full name for an Adaptive Server login account.

sp_modify_resource_limit on page
419

Changesaresourcelimit by specifying anew limit value or the actionto take
when the limit is exceeded, or both.

sp_modify_time_range on page
422

Changes the start day, start time, end day, and/or end time associated with a
named time range.

sp_modifystats on page 428

Allows the System Administrator to modify the density values of a
column—or columns—in sysstatistics.

sp_modifythreshold on page 431

Modifies a threshold by associating it with a different threshold procedure,
free-space level, or segment name. You cannot use sp_modifythreshold to
change the amount of free space or the segment name for the last-chance
threshold.

sp_monitor on page 435

Displays statistics about Adaptive Server.

sp_monitorconfig on page 442

Monitors more than 30 resources compared to the 6 resources it monitored
in earlier versions.

sp_object_stats on page 451

Showslock contention, lock wait-time, and deadl ock statisticsfor tablesand
indexes.

sp_passthru on page 454

Component Integration Services only Allows the user to pass a SQL
command buffer to aremote server.

sp_password on page 457
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Adds or changes a password for an Adaptive Server login account.
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Procedure

Description

sp_placeobject on page 459

Puts future space alocations for atable or an index on a particular segment.

sp_plan_dbccdb on page 461

Recommends suitable sizes for new dbccdb and dbccalt databases, lists
suitable devices for dbccdb and dbccalt, and suggests acache size and a
suitable number of worker processes for the target database.

sp_poolconfig on page 463

Creates, drops, resizes, and provides information about memory pools
within data caches.

sp_post_xpload on page 468

Checks and rebuildsindexes after a cross-platform load database wherethe
endian types are different.

sp_primarykey on page 470

Defines aprimary key on atable or view.

sp_processmail on page 472

Windows NT only Reads, processes, sends, and deletes messages in the
Adaptive Server message inbox.

sp_procxmode on page 475

Displays or changes the transaction modes associated with stored
procedures.

sp_recompile on page 478

Causes each stored procedure and trigger that uses the named table to be
recompiled the next time it runs.

sp_remap on page 480

Remaps astored procedure, trigger, rule, default, or view from rel easeslater
than 4.8 and earlier than 10.0 to be compatible with releases 10.0 and | ater.
Use sp_remap on pre-release 11.0 objects that the release 11.0 upgrade
procedure failed to remap.

Sp_remoteoption on page 482

Displays or changes remote login options.

sp_remotesql on page 485

Component Integration Services only Establishes aconnection to a
remote server, passes aquery buffer to the remote server fromtheclient, and
relays the results back to the client.

sp_rename on page 488

Changes the name of a user-created object or user-defined datatype in the
current database.

sp_renamedb on page 492

Changes the name of a database. You cannot rename system databases or
databases with external referential integrity constraints.

Sp_rename_gpgroup on page 491

Renames an abstract plan group.

Sp_reportstats on page 495

Reports statistics on system usage.

sp_revokelogin on page 497

Windows NT only When Integrated Security mode or Mixed mode (with
Named Pipes) is active, revokes Adaptive Server roles and default
permissions from Windows NT users and groups.

sp_role on page 498

Grants or revokes system roles to an Adaptive Server login account.

sp_sendmsg on page 500

Sends a message to a User Datagram Protocol (UDP) port.

sp_serveroption on page 502

Displays or changes remote server options.

sp_setlangalias on page 509

Assigns or changes the alias for an aternate language.

sp_setpglockpromote on page 510

Sets or changes the lock promotion thresholds for a database, for atable, or
for Adaptive Server.

sp_setpsexe on page 513

Reference Manual: Procedures

Sets custom execution attributes“ on the fly” for an active client application,
login, or stored procedure.
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Procedure

Description

sp_set_gplan on page 507

Changes the text of the abstract plan of an existing plan without changing
the associated query.

sp_setrowlockpromote on page
515

Sets or changes row-lock promotion thresholds for adatarows-locked table,
for all datarows-locked tablesin adatabase, or for all datarows-locked tables
on a server.

sp_setsuspect_granularity on
page 518

Displays and sets the recovery fault isolation mode.

sp_setsuspect_threshold on page
521

On recovery, sets the maximum number of suspect pages that Adaptive
Server will allow in the specified database before taking the entire database
offline.

sp_showcontrolinfo on page 523

Displays information about engine group assignments, bound client
applications, logins, and stored procedures.

sp_showexeclass on page 525

Displays the execution class attributes and the engines in any engine group
associated with the specified execution class.

sp_showplan on page 527

Displays the query plan for any user connection for the current SQL
statement (or a previous statement in the same batch). The query plan is
displayed in showplan format.

sp_showpsexe on page 529

Displays execution class, current priority, and affinity for all processes
running on Adaptive Server.

sp_spaceused on page 531

Displays estimates of the number of rows, the number of data pages, and the
space used by onetable or by all tablesin the current database.

sp_ssladmin on page 534

Adds, deletes, or displaysalist of server certificates for Adaptive Server.

Sp_syntax on page 539

Displays the syntax of Transact-SQL statements, system procedures,
utilities, and other routines, depending on which productsand corresponding
sp_syntax scripts exist on Adaptive Server.

Sp_sysmon on page 541

Displays performance information.

sp_tempdb on page 545

Creates the default temporary database group, binds temporary databasesto
the default temporary database group, binds users and applications to the
default temporary database group or to specific temporary databases, and
provides the binding interface for maintaining bindingsin sysattributes that
are related to the multiple temporary database.

sp_thresholdaction on page 553

Executes automatically when the number of free pages on the log segment
falls below thelast-chance threshold, unlessthe threshold is associated with
adifferent procedure. Sybase does not provide this procedure.

sp_transactions on page 556

Reports information about active transactions.

sp_unbindcache on page 563

Unbinds a database, table, index, text object, or image object from a data
cache.

sp_unbindcache_all on page 566

Unbinds all objects that are bound to a cache.

sp_unbindefault on page 567
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Unbinds a created default value from a column or from a user-defined
datatype.
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Procedure

Description

sp_unbindexeclass on page 569

Removes the execution class attribute previously associated with an client
application, login, or stored procedure for the specified scope.

sp_unbindmsg on page 571

Unbinds a user-defined message from a constraint.

sp_unbindrule on page 572

Unbinds a rule from a column or from a user-defined datatype.

sp_version on page 575

Returns the version information of the installation scripts (instalImaster,
installdbcedb, and so on) that was last run and whether it was successful.

sp_volchanged on page 578

Notifies the Backup Server™ that the operator performed the requested
volume handling during a dump or load.

sp_who on page 582

Reports information about all current Adaptive Server users and processes
or about a particular user or process.

Reference Manual: Procedures
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Sp_activeroles

Description
Syntax

Parameters

Examples

Role Name

sa_role
doctor_role
oper role

Displaysall active roles.
sp_activeroles [expand_down]

expand_down
shows the hierarchy tree of all active roles contained by your roles.

Example 1 Displaysall active roles.
sp_activeroles

Role Name

sa_role

sso_role

oper role
replication role

Example 2 Displays active roles and their hierarchy tree:

sp_activeroles expand down

Parent Role Name Level
NULL 1
NULL 1
NULL 1

Usage sp_activeroles displays al your active roles and all roles contained by those
roles.
Permissions Any user can execute sp_activeroles.
Auditing Values in event and extrainfo columns from the sysaudits table are:
Command or access
Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current activeroles
procedure » Keywords or options—NULL
¢ Previousvalue— NULL
e Current value—NULL
¢ Other information — All input parameters
¢ Proxy information — Original login name, if set
proxy in effect
See also Documents For information about creating, managing, and using roles, see
the System Administration Guide.
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Commands alter role, create role, drop role, grant, revoke, set
Functions mut_excl_roles, proc_role, role_contain, role_name

System procedures sp_displayroles
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sp_add_qpgroup

Description Adds an abstract plan group.
Syntax sp_add_gpgroup new_name
Parameters new_name
is the name of the new abstract plan group. Group names must be valid
identifiers.
Examples Creates anew abstract plan group named dev_plans:
sp_add_gpgroup dev_plans
Usage e Usesp_add_gpgroup to add abstract plan groups for usein capturing or
creating abstract plans. The abstract plan group must exist before you can
create, save, or copy plansinto a group.
e sp_add_gpgroup cannot be run in atransaction.
Permissions Only aSystem Administrator or Database Owner can execute sp_add_gpgroup.
Auditing Valuesin event and extrainfo columns from the sysaudits table are:
Command or access
Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current activeroles
procedure + Keywords or options—NULL
¢ Previousvalue— NULL
e Current value—NULL
¢ Other information — All input parameters
¢ Proxy information — Original login name, if set
proxy in effect
See also Commands set
System procedures sp_help_gpgroup
18 Adaptive Server Enterprise
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sp_add_resource_limit

Description

Syntax

Parameters

Creates alimit on the number of server resources that can be used by an
Adaptive Server login and/or an application to execute aquery, query batch, or
transaction.

sp_add_resource_limit name, appname, rangename, limittype, limitvalue
[, enforced [, action [, scope ]]]

name
isthe Adaptive Server login to which the limit applies. You must specify
either aname or an appname or both. To createalimit that appliesto all users
of aparticular application, specify aname of NULL.

appname
is the name of the application to which the limit applies. You must specify
either aname or an appname or both. To create alimit that appliesto all
applications used by an Adaptive Server login, specify an appname of null.
To create alimit that appliesto a particular application, specify the
application namethat the client program passesto the Adaptive Server inthe
login packet.

rangename
is the time range during which the limit is enforced. The time range must
existinthe systimeranges system table of the master database at thetime you
create the limit.

limittype
isthe type of resource to limit. This must be one of the following:

Limit type

Description

row_count

Limits the number of rows a query can return

elapsed_time

Limits the number of seconds, in wall-clock time, that a query batch or transaction can run

io_cost

Limits either the actual cost or the optimizer’s cost estimate for processing a query

tempdb_space

Limits the number of pages atempdb database can have during asingle session

limitvalue
is the maximum amount of the server resource (I/0 cogt, elapsed timein
seconds, row count, or tempdb space) that can be used by the login or
application before Adaptive Server enforces the limit. This must be a
positive, nonzero integer that islessthan or equal to 23% Thefollowi ng table
indicates what value to specify for each limit type:

Limit type

Limit value

row_count

The maximum number of rows that can be returned by a query before the limit is enforced.
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Limit type Limit value

elapsed_time The number of seconds, inwall-clock time, that a query batch or transaction can run before the

limit is enforced.

io_cost A unitless measure derived from the optimizer’s costing formula.

tempdb_space  The number of pages used in tempdb per session.

enforced

determines whether the limit is enforced prior to or during query execution.
The following table lists the valid values for each limit type:

enforced

code Description Limit type

1 Action is taken when the estimated 1/O cost of io_cost
execution exceeds the specified limit.

2 Action is taken when the actual row count, elapsed  row_count
time, or 1/0 cost of execution exceeds the specified  gjapseqd_time
limit. )

io_cost
3 Action istaken when either the estimated cost or the  io_cost

actual cost exceeds the specified limit.

If you specify an enforced value of 3, Adaptive Server performsalogical
“or” of 1 and 2. For example, assume enforced is set to 3. If you run aquery
whose io_cost exceeds the estimated cost, the specified action is executed.
If the query iswithin the limits specified for estimated cost but exceeds the
actual cost, the specified action is also executed.

If you do not specify an enforced value, Adaptive Server enforceslimit 2 for
row_count and elapsed_time and limit 3 for io_cost. In other words, if the
limit typeisio_cost, the specified action is executed if the query exceeds
either the estimated or actual cost.

action

isthe action to take when the limit is exceeded. The following action codes
arevalid for all limit types:

action code Description

1 Issues awarning

2 Aborts the query batch
3 Aborts the transaction
4 Killsthe session

If you do not specify an action value, Adaptive Server uses a default value
of 2 (abort the query batch).

20
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scope
is the scope of the limit. Specify one of the following codes appropriate to
the type of limit:

scope code Description Limit type
1 Query io_cost
row_count
2 Query batch (one or more SQL statementssent  elapsed_time
by the client to the server)
Transaction elapsed_time
Query batch and transaction elapsed_time

If you do not specify a scope value, the limit appliesto all possible scopes
for the limit type.

Examples Example 1 Creates aresource limit that appliesto all users of the payroll
application during the early_morning time range. If the query batch takes more
than 120 seconds to execute, Adaptive Server issues awarning:

sp_add_resource limit NULL, payroll, early morning, elapsed time, 120, 2,
1, 2

Example 2 Creates aresource limit that applies to all ad hoc queries and
applications run by “joe_user” during the midday time range. When a query
returns more than 5000 rows, Adaptive Server aborts the transaction:

sp_add resource limit joe user, NULL, midday, row count, 5000, 2, 3, 1

Example 3 Creates aresource limit that applies to all ad hoc queries and
applications run by “joe_user” during the midday time range. When the
optimizer estimatesthat the I/0 cost would exceed 650, Adaptive Server aborts
the transaction:

sp_add resource limit joe user, NULL, midday, io cost, 650, 1, 3, 1

Usage * You must enable sp_configure "allow resource limits" for resource limitsto
take effect.

e Multipleresource limits can exist for agiven user, application, limit type,
scope, and enforcement time, as long as their time ranges do not overlap.
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All limitsfor the currently active named timeranges and the“at all times”
range for a login and/or application name are bound to the user’s session
at logintime. Therefore, if auser logsinto Adaptive Server independently
of agiven application, resource limitsthat restrict the user in combination
with that application do not apply. To guarantee restrictions on that user,

create aresource limit that is specific to the user and independent of any

application.

Since either the user login name or application name, or both, are used to
identify aresource limit, Adaptive Server observes a predefined search
precedence while scanning the sysresourcelimits table for applicablelimits
for alogin session. The following table describes the precedence of
matching ordered pairs of login name and application name;

Level Login name Application name
1 “joe_user” payroll
2 NULL payroll
3 “joe_user” NULL

If one or more matches are found for a given precedence level, no further
levels are searched. This prevents conflicts regarding similar limits for
different login/application combinations.

If no match isfound at any level, no limit isimposed on the session.

When you add, del ete, or modify resource limits, Adaptive Server rebinds
thelimitsfor each session for that ogin and/or application at the beginning
of the next query batch for that session.

When you change the currently active time ranges, Adaptive Server
rebindslimitsfor the session. Thisrebinding occurs at the beginning of the
next query batch.

You cannot associate the limits for a particular login, application, or
login/application combination with named time ranges that overlap
(except for limits that share the same time range).
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For example, if auser islimited to retrieving 50 rows between 9:00 am.
and 1:00 p.m., you cannot create a second resource limit for the same user
that limits him to retrieving 100 rows between 10:00 a.m. and 12:00 noon.
However, you can create aresource hierarchy by assigning the 100-row
limit to the user between 10:00 a.m. and 12:00 noon and assigning the
50-row limit to an application, likeisgl, between 9:00 am. and 1:00 p.m.

Note Although Adaptive Server terminates the current transaction when it
reaches its time limit, you receive no 1105 error message until you issue
another SQL command or batch; in other words, the message appears only
when you attempt to use the connection again.

Permissions Only a System Administrator can execute sp_add_resource_limit.
Auditing Values in event and extrainfo columns from the sysaudits table are:
Command or access
Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current active roles
procedure » Keywords or options—NULL
¢ Previousvalue— NULL
e Current value— NULL
¢ Other information — All input parameters
¢ Proxy information — Original login name, if set
proxy in effect
See also Documents For more information on resource limits, see the System

Administration Guide.

System procedures sp_configure, sp_drop_resource_limit,
sp_help_resource_limit, sp_modify_resource_limit

Utility isql
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Sp_add_time_range

Description

Syntax

Parameters

Examples

Adds anamed time range to an Adaptive Server.

sp_add_time_range name, startday, endday,
starttime, endtime
name
isthe name of the time range. Time range names must be 255 characters or
fewer. The name cannot already exist in the systimeranges system table of
the master database.

startday
isthe day of the week on which the time range begins. This must be the full
weekday namefor the default server language, as stored in the syslanguages
system table of the master database.

endday
isthe day of the week on which the time range ends. This must be the full
weekday namefor the default server language, as stored in the syslanguages
system table of the master database. The endday can fall either earlier or
later in the week than the startday or can be the same day as the startday.

starttime
isthetime of day when the time range begins. Specify the starttimeinterms
of a24-hour clock, with a value between “00:00” (midnight) and “23:59”
(12:59 p.m.). Use the following form:

"HH:MM"

endtime
isthetime of day when the time range ends. Specify the endtime in terms of
a 24-hour clock, with a value between “00:00" (midnight) and “23:59”
(12:59 p.m.). Use the following form:

"HH:MM"

Note To create atimerange that spans the entire day, specify both a start time
and an end time of “00:00".

The endtime must occur later in the day than the starttime, unless endtimeis
“00:00".

Example 1 Creates the business_hours time range, which is active Monday
through Friday, from 9:00 am. to 5:00 p.m.:

sp_add_time_range business_hours, monday, Friday, "09:00", "17:00"

24
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Example 2 Creates two time ranges, before_hours and after_hours, that,
together, span al non-business hours Monday through Friday. The
before_hours time range covers the period from 12:00 midnight to 9:00 am.,
Monday through Friday. The after_hours time range covers the period from
6:00 p.m. through 12:00 midnight, Monday through Friday:

sp_add time range before hours, Monday, Friday, "00:00", "09:00"

sp_add time range after hours, Monday, Friday, "18:00", "00:00"

Example 3 Creates the weekends time range, which is 12:00 midnight
Saturday to 12:00 midnight Sunday:

sp_add_time range weekends, Saturday, Sunday, "00:00", "00:00"

Example 4 Createsthe Fri_thru_Mon time range, which is 9:00 am. to 5:00
p.m., Friday, Saturday, Sunday, and Monday:

sp_add_time_range Fri_thru Mon, Friday, Monday, "09:00", "17:00"

Example 5 Creates the Wednesday_night time range, which is Wednesday
from 5:00 p.m. to 12:00 midnight:

sp_add_time range Wednesday night, Wednesday, Wednesday, "17:00", "00:00"

Usage

«  Adaptive Server includes one named time range, the “at al times’ time
range. Thistime range covers al times, from the first day through the last
of the week, from 00:00 through 23:59. It cannot be modified or deleted.

e Adaptive Server generates aunique | D number for each named time range
and inserts it into the systimeranges system table,

e When storing atime range in the systimeranges system table, Adaptive
Server converts its startday and endday values into integers. For servers
with adefault language of us_english, the week beginson Monday (day 1)
and ends on Sunday (day 7).

* Itispossibleto create atime range that overlaps with one or more other
time ranges.

* Range days are contiguous, so the days of the week can wrap around the
end to the beginning of the week. In other words, Sunday and Monday are
contiguous days, as are Tuesday and Wednesday.
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The active time ranges are bound to a session at the beginning of each
query batch. A changein the server’s active time ranges due to a change
in actual time has no effect on a session during the processing of a query
batch. In other words, if aresource limit restricts a query batch during a
given time range but a query batch begins before that time range becomes
active, the query batch that is already running is not affected by the
resource limit.

The addition, modification, and deletion of time ranges using the system
procedures does not affect the active time ranges for sessions currently in
progress.

If aresource limit has atransaction asits scope, and achange occursinthe
server’sactivetime rangeswhile atransaction isrunning, the newly active
time range does not affect the transaction currently in progress.

Changes to aresource limit that has a transaction as its scope does not
affect any transactions currently in progress.

For more information on time ranges, see the System Administration
Guide.

Permissions Only a System Administrator can execute sp_add_time_range.
Auditing Valuesin event and extrainfo columns from the sysaudits table are:
Command or access
Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current activeroles
procedure » Keywords or options—NULL
¢ Previousvalue— NULL
e Current value—NULL
¢ Other information — All input parameters
¢ Proxy information — Original login name, if set
proxy in effect
See also System procedures sp_add_resource_limit, sp_drop_time_range,
sp_modify_time_range
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sp_addalias

Description
Syntax

Parameters

Examples

Usage

Permissions

Auditing

Allows an Adaptive Server user to be known in a database as another user.
sp_addalias loginame, name_in_db

loginame
isthe master.dbo.syslogins name of the user who wants an alternate identity
in the current database.

name_in_db
isthe database user name to alias loginame to. The name must exist in both
master.dbo.syslogins and in the sysusers table of the current database.

Thereisauser named “abert” in the database’s sysusers table and alogin for
auser named “victoria’ in master.dbo.syslogins. This command allows
“victorid’ to use the current database by assuming the name “albert”:

sp_addalias victoria, albert

e Executing sp_addalias maps one user to another in the current database.
Themapping isshown in sysalternates, wherethetwo users’ suids (system
user IDs) are connected.

e A user can be aliased to only one database user at atime.

e A report on any users mapped to a specified user can be generated with
sp_helpuser, giving the specified user’s name as an argument.

e When auser tries to use a database, Adaptive Server checks sysusers to
confirm that the user islisted there. If the user is not listed there, Adaptive
Server then checks sysalternates. If theuser’ssuid islisted in sysalternates,
mapped to a database user’s suid, Adaptive Server treats the first user as
the second user while using the database.

If the user named in loginameisin the database’s sysusers table, Adaptive
Server doesnot usethe user’saliasidentity, becauseit checkssysusers and
finds the loginame before checking sysalternates, where the dliasis listed.

Only the Database Owner or a System Administrator can execute sp_addalias.

Values in event and extrainfo columns from the sysaudits table are:
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Command or access

Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current activeroles
procedure + Keywords or options—NULL
¢ Previousvalue— NULL
e Current value— NULL
¢ Other information — All input parameters
¢ Proxy information — Original login name, if set
proxy in effect
See also Command use

System procedures sp_addlogin, sp_adduser, sp_dropalias, sp_helpuser
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sp_addauditrecord

Description Allows usersto enter user-defined audit records (comments) into the audit trail.

Syntax sp_addauditrecord [text [, db_name [, obj_name
[, owner_name [, dbid [, objid]]]]]]
Parameters text
isthetext of the messageto add to the current audit table. Thetext isinserted
into the extrainfo field of the table.

db_name
is the name of the database referred to in the record. The name isinserted
into the dbname field of the current audit table.

obj_name
isthe name of the object referred to in the record. The name isinserted into
the objname field of the current audit table.

owner_name
isthe owner of the object referred to in therecord. The nameisinserted into
the objowner field of the current audit table.

dbid
isthe database |D number of do_name. Do not enclose thisinteger valuein
quotes. dbid isinserted into the dbid field of the current audit table.

objid
isthe object ID number of obj_name. Do not enclose thisinteger value in
quotes. objid isinserted into the objid field of the current audit table.

Examples Example 1 Adds“| gave A. Smith permission to view the payroll table in the
corporate database. This permission was in effect from 3:10 to 3:30 pm on
9/22/92." tothe extrainfo field; “corporate” to the dbname field; “ payroll” tothe
objname field; “dbo” to the objowner field; “10” to the dbid field, and
“1004738270" to the objid field of the current audit table:

sp_addauditrecord "I gave A. Smith permission to view
the payroll table in the corporate database. This
permission was in effect from 3:10 to 3:30 pm on
9/22/92.", "corporate", "payroll", "dbo", 10,
1004738270

Example 2 Addsthisrecord to the audit trail. This example uses parameter
names with the @ prefix, which allows you to leave some fields empty:

sp_addauditrecord @text="I am disabling auditing
briefly while we reconfigure the system",
@db_name="corporate"
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Usage e Adaptive Server writes all audit records to the current audit table. The
current audit table is determined by the value of the current audit table
configuration parameter, set with sp_configure. An installation can have
up to eight system audit tables, named sysaudits_01, sysaudits_02, and so

forth, through sysaudits_08.

Note Therecords actually arefirst stored in the in-memory audit queue,
and the audit process later writes the records from the audit queue to the
current audit table. Therefore, you cannot count on an audit record being
stored immediately in the audit table.

* You can use sp_addauditrecord if:

*  You have been granted execute permission on sp_addauditrecord —no

special roleisrequired

e Auditing isenabled — a System Security Officer used sp_configure to
turn on the auditing configuration parameter

e Theadhoc option of sp_audit is set to on

Permissions Only a System Security Officer can execute sp_addauditrecord. The Database
Owner of sybsecurity (who must also be a System Security Officer) can grant
execute permission to other users.

Auditing Values in event and extrainfo columns from the sysaudits table are:

Command or access

Event Audit option audited Information in extrainfo
1 adhoc User-defined audit extrainfo isfilled by the text parameter of
record sp_addauditrecord
38 exec_procedure Execution of a ¢ Roles— Current activeroles
procedure » Keywords or options— NULL
e Previousvalue— NULL
e Current value—NULL
¢ Other information — All input parameters
¢ Proxy information — Original login name, if set
proxy in effect
See also System procedure sp_audit
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sp_addaudittable

Description

Syntax

Parameters

Examples

Usage

Adds another system audit table after auditing isinstalled.

sp_addaudittable devhame

devname
is the name of the device for the audit table. Specify a device name or
specify “default”. If you specify “default”, Adaptive Server createsthe audit
table on the same device as the sybsecurity database. Otherwise, Adaptive
Server creates the table on the device you specify.

Example 1 Creates a system audit table on auditdev2. If only one system audit
table (sysaudits_01) exists when you execute the procedure, Adaptive Server
namesthe new audit table sysaudits_02 and placesit on itsown segment, called
aud_seg_02, on auditdev2:

sp_addaudittable auditdev2

Example 2 Creates a system audit table on the same device as the sybsecurity
database. If two system audit tables (sysaudits_01 and sysaudits_02) exist when
you execute the procedure, Adaptive Server names the new audit table
sysaudits_03 and placesit onitsown segment, called aud_seg_03, on the same
device as the sybsecurity database:

sp_addaudittable "default"

e Auditing must aready beinstalled when you run sp_addaudittable. To add
asystem audit table:

a Createthe devicefor the audit table, using disk init. For example, run
acommand like thisfor UNIX:

disk init name = "auditdev2",
physname = "/dev/rxyla",
size = “5K”

b  Addthe device to the sybsecurity database with the alter database
command. For example, to add auditdev2 to the sybsecurity database,
use:

alter database sybsecurity on auditdev2

¢ Execute sp_addaudittable to create the table.
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Adaptive Server names the new system audit table and the new segment
according to how many audit tables are already defined. For example, if
five audit tables are defined before you execute the procedure, Adaptive
Server names the new audit table sysaudits_06 and the new segment
aud_seg_06. If you specify “default”, Adaptive Server placesthe segment
on the same device as the sybsecurity database. Otherwise, Adaptive
Server places the segment on the device you name.

A maximum of eight audit tablesis allowed. If you already have eight
audit tables, and you attempt to execute sp_addaudittable to add another
one, Adaptive Server displays an error message.

For information about how to install auditing, see the installation
documentation for your platform. See the System Administration Guide
for information on how to use auditing.

Permissions Only auseswho isboth a System Administrator and a System Security Officer
to execute sp_addaudittable.
Auditing Valuesin event and extrainfo columns from the sysaudits table are:
Command or access
Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current activeroles
procedure » Keywords or options—NULL
¢ Previousvalue— NULL
e Current value—NULL
¢ Other information — All input parameters
¢ Proxy information — Original login name, if set
proxy in effect
See also System procedure sp_audit
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sp_addengine

Description Adds an engine to an existing engine group or, if the group does not exist,
creates an engine group and adds the engine.

Syntax sp_addengine engine_number, engine_group

Parameters engine_number
is the number of the engine you are adding to the group. Legal values are
between 0 and amaximum equal to the number of configured online engines
minus one.

engine_group
is the name of the engine group to which you are adding the engine. If
engine_group does not exist, Adaptive Server createsit and adds the engine
to it. Engine group names must conform to the rules for identifiers. For
details, see Chapter 4, “Expressions, Identifiers, and Wildcard Characters”
in Reference Manual: Building Blocks.

Examples If no engine group is called DS_GROUP, this statement establishes the group.
If DS_GROUP already exists, this statement adds engine number 2 to that

group:
sp_addengine 2, DS_GROUP

Usage e sp_addengine creates a new engine group if the value of engine_group
does not already exist.

e Theengine groups ANYENGINE and LASTONLINE are predefined.
ANYENGINE includes al existing engines. LASTONLINE specifiesthe
engine with highest engine number. A System Administrator can create
additional engine groups. You cannot modify predefined engine groups.

e Assoon asyou use sp_bindexeclass to bind applications or loginsto an
execution class associated with engine_group, the associated process may
start running on engine_number.

< Prior to making engine affinity assignments, study the environment and
consider the number of non-preferred applications and the number of
Adaptive Server engines available. See the Performance and Tuning
Guide for more information about non-preferred applications.

Permissions Only a System Administrator can execute sp_addengine.

Auditing Values in event and extrainfo columns from the sysaudits table are:
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Command or access

Event Audit option audited Information in extrainfo

38 exec_procedure Execution of a .
procedure o

Roles— Current active roles

Keywords or options—NULL

Previous value— NULL

Current value— NULL

Other information — All input parameters

Proxy information — Original login name, if set
proxy in effect

See also System procedures sp_addexeclass, sp_bindexeclass, sp_clearpsexe,
sp_dropengine, sp_setpsexe, sp_showcontrolinfo, sp_showexeclass,
sp_showpsexe, sp_unbindexeclass
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sp_addexeclass

Description

Syntax

Parameters

Examples

Usage

Permissions

Auditing

Creates or updates a user-defined execution class that you can bind to client
applications, logins, and stored procedures.

sp_addexeclass classname, priority, timeslice, engine_group

classname
is the name of the new execution class.

priority
isthe priority value with which to run the client application, login, or stored
procedure after it is associated with this execution class. Legal values are
HIGH, LOW, and MEDIUM.

timeslice
is the time unit assigned to processes associated with this class. Adaptive
Server currently ignores this parameter.

engine_group
identifies an existing group of engines on which processes associated with
this class can run.

Defines a new execution class called DS with apriority value of LOW and
associates it with the engine group DS_GROUP:

sp_addexeclass "DS", "LOW", 0, "DS GROUP"

e sp_addexeclass creates or updates a user-defined execution class that you
can bind to client applications, logins, and stored procedures. If the class
aready exists, the class attribute values are updated with the values
supplied by the user.

e Usethe predefined engine group parameter ANYENGINE if you do not
want to restrict the execution object to an engine group.

e Usesp_addengine to define engine groups. Use sp_showexeclass to
display execution class attributes and the engines in any engine group
associated with the specified execution class. sp_showcontrolinfo lists the
existing engine groups.

Only a System Administrator can execute sp_addexeclass.

Values in event and extrainfo columns from the sysaudits table are:
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Command or access

Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current activeroles
procedure + Keywords or options—NULL

* Previousvalue—NULL
e Current value— NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set
proxy in effect

See also System procedures sp_addengine, sp_bindexeclass, sp_clearpsexe,

sp_dropengine, sp_dropexeclass, sp_setpsexe, sp_showcontrolinfo,
sp_showexeclass, sp_showpsexe, sp_unbindexeclass
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sp_addextendedproc

Description

Syntax

Parameters

Examples

Usage

Permissions

Creates an extended stored procedure (ESP) in the master database.
sp_addextendedproc esp_name, dll_name

esp_name

is the name of the extended stored procedure. This name must be identical
to the name of the procedural |anguage function that implements the ESP.
esp_name must be avalid Adaptive Server identifier.

dil_name

is the name of the dynamic link library (DLL) file containing the function
specified by esp_name. Thedll_name can be specified with no extension or
with its platform-specific extension, such as.dll on WindowsNT or .so on
Sun Solaris. If an extension is specified, the dll_name must be enclosed in
guotation marks.

Registers an ESP for the function named my_esp, which isin the sglsrvdil.dll
file. The name of the resulting ESP database object is also my_esp:

sp_addextendedproc my esp, "sglsrvdll.dll"
Execute sp_addextendedproc from the master database.

You can only use sp_addextendedproc to add extended stored procedures
that take no parameters. If your extended stored procedure requires a
formal parameter list, you must use the create procedure command with
the as external name option, together with the complete parameter list.

The esp_nameis case sensitive. It must match the name of the functionin
the DLL.

The DLL represented by dll_name must reside on the server machine on
which the ESP is being created and the DLL directory must bein:

e WindowsNT —$PATH
«  Compaq Trué4 —$LD_LIBRARY_PATH
«  HP—$SH_LIBRARY_PATH

If the fileis not found, the search mechanism also searches $SYBASE/dI|
on Windows NT and $SYBASE/lib on other platforms.

On Windows NT — an ESP function should not call a C run-time signal
routine. Thiscan cause X P Server tofail, because Open Server™ does not
support signal handling on Windows NT.

Only a System Administrator can execute sp_addextendedproc.
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Auditing Values in event and extrainfo columns from the sysaudits table are:
Command or access
Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current activeroles
procedure » Keywords or options—NULL

¢ Previousvalue— NULL
¢ Current value— NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set
proxy in effect

See also Commands create procedure

System procedures sp_dropextendedproc, sp_helpextendedproc
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sp_addexternlogin

Description

Syntax

Parameters

Examples

Component Integration Services only  Creates an aternate login account
and password to use when communicating with a remote server through
Component Integration Services.

sp_addexternlogin server, loginame, externname
[, externpasswd] [rolename]
server
is the name of the remote server. The remote_server must be known to the
local server by an entry in the master.dbo.sysservers table.

loginame
isan account known to thelocal server. loginame must be represented by an
entry in the master.dbo.syslogins table. The“sa” account, the “sso” account,
and the loginame account are the only users authorized to modify remote
access for agiven local user.

externnname
is an account known to the server and must be avalid account on the node
where the server runs. Thisis the account used for logging into the server.

externpasswd
is the password for externnname.

rolename
isthe Adaptive Server user’s assigned role. If rolename is specified,
login_name isignored.

Example 1 Tellsthe local server that when the login name “bobj” logsin,
accessto the remote server OMNI1012 is by the remote name “jordan” and the
remote password “hitchpost”. Only the “bobj” account, the “sa” account, and
the “sso” account have the authority to add or modify aremote login for the
login name “bobj”:

sp_addexternlogin OMNI1012, bobj, jordan, hitchpost

Example 2 Shows a many-to-one mapping so that all Adaptive Server
Enterprise usersthat need a connection to DB2 can be assigned the same name
and password:

sp_addexternlogin DB2, NULL, login2, password2

Example 3 Adaptive Server Enterprise roles can aso be assigned remote
logins. With this capability, anyone with a particular role can be assigned a
corresponding login name and password for a given remote server:

sp_addexternlogin DB2, NULL, login3, password3, role
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Usage
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sp_addexternlogin assigns an alternatelogin name and password to be used
when communicating with aremote server. It stores the password
internally in encrypted form.

Note You can use sp_addexternlogin only when Component Integration
Servicesis configured.

M appings can be one-to-one (for specific users), role-to-one (rol e-based),
many-to-one (server-based), or based on the client login and password
from the TDS loginrec.

The login and password have a many to one mapping. That is, you can
assign al the users who need to log into a remote server the same name
and password.

When several external logins are set for a user, the following precedence
will be followed for user connections to a remote server. 1) one-to-one
mapping, 2) if there is no one-to-one mapping, active roleis used, 3) if
neither one-to-one mapping nor active role is present, then many-to-one
mapping, 4) if none of the above is used then Adaptive Server Enterprise
login and password.

You can assign external logins to Adaptive Server roles. You can assign
anyone with aparticular role acorresponding login name and password for
any given remote server.

When you establish a connection to aremote server for a user that has
more than one role active, each roleis searched for an external login
mapping and uses the first mapping it finds to establish thelogin. Thisis
the same order as displayed by the stored procedure sp_activeroles.

If you perform role mapping, and auser's role is changed (using set role),
any connections made to remote servers that used role mapping must be
disconnected. You cannot do thisif atransaction is pending. You cannot
use set role if atransaction is active and remote connections are present
that used role mapping.

Before running sp_addexternlogin, add the remote server to Adaptive
Server with sp_addserver.

externname and externpasswd must be avalid user and password
combination on the node where the server runs.

Siteswith automatic password expiration need to plan for periodic updates
of passwords for external logins.

Use sp_dropexternlogin to remove the definition of the external login.
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*  sp_addexternlogin cannot be used from within atransaction.

e The"sa’ account and the loginame account are the only users who can

modify remote access for agiven local user.

Permissions Only the loginame, a System Administrator, and a System Security Officer can

execute sp_addexternlogin.

Auditing Values in event and extrainfo columns from the sysaudits table are:

Command or access
Event Audit option audited

Information in extrainfo

38 exec_procedure Execution of a
procedure

See also System procedures sp_addserver, sp_addserver, sp_helpexternlogin,

sp_helpserver
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Roles — Current active roles

Keywords or options—NULL

Previous value — NULL

Current value— NULL

Other information — All input parameters

Proxy information — Original login name, if set

proxy in effect
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Sp_addgroup

Description Adds a group to a database. Groups are used as collective names in granting
and revoking privileges.

Syntax sp_addgroup grpname

Parameters grpname
is the name of the group. Group names must conform to the rules for
identifiers.

Examples Creates a group named accounting in the current database:

sp_addgroup accounting

Usage »  sp_addgroup adds the new group to a database’s sysusers table. Each
group’s user ID (uid) is 16384 or larger (except “public,” which isaways
0).

e A group and a user cannot have the same name.

e Onceagroup has been created, add new userswith sp_adduser. To add an
existing user to agroup, use sp_changegroup.

» Every databaseis created with a group named “public’. Every user is
automatically a member of “public”. Each user can be a member of one
additional group.

Permissions Only the Database Owner, a System Administrator, or a System Security
Officer can execute sp_addgroup.

Auditing Valuesin event and extrainfo columns from the sysaudits table are:
Command or access
Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current activeroles
procedure + Keywords or options—NULL

¢ Previousvalue— NULL
e Current value—NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set
proxy in effect

See also Commands grant, revoke

System procedures sp_adduser, sp_changegroup, sp_dropgroup,
sp_helpgroup
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sp_addlanguage

Description

Syntax

Parameters

Definesthe names of the monthsand daysfor an alternate language and its date
format.

sp_addlanguage language, alias, months, shortmons,
days, datefmt, datefirst

language
isthe official language name for the language, entered in 7-bit ASCII
characters only.

alias
substitutes for the alternate language’s official name. Enter either “null”, to
makethe alias the same asthe officia language name, or anameyou prefer.
You can use 8-bit ASCII charactersin an alias—"francais’, for example—
if your terminal supports them.

months
isalist of the full names of the 12 months, ordered from January through
December, separated only by commas (no spaces allowed). Month names
can be up to 20 characters long and can contain 8-bit ASCII characters.

shortmons
isalist of the abbreviated names of the 12 months, ordered from January
through December, separated only by commas (no spaces allowed). Month
abbreviations can be up to 9 characters long and can contain 8-bit ASCI|
characters.

days
isalist of the full names of the seven days, ordered from Monday through
Sunday, separated only by commas (no spaces allowed). Day names can be
up to 30 characters long and can contain 8-bit ASCII characters.

datefmt
isthe date order of the date parts month/day/year for entering datetime,
smalldatetime, date or time data. Valid arguments are mdy, dmy, ymd, ydm,
myd, or dym. “dmy” indicates that dates are in day/month/year order.

datefirst
sets the number of the first weekday for date calculations. For example,
Monday is 1, Tuesday is 2, and so on.
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Examples

Usage
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This stored procedure adds French to the languages available on the server.
“null” makes the alias the same as the official name, “french”. Date order is
“dmy” —day/month/year. “1” specifiesthat lundi, the first itemin the dayslist,
isthefirst weekday. Because the French do not capitalize the names of the days
and months except when they appear at the beginning of a sentence, this
exampl e shows them being added in lowercase;

sp_addlanguage french, null,
"janvier, fevrier,mars,avril,mai, juin, juillet,
aout, septembre, octobre,novembre, decembre",
"jan, fev,mars,avr,mai, juin, jui, aout, sept, oct,
nov,dec",
"lundi,mardi,mercredi, jeudi, vendredi, samedi,
dimanche",
dmy, 1

« Usuadly, you add alternate languages from one of Adaptive Server’s
Language Modules using the langinstall utility or the Adaptive Server
installation program. A Language Module supplies the names of the dates
and translated error messages for that language. However, if a Language
Moduleisnot provided with your server, use sp_addlanguage to definethe
date names and format.

» Usesp_modifylogin to change auser’s default language. If you set auser’s
default language to alanguage added with sp_addlanguage, and there are
no localization files for the language, the users receive an informational
message when they log in, indicating that their client software could not
open the localization files.

System Table Changes

*  sp_addlanguage creates an entry in master.dbo.syslanguages, inserting a
unique numeric value in the langid column for each alternate language.
langid O is reserved for U.S. English.

»  Thelanguage parameter becomesthe official language name, storedinthe
name column of master.dbo.syslanguages. Language names must be
unique. Use sp_helplanguage to display alist of the alternate languages
available on Adaptive Server.

* sp_addlanguage setsthe alias column in master.dbo.syslanguages to the
official language name if NULL isentered for alias, but System
Administrators can change the value of syslanguage.alias with
sp_setlangalias.

* sp_addlanguage Setsthe upgrade column in master.dbo.syslanguages to 0.
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Dates for Languages added with sp_addlanguage

For alternate languages added with Language Modules, Adaptive Server
sends date values to clients as datetime datatype, and the clients use
localization files to display the dates in the user’s current language. For
date strings added with sp_addlanguage, use the convert function to
convert the datesto character datain the server, where pubdateis datetime
dataand table is any table:

select convert (char, pubdate) from table

When users perform data entry on date values and need to use date names
created with sp_addlanguage, the client must have these values input as
character data, and sent to the server as character data.

Permissions Only a System Administrator can execute sp_addlanguage.
Auditing Values in event and extrainfo columns from the sysaudits table are:
Command or access
Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current active roles
procedure « Keywordsor options—NULL
¢ Previousvalue— NULL
e Current value—NULL
¢ Other information — All input parameters
¢ Proxy information — Original login name, if set
proxy in effect
See also Commands set
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System procedures sp_droplanguage, sp_helplanguage, sp_maodifylogin,
sp_setlangalias

Utilities  langinstall
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sp_addlogin

Description

Syntax

Parameters

46

Addsanew user account to Adaptive Server; specifiesthe password expiration
interval, the minimum password length, and the maximum number of failed
logins allowed for a specified login at creation.

sp_addlogin loginame, passwd [, defdb]
[, deflanguage] [, fullname] [, passwdexp]
[, minpwdlen] [, maxfailedlogins] [, auth_mech]
loginame
isthe user’slogin name. Login names must conform to the rules for
identifiers.
passwd
isthe user’s password. Passwords must be at least 6 characters long. If you
specify a shorter password, sp_addlogin returns an error message and exits.
Enclose passwords that include charactersbesidesA —Z,a—z,0r 0—9in
quotation marks. Also enclose passwords that begin with 0-9 in quotation
marks.

defdb
isthe name of the default database assigned when a user logsinto Adaptive
Server. If you do not specify defdb, the default, master, is used.

deflanguage
isthe official name of the default language assigned when a user logsinto
Adaptive Server. The Adaptive Server default language, defined by the
default language id configuration parameter, is used if you do not specify
deflanguage.

fullname
isthefull name of the user who ownsthelogin account. This can be used for
documentation and identification purposes.

passwdexp
specifies the password expiration interval in days. It can be any value
between 0 and 32767, inclusive.

minpwdlen
specifies the minimum password length required for that login. The values
range between 0 and 30 characters.

maxfailedlogins
isthe number of allowablefailed login attempts. It can be any whole number
between 0 and 32767.
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Examples

sp_addlogin

sp_addlogin

sp_addlogin

sp_addlogin

sp_addlogin

sp_addlogin

Usage

auth_mech
defines the authentication mechanism.

Example 1 Creates an Adaptive Server login for “abert” with the password
“longerl” and the default database corporate:

albert, longerl, corporate

Example 2 Creates an Adaptive Server login for “claire.” Her password is
“bleurouge,” her default database is public_db, and her default language is
French:

claire, bleurouge, public db, french

Example 3 Creates an Adaptive Server login for “robertw.” His password is
“terrible2.” his default database is public_db, and hisfull name is “Robert
Willis.” Do not enclose null in quotes:

robertw, terrible2, public db, null, "Robert Willis"

Example 4 Createsalogin for “susan” with a password of “wonderful,” afull
name of “Susan B. Anthony,” and the server’s default database and language.
Do not enclose null in quotes:

susan, wonderful, null, null, "Susan B. Anthony"
Alternately, you can also use the following:
susan, wonderful, @fullname="Susan B. Anthony"

Example 5 Configuresthelogin “mylogin” to override global authentication
mechanisms:

mylogin, mypassword, @auth mech = ASE

*  For ease of management, it is strongly recommended that all users
Adaptive Server login names be the same as their operating system login
names. This makesit easier to correlate audit data between the operating
system and Adaptive Server. Otherwise, keep arecord of the
correspondence between operating system and server login names.

« Afterassigning adefault database to a user with sp_addlogin, the Database
Owner or System Administrator must provide access to the database by
executing sp_adduser or sp_addalias.

e auth_mech can take the same values as sp_maodify login "authenticate with"
option.

e Although a user can use sp_modifylogin to change his or her own default
database at any time, a database cannot be used without permission from
the Database Owner.
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e A user can use sp_password at any time to change his or her own
password. A System Security Officer can use sp_password to change any
user’s password.

e A user can use sp_modifylogin to change his or her own default language.
A System Administrator can use sp_modifylogin to change any user’s
default language.

e A user can use sp_modifylogin to change his or her own fullname. A
System Administrator can use sp_modifylogin to change any user’s

fullname.
Permissions Only a System Security Officer can execute sp_addlogin.
Auditing Valuesin event and extrainfo columns from the sysaudits table are:
Command or access
Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current activeroles
procedure » Keywords or options—NULL

¢ Previousvalue— NULL
e Current value—NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set
proxy in effect

See also System procedures sp_addalias, sp_adduser, sp_droplogin, sp_locklogin,
sp_modifylogin, sp_password, sp_role
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sp_addmessage

Description

Syntax

Parameters

Examples

Adds user-defined messages to sysusermessages for use by stored procedure
print and raiserror calls and by sp_bindmsg.

sp_addmessage message_num, message_text
[, language [, with_log [, replace]]]
message_num
is the message number of the message to add. The message number for a
user-defined message must be 20000 or greater.

message_text
isthe text of the message to add. The maximum length is 1024 bytes.

language
is the language of the message to add. This must be a valid language name
in the syslanguages table. If this parameter is missing, Adaptive Server
assumes that messages are in the default session language indicated by
@ @langid.

with_log
specifies whether the message islogged in the Adaptive Server error log as
well asin the Windows NT Event Log on Windows NT servers, if logging
isenabled. If with_log is TRUE, the message islogged, regardless of the
severity of the error. If with_log is FAL SE, the message may or may not be
logged, depending on the severity of the error. If you do not specify avalue
for with_log, the default is FALSE.

replace
specifies whether to overwrite an existing message of the same number and
languid. If replace isspecified, the existing messageis overwritten; if replace
isomitted, itisnot. If you do not specify avaluefor replace, the parameter’s
default behavior specifies that the existing message will not be overwritten.

Example 1 Adds a message with the number 20001 to sysusermessages:

sp_addmessage 20001, "The table '$1!' is not owned by
the user '%2!'."

Example 2 Adds amessage with the number 20002 to sysusermessages. This
message islogged in the Adaptive Server error log, aswell asin the Windows
NT Event Log on Windows NT servers, if event logging is enabled. If a
message humbered 20002 exists in the default session language, this message
overwrites the old message:

sp_addmessage 20002, "The procedure'$%1l!' is not owned
by the user '%2!'.", NULL, TRUE, "replace"
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Usage .

sp_addmessage does not overwrite an existing message of the same
number and langid unless you specify @replace = “replace".

print and raiserror recognize placeholders in the message text to print out.
A single message can contain up to 20 unique placeholdersin any order.
These placehol ders are replaced with the formatted contents of any
arguments that follow the message when the text of the messageis sent to
the client.

The placeholders are numbered to allow reordering of the argumentswhen
Adaptive Server istrandating a message to a language with a different
grammatical structure. A placeholder for an argument appears as“%nn!”,
apercent sign (%), followed by an integer from 1 to 20, followed by an
exclamation point (!). The integer represents the argument number in the
string in the argument list. “%1!” isthe first argument in the original
version, “%?2!” isthe second argument, and so on.

Permissions Any user can execute sp_addmessage.

Auditing Valuesin event and extrainfo columns from the sysaudits table are:

Event Audit option

Command or access
audited Information in extrainfo

15 create

sp_addmessage ¢ Roles— Current activeroles
« Keywords or options—NULL
e Previousvalue— NULL
e Current value—NULL
¢ Other information — Message number

¢ Proxy information — Original login name, if set
proxy in effect

38 exec_procedure

Execution of a ¢ Roles— Current active roles
procedure » Keywords or options—NULL
¢ Previousvalue— NULL
e Current value—NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set
proxy in effect

See also Commands print, raiserror

System procedures sp_altermessage, sp_bindmsg, sp_dropmessage,
sp_getmessage
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sp_addobjectdef

Description

Syntax

Parameters

Component Integration Services only Specifies the mapping between a
local table and an external storage location.

sp_addobjectdef tablename, objectdef [,"objecttype"]

tablename

isthe name of the object asit isdefined in alocal table. The tablename can
bein any of the following forms:

dbname.owner.object
dbname..object
owner.object

object

dbname and owner are optional. object is required. If you do not specify an
owner, the default (current user name) is used. If you specify adbname, it
must be the current database name, and you must specify owner or mark the
owner with a placeholder in the format dbname..object. Enclose any
multipart tablename values in quotes.

objectdef

isastring naming the external storage location of the object. The objecttype
at objectdef can be atable, view, or read-only remote procedure call (RPC)
result set accessible to aremote server. A table, view, or RPC usesthe
following format for objectdef:

server name.dbname.owner.object

server_name and object are required. doname and owner are optional, but if
they are not supplied, a placeholder in the format doname..object, is
required.

See “Server Classes’ in the Component Integration Services User’s Guide
for more information.

objecttype

isone of the valuesthat specify the format of the object named by objectdef..
Table 1-2 describes the valid values. Enclose the objecttype value in quotes.
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Examples

Table 1-2: Allowable values for objecttype
Value Description

table Indicates that the object named by objectdef is atable accessible to aremote
server. Thisvalue isthe default for objecttype.

view Indicates that the object named by objectdef is aview managed by aremote
server and processed as atable.

rpc Indicatesthat the object named by objectdef isan RPC managed by aremote
server. Adaptive Server processesthe result set from the RPC asaread-only
table.

Table 1-3 summarizes how each objecttype is used.

Table 1-3: Summary of objecttype uses

create create existing  Write to Read from
objecttype table table table table

table Yes Yes Yes Yes

view No Yes Yes Yes

rpc No Yes No Yes

Example 1 Mapsthelocal table accounts in the database finance to the remote
object pubs.dbo.accounts in the remote server named SYBASE. The current
database must be finance. A subsequent create table creates atable in the pubs
database. If pubs.dbo.accounts is an existing table, acreate existing table
statement popul ates the tabl e finance.dbo.accounts with information about the
remote table:

sp_addobjectdef "finance.dbo.accounts", "SYBASE.pubs.dbo.accounts", "table"

Example 2 Mapsthe local table stockcheck to an RPC named stockcheck on

remote server NEWY ORK in the database wallstreet with owner “kelly”. The
result set from RPC stockcheck is seen as aread-only table. Typically, the next
operation would be a create existing table statement for the object stockcheck:

sp_addobjectdef stockcheck, "NEWYORK.wallstreet.kelly.stockcheck", "rpc"

Usage

52

e sp_addobjectdef specifies the mapping between alocal table and an
external storage location. It identifies the format of the object at that
location.You can use sp_addobjectdef only when Component Integration
Servicesisinstalled and configured.

» sp_addobjectdef replaces the sp_addtabledef command. sp_addobjectdef
allows existing scripts to run without modification. Internally,
sp_addtabledef invokes sp_addobjectdef.

e Only the System Administrator can provide the name of another user asa
table owner.
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When objecttype istable, view, or rpc, the objectdef parameter takes the
following form:

"server name.database.owner.tablename"

e server_name — represents a server that has already been added to
sysservers by sp_addserver.

« database—may not berequired. Some server classesdo not support it.

«  owner —should always be provided, to avoid ambiguity. If you do not
specify owner, the remote object referenced may vary, depending on
whether or not the external login corresponds to the remote object
owner.

* tablename —isthe name of aremote server table.

Use sp_addobjectdef beforeissuing any create table or create existing table
commands. create table isvalid only for the objecttype valuestable andfile.
When either create table or create existing table is used, Adaptive Server
checks sysattributes to determine whether any table mapping has been
specified for the object. Follow the objecttype values view and rpc with
create existing table statements.

After the table has been created, all future references to the local table
name (by select, insert, delete and update) are mapped to the correct
location.

Permissions Any user can execute sp_addobjectdef.
Auditing Values in event and extrainfo columns from the sysaudits table are:
Command or access
Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current active roles
procedure » Keywords or options—NULL
¢ Previousvalue— NULL
e Current value— NULL
¢ Other information — All input parameters
¢ Proxy information — Original login name, if set
proxy in effect
See also Commands create existing table, create table, drop table
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System procedures sp_addlogin, sp_addserver, sp_defaultloc,
sp_dropobjectdef, sp_helpserver
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sp_addremotelogin

Description

Syntax

Parameters

Examples

54

Authorizes a new remote server user by adding an entry to
master.dbo.sysremotelogins.

sp_addremotelogin remoteserver [, loginame [, remotename] ]

remoteserver
is the name of the remote server to which the remote login applies. This
server must be known to the local server by an entry in the
master.dbo.sysservers table, which was created with sp_addserver.

Note Thismanual page usestheterm “local server” to refer to the server that
is executing the remote procedures run from a“remote server.”

loginame
isthelogin name of the user on the local server. loginame must already exist
in the master.dbo.syslogins table.

remotename
isthe name used by the remote server when logging into thelocal server. All
remotenames that are not explicitly matched to alocal loginame are
automatically matched to alocal name. In Example 1, thelocal nameisthe
remote namethat isused to log in. In Example 2, thelocal nameis*albert.”

Example 1 Creates an entry in the sysremotelogins table for the remote server
GATEWAY, for purposes of login validation. Thisis asimple way to map
remote namesto local nameswhen the local and remote servers have the same
users:

sp_addremotelogin GATEWAY

Thisexampleresultsin avaue of -1 for the suid column and avalue of NULL
for the remoteusername in arow of sysremotelogins.

Example 2 Creates an entry that maps all logins from the remote server
GATEWAY to thelocal user name “albert”. Adaptive Server adds arow to
sysremotelogins with Albert’s server user I D inthe suid column and anull value
for the remoteusername:

sp_addremotelogin GATEWAY, albert

For these loginsto be able to run RPCs on the local server, they must specify a
password for the RPC connection when they log into the local server, or they

must be “trusted” on the local server. To define these logins as “trusted”, use

Sp_remoteoption.
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Example 3 Maps aremote login from the remote user “pogo” on the remote
server GATEWAY to thelocal user “ralph”. Adaptive Server adds arow to
sysremotelogins with Ralph’s server user ID in the suid column and “pogo” in

ther

Usage .

emoteusername column:
sp_addremotelogin GATEWAY, ralph, pogo

When aremote login is received, the local server tries to map the remote
user to alocal user in three different ways:

» First, thelocal server looks for arow in sysremotelogins that matches
the remote server name and the remote user name. If the local server
finds a matching row, the local server user ID for that row is used to
log in the remote user. This applies to mappings from a specified
remote user.

e If no matching row isfound, the local server searches for arow that
hasanull remote nameand alocal server user ID other than -1. If such
arow isfound, the remote user is mapped to the local server user ID
in that row. This applies to mappings from any remote user from the
remote server to a specific local name.

e Finaly, if the previous attempts failed, the local server checksthe
sysremotelogins table for an entry that has a null remote name and a
local server user ID of -1. If such arow isfound, thelocal server uses
the remote name supplied by the remote server to look for alocal
server user ID in the syslogins table. This applies when login names
from the remote server and the local server are the same.

The name of the local user may be different on the remote server.

If you use sp_addremotelogin to map all users from aremote server to the
same local name, use sp_remoteoption to specify the “trusted” option for
those users. For example, if all users from the server GOODSRYV that are
mapped to “abert” are to be “trusted”, use sp_remoteoption as follows:

sp_remoteoption GOODSRV, albert, NULL, trusted, true

Reference Manual: Procedures

Loginsthat are not specified as“trusted” cannot execute RPCson thelocal
server unless they specify passwords for the local server when they log
into theremote server. In Open Client™ Client-Library™, the user can use
the ct_remote_pwd routine to specify a password for server-to-server
connections. isgl and bep do not permit users to specify a password for
RPC connections.
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If users arelogged into the remote server using “unified login”, these
logins are already authenticated by a security mechanism. These logins
must also be trusted on the local server, or the users must specify
passwords for the server when they log into the remote server.

» Every remotelogin entry has a status. The default status for the trusted
optionisfalse (not trusted). This meansthat when aremote login comesin
using that entry, the password is checked. If you do not want the password
to be checked, change the status of the trusted option to true with
sp_remoteoption.

Permissions Only a System Administrator can execute sp_addremotelogin.
Auditing Valuesin event and extrainfo columns from the sysaudits table are:
Command or access
Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current activeroles
procedure » Keywords or options—NULL

¢ Previousvalue— NULL
e Current value—NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set
proxy in effect

See also Documents See the System Administration Guide for more information
about setting up servers for remote procedure calls and for using “unified
login.”

System procedures sp_addlogin, sp_addserver, sp_dropremotelogin,
sp_helpremotelogin, sp_helprotect, sp_helpserver, sp_remoteoption

Utility isql
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sp_addsegment

Description

Syntax

Parameters

Examples

Usage

Defines a segment on a database device in a database.
sp_addsegment segname, dbname, devhame

segname
is the name of the new segment to add to the syssegments table of the
database. Segment names are unique in each database.

dbname
specifies the name of the database in which to define the segment. dbname
must be the name of the current database or match the database name
qualifying sp_addsegment.

devname
is the name of the database device in which to locate segname. A database
device can have more than one segment associated with it.

Example 1 Creates a ssgment named indexes for the database pubs2 on the
database device named dev1:

sp_addsegment indexes, pubs2, devl

Example 2 Creates a segment named indexes for the database pubs2 on the
database device named dev1:
disk init
name = "pubs2 dev",
physname = "/dev/pubs_2 dev",
vdevno = 9, size = 5120
go
alter database pubs2 on pubs2 dev = 2
go
pubs2..sp addsegment indexes, pubs2, devl
e sp_addsegment defines segment names for database devices created with
disk init and assigned to a specific database with an alter database or create
database command.

e After defining asegment, useit in create table and create index commands
and in the sp_placeobject procedure to place atable or index on the
segment.

When atable or index is created on a particular segment, all subsequent
datafor the table or index is located on the segment.

e Usethe system procedure sp_extendsegment to extend the range of a
segment to another database device used by the same database.
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» |If adatabaseis extended with alter database on a device used by that
database, the segments mapped to that device are also extended.

e The system and default segments are mapped to each database device
included in acreate database or alter database command. Thelogsegment
isalso mapped to each device, unlessyou placeit on aseparate devicewith
the log on extension to create database or with sp_logdevice. See the
System Administration Guide for more information.

e Although you can use sp_addsegment in a database that has both data and
the log on the same device, such as when the database is created without
thelog on option, Adaptive Server returns an error message if you create a
database using:

create database dbname on devicename log on
devicename with override

Permissions Only the Database Owner or a System Administrator can execute
sp_addsegment.
Auditing Values in event and extrainfo columns from the sysaudits table are:
Command oraccess
Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current activeroles
procedure » Keywords or options—NULL

¢ Previousvalue— NULL
¢ Current value— NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set
proxy in effect

See also Commands alter database, create index, create table, disk init

System procedures sp_dropsegment, sp_extendsegment, sp_helpdb,
sp_helpdevice, sp_placeobject
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Sp_addserver

Description Defines aremote server, or defines the name of the local server.
Syntax sp_addserver Iname [, class [, pname]]
Parameters Iname

is the name used to address the server on your system. sp_addserver adds a
row to the sysservers table if there is no entry already present for Iname.
Server names must be unique and must conform to the rules for identifiers.

class
identifies the category of server being added. A server class of “null”
defaultsto “ ASEnterprise”. Table 1-4 lists allowable values for the class
parameter.

Note Adaptive Server does not support server class db2. To use db2, migrate
your db2 server classto direct_connect class.

Table 1-4: Allowable values for class parameter

class

parameter

value Description

local Local server (there can be only one) used only once after
start-up, or after restarting Adaptive Server, toidentify thelocal
server name so that it can appear in messages printed by
Adaptive Server

null Remote server with no category defined

ASEnterprise All versions of Adaptive Server Enterprise; support for SQL
Server 4.9 is not provided.

ASAnywhere Adaptive Server Anywhere version 6.0 or later.
ASIQ A server with server class ASIQ is any version of Adaptive
Server 1Q of 12.0 or later.

direct_connect Component Integration Services only An Open
Server-based application that conformsto the direct_connect
interface specification.

sds Conforms to the interface requirements of a Speciaty Data
Store™ as described in the Adaptive Server Specialty Data
Store Developer’s Kit manual.

See" Remote Servers” in Chapter 2, “Understanding Component I ntegration
Services’ of the Component I ntegration Services User'sGuidefor detailson
these parameter values.
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pname
isthe namein the interfaces file for the server named Iname. This enables
you to establish local aliases for other Adaptive Servers or Backup Servers
that you may need to communicate with. If you do not specify apname,
Iname is used.

Component Integration Services only — You can use pname to specify the
hostname or 1P address and the port of the server you wish to connect to.
This enablesyou to bypass the need for directory services (such asLDAP or
an interfaces file) for the server when using the CT-Library. Use the
following format:

"hostname:port"

"ipaddr:port"

Note You must enclose the hostname and port with single or double quotesto
use this option.

Example 1 Adds an entry for aremote server named GATEWAY in
master.dbo.sysservers. The pname isalso GATEWAY:

sp_addserver GATEWAY

Example 2 Adds an entry for aremote server named GATEWAY in
master.dbo.sysservers. The pname iSVIOLET. If thereis already a sysservers
entry for GATEWAY with a different pname, the pname of server GATEWAY
changesto VIOLET:

sp_addserver GATEWAY, null, VIOLET
Example 3 Adds an entry for thelocal server named PRODUCTION:
sp_addserver PRODUCTION, local

Example 4 Component Integration Services only — Addsan entry for aremote
Adaptive Server with the host name “myhost” with port number 10224

sp_addserver S1, ASEnterprise, "myhost:10224"

Note If you usethissyntax for pname, the Adaptive Server site handler cannot
successfully connect to this server; only CI'S connections recogni ze this syntax
for pname.

Example 5 Component Integration Services only — Adds an entry for aremote
Adaptive Server with the host IP 192.123.456.010 with port number 11222:
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sp_addserver S3, direct connect, "192.123.456.010:11222"

Usage

Permissions

Auditing

Thesysservers tableidentifiesthe name of thelocal server and itsoptions,
and any remote servers that the local server can communicate with.

To execute a remote procedure call on aremote server, the remote server
must exist in the sysservers table.

If Iname already exists as a server name in the sysservers table,
sp_addserver changes the remote server’s srvnetname to the name
specified by pname. When it doesthis, sp_addserver reports which server
it changed, what the old network name was, and what the new network
nameils.

The installation or upgrade process for your server adds an entry in
sysservers for aBackup Server. If you remove this entry, you cannot back
up your databases.

Adaptive Server requires that the Backup Server have an Iname of
SYB_BACKUP If you do not want to usethat asthe name of your Backup
Server, or if you have more than one Backup Server running on your
system, modify the pname for server SYB_ BACKUP with sp_addserver
so that Adaptive Server can communi cate with Backup Server for database
dumps and loads.

If you specify an Iname, pname and class that already exist in sysservers,
sp_addserver prints an error message and does not update sysservers.

Use sp_serveroption to set or clear server options.

Only a System Security Officer can execute sp_addserver.

Values in event and extrainfo columns from the sysaudits table are:

Event

Audit option

Command oraccess
audited Information in extrainfo

38

See also
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exec_procedure

Execution of a ¢ Roles— Current active roles
procedure » Keywords or options—NULL
e Previousvalue— NULL
e Current value—NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set
proxy in effect

Documents For information on using Component Integration Services, see
the Component Integration Services User’s Guide.
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System procedures sp_addremotelogin, sp_dropremotelogin,
sp_dropserver, sp_helpremotelogin, sp_helpserver, sp_serveroption
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sp_addthreshold

Description Creates a threshold to monitor space on a database segment. When free space
on the segment falls below the specified level, Adaptive Server executes the
associated stored procedure.

Syntax sp_addthreshold dbname, segname, free_space, proc_name

Parameters dbname

is the database for which to add the threshold. This must be the name of the
current database.

segname
isthe segment for which to monitor free space. Use quotes when specifying
the “default” segment.

free_space
is the number of free pages at which the threshold is crossed. When free
space in the segment falls below this level, Adaptive Server executes the
associated stored procedure.

proc_name
is the stored procedure to be executed when the amount of free space on
segname drops below free_space. The procedure can be located in any
database on the current Adaptive Server or on an Open Server. Thresholds
cannot execute procedures on remote Adaptive Servers.

Examples Example 1 Createsathreshold for segmentl. When the free space on segment1
drops below 200 pages, Adaptive Server executes the procedure pr_warning:

sp_addthreshold mydb, segmentl, 200, pr warning

Example 2 Createsathreshold for the user_data segment. When the free space
on user_data falls below 100 pages, Adaptive Server executes aremote
procedure call to the Open Server mail_me procedure:

sp_addthreshold userdb, user data, 100, "o _server...mail me"

Example 3 Creates athreshold on theindexes segment of the pubs2 database.
You can issue this command from any database:

pubs2..sp addthreshold pubs2, indexes, 100, pr warning

Usage Crossing a threshold

e When athreshold is crossed, Adaptive Server executes the associated
stored procedure. Adaptive Server uses the following search path for the
threshold procedure:
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»  If the procedure name does not specify a database, Adaptive Server
looks in the database in which the threshold was crossed.

» If theprocedureisnot found in this database, and the procedure name
beginswith “sp ", Adaptive Server looks in the sybsystemprocs
database.

If the procedureis not found in either database, Adaptive Server sends an
error message to the error log.

Adaptive Server uses a hysteresis value, the global variable
@@thresh_hysteresis, to determine how sensitive thresholds are to
variations in free space. Once athreshold executes its procedure, it is
deactivated. The threshold remains inactive until the amount of free space
in the segment rises to @ @thresh_hysteresis pages above the threshold.
This prevents thresholds from executing their procedures repeatedly in
response to minor fluctuationsin free space.

The last-chance threshold

By default, Adaptive Server monitorsthe free space on the segment where
the log resides and executes sp_thresholdaction when the amount of free
spaceisless than that required to permit a successful dump of the
transaction log. This amount of free space, called the last-chance
threshold, is calculated by Adaptive Server and cannot be changed by
users.

If the last-chance threshold is crossed before a transaction is logged,
Adaptive Server suspends the transaction until log spaceis freed. Use
sp_dboption to change this behavior for a particular database. sp_dboption
"abort tran on log full", true causes Adaptive Server to roll back al
transactions that have not yet been logged when the last-chance threshold
is crossed.

All databases have alast-chance threshold, including master. The
threshold is an estimate of the number of free log pages that are required
to back up the transaction log. Asyou allocate more space to the log
segment, Adaptive Server automatically adjusts the last-chance threshold.

Creating additional thresholds

Each database can have up to 256 thresholds, including the last-chance
threshold.

When you add athreshold, it must be at |east 2 times @ @thresh_hysteresis
pages from the closest threshold.
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Creating threshold procedures

e Any user with create procedure permission can create a threshold
procedure in a database. Usually, a System Administrator creates
sp_thresholdaction in the sybsystemprocs database, and the Database
Owners create threshold proceduresin user databases.

*  sp_addthreshold does not verify that the specified procedure exists. It is
possible to add a threshold before creating the procedure it executes.

e sp_addthreshold checksto ensure that the user adding the threshold
procedure has been directly granted the “sa _role”. All system roles active
when the threshold procedure is created are entered in systhresholds as
valid roles for the user writing the procedure. However, only directly
granted system roles are activated when the threshold fires. Indirectly
granted system roles and user-defined roles are not activated.

e Adaptive Server passes four parametersto athreshold procedure:
e @dbname, varchar(30), which identifies the database
e @segmentname, varchar(30), which identifies the segment

e @space left, int, which indicates the number of free pages associated
with the threshold

e @tatus, int, which has avalue of 1 for last-chance thresholds and O
for other thresholds

These parameters are passed by position rather than by name; your
threshold procedure can use other names for them, but it must declare
them in the order shown and with the correct datatypes.

« Itisnot necessary to create a different procedure for each threshold. To
minimize mai ntenance, you can create a single threshold procedure in the
sybsystemprocs database that is executed for al thresholdsin Adaptive
Server.

e Include print and raiserror statements in the threshold procedure to send
output to the error log.

Executing threshold procedures

e Tasksinitiated when athreshold is crossed execute as background tasks.
These tasks do not have an associated terminal or user session. If you
execute sp_who while these tasks are running, the status column shows
“background”.
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e Adaptive Server executesthethreshold procedure with the permissionsthe
user had at the time he or she added the threshold, minus any permissions
that have since been revoked.

»  Eachthreshold procedure uses one user connection, for aslong asit takes
for the procedure to execute.

Changing or deleting thresholds
» Usesp_helpthreshold for information about existing thresholds.

*  Usesp_modifythreshold to associate a threshold with a new threshold
procedure, free-space value, or segment. (You cannot change the
free-space value or segment name associated with the last-chance
threshold.)

Each time a user modifies athreshold, that user becomes the threshold
owner. When the threshold is crossed, Adaptive Server executes the
threshold with the permissions the owner had at the time he or she
modified the threshold, minus any permissions that have since been
revoked.

» Usesp_dropthreshold to drop athreshold from a segment.

Disabling free-space accounting

Warning! System procedures cannot provide accurate information about space
allocation when free-space accounting is disabled.

» Usetheno free space acctg option of sp_dboption to disable free-space
accounting on non-log segments.

*  You cannot disable free-space accounting on log segments.

Only the Database Owner or a System Administrator can execute
sp_addthreshold.

Values in event and extrainfo columns from the sysaudits table are:
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Command or access

Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current active roles
procedure « Keywordsor options—NULL
¢ Previousvalue— NULL
e Current value— NULL
¢ Other information — All input parameters
¢ Proxy information — Original login name, if set
proxy in effect
See also Documents See the System Administration Guide for more information
about using thresholds.

Commands create procedure, dump transaction

Functions Ict_admin

System procedures sp_dboption, sp_dropthreshold, sp_helpthreshold,

sp_modifythreshold, sp_thresholdaction
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Sp_addtype
Description

Syntax

Parameters
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Creates a user-defined datatype.

sp_addtype typename,
phystype [(length) | (precision [, scale])]
[, "identity" | nulltype]
typename
is the name of the user-defined datatype. Type names must conform to the
rules for identifiers and must be unique in each database.

phystype
isthe physical or Adaptive Server-supplied datatype on which to base the
user-defined datatype. You can specify any Adaptive Server datatype except
timestamp.

The char, varchar, unichar, univarchar, nchar, nvarchar, binary, and varbinary
datatypes expect alength in parentheses. If you do not supply one, Adaptive
Server uses the default length of 1 character.

The float datatype expects a binary precision in parentheses. If you do not
supply one, Adaptive Server uses the default precision for your platform.

The numeric and decimal datatypes expect adecimal precision and scale, in
parentheses and separated by a comma. If you do not supply them, Adaptive
Server uses adefault precision of 18 and ascale of 0.

Enclose physical types that include punctuation, such as parentheses or
commas, within single or double quotes.

identity
indicates that the user-defined datatype hasthe IDENTITY property.
Enclosetheidentity keyword within single or double quotes. You can specify
the IDENTITY property only for numeric datatypes with a scale of 0.

IDENTITY columns store sequential numbers, such as invoice numbers or
employee numbers, that are generated by Adaptive Server. The value of the
IDENTITY column uniquely identifies each row in atable. IDENTITY
columns are not updatable and do not allow null values.
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Examples

Usage

nulltype
indicates how the user-defined datatype handles null value entries.
Acceptable values for this parameter are null, NULL, nonull, NONULL, "not
null', and "NOT NULL". Any nulltype that includes a blank space must be
enclosed in single or double quotes.

If you omit boththe IDENTITY property and the nulltype, Adaptive Server
createsthe datatype using the null mode defined for the database. By default,
datatypes for which no nulltypeis specified are created NOT NULL (that is,
null valuesare not allowed and explicit entriesarerequired). For compliance
to the SQL standards, use the sp_dboption system procedure to set the allow
nulls by default option to true. This changes the database's null mode to
NULL.

Example 1 Creates a user-defined datatype called ssn to be used for columns
that hold social security numbers. Sincethe nulltype parameter is not specified,
Adaptive Server creates the datatype using the database's default null mode.
Notice that varchar(11) is enclosed in quotation marks, because it contains
punctuation (parentheses):

sp_addtype ssn, "varchar (11)"

Example 2 Creates a user-defined datatype called birthday that allows null
values:

sp_addtype birthday, "datetime", null

Example 3 Creates a user-defined datatype called temp52 used to store
temperatures of up to 5 significant digits with 2 places to the right of the
decimal point:

sp_addtype temp52, "numeric(5,2)"

Example 4 Createsa user-defined datatype called row_id withthe IDENTITY
property, to be used as a unique row identifier. Columns created with this
datatype store system-generated values of up to 10 digitsin length:

sp_addtype "row id", "numeric(10,0)", "identity"

Example 5 Creates a user-defined datatype with an underlying type of
sysname. Although you cannot use the sysname datatypein acreate table, alter
table, Or create procedure statement, you can use a user-defined datatypethat is
based on sysname:

sp_addtype systype, sysname

e sp_addtype creates a user-defined datatype and adds it to the systypes
system table. Once a user-defined datatype is created, you can useitin
create table and alter table statements and bind defaults and rulesto it.
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Build each user-defined datatype in terms of one of the Adaptive
Server-supplied datatypes, specifying thelength or the precision and scale,
as appropriate. You cannot override the length, precision, or scalein a
create table Or alter table statement.

A user-defined datatype name must be unique in the database, but
user-defined datatypes with different names can have the same definitions.

If nchar or nvarchar is specified as the phystype, the maximum length of
columns created with the new typeis the length specified in sp_addtype
multiplied by the value of @@ncharsize at the time the type was added.

If unichar or univarchar is specified as the phystype, the maximum length
of columns created with the new typeisthelength specified in sp_addtype
multiplied by the value of 2 at the time the type was added.

Each system type has a hierarchy, stored in the systypes system table.
User-defined datatypes have the same datatype hierarchy as the physical
types on which they are based. In a mixed-mode expression, al types are
converted to acommon type, the type with the lowest hierarchy.

Usethe following query to list the hierarchy for each system-supplied and
user-defined type in your database:

select name, hierarchy
from systypes
order by hierarchy

Datatypes with the IDENTITY property

If a user-defined datatype is defined with the IDENTITY property, all
columns created from it are IDENTITY columns. You can specify
IDENTITY, NOT NULL, or neither in the create or alter table statement.
Following arethreedifferent waysto createan IDENTITY columnfroma
user-defined datatype with the IDENTITY property:

create table new table (id col IdentType)
create table new table (id col IdentType identity)
create table new table (id col IdentType not null)

When you create a column with the create table or alter table statement,
you can override the null type specified with the sp_addtype system
procedure:

*  Typesspecified asNOT NULL can be used to create NULL or
IDENTITY columns.
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e TypesspecifiedasNULL can beused to create NOT NULL columns,
but not to create IDENTITY columns.

Note If youtry to create anull column from an IDENTITY type, the
create Or alter table statement fails.

Permissions Any user can execute sp_addtype.
Auditing Values in event and extrainfo columns from the sysaudits table are:
Command or access
Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current active roles
procedure » Keywords or options—NULL
¢ Previousvalue— NULL
e Current value— NULL
¢ Other information — All input parameters
¢ Proxy information — Original login name, if set
proxy in effect
See also Commands create default, create rule, create table

Datatypes User-defined datatypes

System procedures sp_bindefault, sp_bindrule, sp_dboption, sp_droptype,
sp_rename, sp_unbindefault, sp_unbindrule
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sp_addumpdevice

Description

Syntax

Parameters

Examples

Adds adump device to Adaptive Server.

sp_addumpdevice {"tape" | "disk"}, logicalname,
physicalname [, tapesize]
"tape”
for tape drives. Enclose tape in quotes.

"disk"
isfor adisk or afile device. Enclose disk in quotes.

logicalname
isthe“logical” dump device name. It must be avalid identifier. Once you
add adump deviceto sysdevices, you can specify itslogical nameintheload
and dump commands.

physicalname
isthe physical name of the device. You can specify either an absolute path
name or arelative path name. During dumps and loads, the Backup Server
resolves relative path names by looking in Adaptive Server’s current
working directory. Enclose names containing non-al phanumeric characters
in quotation marks. For UNIX platforms, specify a non-rewinding tape
device name.

tapesize
isthe capacity of the tape dump device, specified in megabytes. OpenVMS
systems ignore the tapesize parameter if specified. Other platforms require
this parameter for tape devices but ignore it for disk devices. The tapesize
should be at least five database pages (each page requires 2048 bytes).
Sybase recommends that you specify a capacity that is dightly below the
rated capacity for your device.

Example 1 Adds a40MB tape device. Dump and load commands can
reference the device by its physical name, /devinrmt8, or itslogical name,
mytapedump:

sp_addumpdevice "tape", mytapedump, "/dev/nrmt8", 40

Example 2 Adds adisk device named mydiskdump. Specify an absolute or
relative path name and a file name:

sp_addumpdevice "disk", mydiskdump, "/dev/rxyld/dump.dat"

Usage

72

*  sp_addumpdevice adds a dump device to the master.dbo.sysdevices table.
Tape devices are assigned a cntrltype of 3; disk devices are assigned a
cntritype of 2.
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To use an operating system file as adump device, specify adevice of type
disk and an absolute or relative path name for the physicalname. Omit the
tapesize parameter. If you specify arelative path name, dumps are made
to—or loaded from—the current Adaptive Server working directory at the
time the dump or load command executes.

Ownership and permission problems can interfere with the use of disk or
file dump devices. sp_addumpdevice adds the device to the sysdevices
table, but does not guarantee that you can create afile asadump device or
that users can dump to a particular device.

The with capacity = megabytes clause of the dump database and dump
transaction commands can override the tapesi ze specified with
sp_addumpdevice. On platformsthat do not reliably detect the end-of-tape
marker, the Backup Server issues a volume change request after the
specified number of megabytes have been dumped.

When adump device fails, use sp_dropdevice to drop it from sysdevices.
After replacing the device, use sp_addumpdevice to associate the logical

device name with the new physical device. This avoids updating backup
scripts and threshold procedures each time a dump device fails.

To add database devices to sysdevices, use the disk init command.

Permissions Only a System Administrator can execute sp_addumpdevice.

Auditing Values in event and extrainfo columns from the sysaudits table are:

Command or access

Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current active roles
procedure » Keywords or options—NULL
¢ Previousvalue— NULL
e Current value— NULL
¢ Other information — All input parameters
¢ Proxy information — Original login name, if set
proxy in effect
See also Commands disk init, dump database, dump transaction, load database, load
transaction

System procedures sp_dropdevice, sp_helpdevice
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sp_adduser

Description

Syntax

Parameters

Examples

Usage

Permissions

Auditing
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Adds anew user to the current database.
sp_adduser loginame [, name_in_db [, grpname]]

loginame
isthe user’s name in master.dbo.syslogins.

name_in_db
isanew name for the user in the current database.

grpname
adds the user to an existing group in the database.

Example 1 Adds “margaret” to the database. Her database user name isthe
same as her Adaptive Server login name, and she belongs to the default group,
“public”:

sp_adduser margaret

Example 2 Adds“haroldg” to the database. When “haroldq” uses the current
database, hisnameis“harold.” He belongs to the fort_mudge group, aswell as
to the default group “public”:

sp_adduser haroldq, harold, fort mudge

e The Database Owner executes sp_adduser to add a user name to the
sysusers table of the current database, enabling the user to access the
current database under his or her own name.

e Specifying aname_in_db parameter givesthe new user anamein the
database that is different from his or her login name in Adaptive Server.
The ability to assign auser adifferent nameis provided as a convenience.
Itisnot an alias, as provided by sp_addalias, sinceit is not mapped to the
identity and privileges of another user.

e A user and agroup cannot have the same name.

e A user can be amember of only one group other than the default group,
“public”. Every user isamember of the default group, “public’. Use
sp_changegroup to change a user’s group.

* Inorder to access adatabase, auser must either belisted in sysusers (with
sp_adduser) or mapped to another user insysalternates (with sp_addalias),
or there must be a“guest” entry in sysusers.

Only the Database Owner, a System Administrator, or a System Security
Officer can execute sp_adduser.

Values in event and extrainfo columns from the sysaudits table are:
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Command or access

Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current active roles
procedure « Keywordsor options—NULL

* Previousvalue—NULL
e Current value— NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set
proxy in effect

See also Commands grant, revoke, use

System procedures sp_addalias, sp_addgroup, sp_changegroup,
sp_dropalias, sp_dropgroup, sp_helpuser
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Syntax

Parameters

Examples

Usage

Permissions

Auditing
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Enables and disables the logging of a system-defined or user-defined message
in the Adaptive Server error log.

sp_altermessage message_id, parameter, parameter_value

message_id
is the message number of the message to be altered. Thisisthe number of
the message asit isrecorded in the error column in the sysmessages or
sysusermessages System table.

parameter
is the message parameter to be atered. The maximum length is 30 bytes.
The only vaid parameter is with_log.

parameter_value
isthe new value for the parameter specified in parameter. The maximum
length is 5 bytes. Values are true and false.

Specifies that message number 2000 in sysmessages should be logged in the
Adaptive Server error log and also in the Windows NT Event Log (if logging
is enabled):

sp_altermessage 2000, 'with log', 'TRUE'

e If the parameter_valueistrue, the specified message is always logged. If
it isfalse, the default logging behavior is used; the message may or may
not be logged, depending on the severity of the error and other factors.
Setting the parameter _value to false produces the same behavior that
would occur if sp_altermessage had not been called.

e OnWindows NT servers, sp_altermessage also enables and disables
logging in the Windows NT Event Log.

Only the Database Owner or a System Administrator can execute
sp_altermessage.

Values in event and extrainfo columns from the sysaudits table are:
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Event Audit option

Command oraccess
audited

Information in extrainfo

38 exec_procedure

Execution of a
procedure

Roles— Current active roles

Keywords or options—NULL

Previous value— NULL

Current value— NULL

Other information — All input parameters

Proxy information — Original login name, if set

proxy in effect

See also System procedures sp_addmessage, sp_dropmessage
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sp_audit
Description Allows a System Security Officer to configure auditing options.
Syntax sp_audit option, login_name, object_name [,setting]
Or:
sp_audit ‘restart’
Parameters option
is the name of the auditing option to set. Table 1-5 lists the valid auditing
options.
Table 1-5: Auditing options
Option Description
adhoc Allowsusersto usesp_addauditrecord to add their own user-defined audit recordsto the audit
trail.
all Auditsall actions performed by aparticular user or by userswith aparticular role. You canonly
use this option to specify system roles.
Note Auditing all actions does not affect whether users can add ad hoc audit records.
alter Audits the execution of the alter table or alter database commands.
bcp Audits the execution of the bep in utility.
bind Audits the execution of sp_bindefault, sp_bindmsg, and sp_bindrule system procedures.
cmdtext Audits all actions of aparticular user.
create Audits the creation of database objects.
dbaccess Audits access to the current database from another database.
dbcc Audits the execution of any dbcc command.
delete Audits the deletion of rows from atable or view.
disk Audits the execution of disk init, disk refit, disk reinit, disk mirror, disk unmirror, and disk
remirror.
drop Audits the dropping of database objects.
dump Audits the execution of dump database or dump transaction.

errors

Audits errors, whether fatal or not.

exec_procedure

Audits the execution of a stored procedure.

exec_trigger

Audits the execution of atrigger.

func_dbaccess

Audits access to a database via a Transact-SQL function.

func_obj_access

Audits access to a database object via a Transact-SQL function.

grant Audits the execution of the grant.
insert Audits the insertion of rows into atable or view.
install Audits the installation of Java classes.
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Option Description

load Audits the execution of the load database or load transaction
login Audits all login attempts into Adaptive Server.

logout Audits al logout attempts from Adaptive Server.

mount Audits mount database commands.

quiesce Audits quiesce database commands.

reference Audits references between tables.

remove Audits the removal of Java classes.

revoke Audits the execution of the revoke.

rpc Audits the execution of remote procedure calls.
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Option

Description

security

Audits the following security-relevant events:
« Starting up or shutting down the server

« Activating or deactivating arole
 Issuing any of the following commands:

addcert

connect

create and drop login

dropcert

create, drop, alter, grant, and revoke role
kill

online database

set proxy

set session authorization

sp_configure

« Thefollowing functions:

config_admin
set_password
valid_user

attr_notify
ha_add_companion
ha_remove_companion
ha_check_alive
ha_getversion
ha_failback
ha_retrestrictionclass
ha_getrcs

ha_setrcs
ha_hacluster_verify
js_wakeup
unlock_admin_account
ssl_admin

ws_admin

« Using any of the following functions:

valid_user
proc_role (from within a system procedure)

* Regenerating the SSO passwords

select

Audits the execution of the select.

setuser

Audits the execution of the setuser.

table_access

Audits access to any table by a specific user.

truncate Audits the execution of the truncate table.
unbind Audits the execution of the sp_unbindrule, sp_unbindmsg, and sp_unbindefault.
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Option Description

unmount Audits the execution of the umount database command.

update Audits updatesto rowsin atable or view.

view_access Audits access to any view by a specific user.
login_name

is the parameter that lets you specify all, a system role, or the name of a
specific login to be audited. However, system roles can only be specified if
you use the all option. You cannot audit individual optionsfor asystem role.

object_name
isthe name of the object to be audited. Valid values, depending on the value
you specified for option, are:

e The object name, including the owner’s name if you do not own the
object. For example, to audit a table named inventory that is owned by
Joe, you would specify joe.inventory for object_name.

e allfor al objects.

*  default table, default view, default procedure, or default trigger to audit
access to any new table, view, procedure, or trigger.

default table and default view are valid valuesfor object_name whenyou
specify delete, insert, select, or update for the option parameter. default
procedure isvalid when you specify the exec_procedure option. default
trigger is valid when you specify the exec_trigger option.

See the System Administration Guide for more information about the
object_name values that are valid with each option value.

setting
isthe level of auditing. If you do not specify avalue for setting, Adaptive
Server displays the current auditing setting for the option. Valid values for
the setting parameter are described in the following table;

setting value Description

on Activates auditing for the specified option. Adaptive Server generates audit records for
events controlled by this option, whether the event passes or fails permission checks.

off Deactivates auditing for the specified option.

pass Activates auditing for events that pass permission checks.

fail Activates auditing for events that fail permission checks.
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If you specify pass for an option and | ater specify fail for the same option, or
vice versa, the result is equivalent to specifying on. Adaptive Server
generates audit records regardless of whether events pass or fail permission
checks. Settings of on or off apply to al auditing options. Settings of pass
and fail apply to all options except errors and adhoc. For these options, only
on or off applies. Theinitial, default value of al optionsis off.

restart
If the audit processis forced to terminate due to an error, sp_audit can be
manually restarted by entering:

sp_audit restart

The audit process can be restarted provided that no audit was currently
running, but that the audit process has been configured to run by entering
sp_configure “auditing” 1.

Examples Example 1 Initiatesauditing for SSL security-relevant events. Both successful
and failed events are audited:

sp_audit "security", "all", "all", "on"
sample records added:

To view the events from sybsecurity:
select * from sybsecurity..sysaudits 01 where event=99
Example 2 Displaysthe setting of the security auditing option:
sp_audit "security", "all", "all"

Example 3 Initiates auditing for the creation of objectsin the master database,
including create database.

sp_audit "create", "all", master, "on"
Example 4 Initiates auditing for the creation of all objectsin the db1database:
sp_audit "create", "all", dbl, "on"

Example 5 Initiates auditing for all failed executions by a System
Administrator.

sp_audit "all", "sa role", "all", "fail"

Example 6 Initiates auditing for all updates to future tables in the current
database. For example, if the current databaseis utility, all new tables created in
utility will be audited for updates. The auditing for existing tablesis not
affected.

sp_audit "update", "all", "default table", "on"
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Usage .

sp_audit determines what will be audited when auditing is enabled. No
actual auditing takes place until you use sp_configure to set the auditing
parameter to on. Then, all auditing optionsthat have been configured with
sp_audit take effect. For more information, see sp_configure.

If you are not the owner of the object being specified, qualify the
object_name parameter value with the owner’s name, in the following
format:

"ownername.objname"

You cannot activate default auditing for the following optionsin the
tempdb database:

e delete
* insert
e select
* update

*  exec_procedure
*  exec_trigger

Table 1-6 lists the configuration parameters that control auditing.

Table 1-6: Configuration parameters that control auditing

Configuration parameter

Effect

auditing

Enables or disables auditing for the server.

audit queue size

Establishes the size of the audit queue.

current audit table

Setsthe current audit table. Adaptive Server writesall audit recordsto that table.

suspend auditing when full

Controls the behavior of the audit process when an audit device becomes full.

All auditing configuration parameters are dynamic and take effect
immediately.

Permissions Only a System Security Officer can execute sp_audit.

Auditing Values in event and extrainfo columns from the sysaudits table are:
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Command or access

Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current activeroles
procedure + Keywords or options—NULL

* Previousvalue—NULL
e Current value— NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set
proxy in effect

See also Documents For more information about configuring Adaptive Server for
auditing, see sp_configure in the System Administration Guide.
System procedures sp_addauditrecord, sp_configure, sp_addaudittable

Utility commands bcp
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Sp_autoconnect

Description

Syntax

Parameters

Examples

Usage

Component Integration Services only Definesapassthrough connectionto
aremote server for a specific user, which allows the named user to enter
passthrough mode automatically at login.

sp_autoconnect server, {true|false}
[, loginame]
server
is the name of a server to which an automatic passthrough connection is
made. server must be the name of aremote server aready added by
sp_addserver. This server cannot be the local server.

true | false
determines whether the automatic passthrough connection is enabled or
disabled for server. true enables the automatic connection. false disablesit.

loginame
specifies the name of the user for which automatic connection isrequired. If
no loginame is supplied, the autoconnect status is modified for the current
user.

Example 1 The current user isautomatically connected to the server SY BASE
the next time that user logsin. The user’s connection is placed in passthrough
mode;

sp_autoconnect SYBASE, true
Example 2 Disablesthe autoconnect feature for the user “steve”:
sp_autoconnect SYBASE, false, steve

e sp_autoconnect defines a passthrough connection to aremote server for a
specific user, which allows the named user to enter passthrough mode
automatically at login.

e The System Administrator must grant connect to permission to the login
prior to executing sp_autoconnect.

e Usesp_autoconnect only when Component Integration Servicesis
installed and configured.

« Do not change the autoconnect status of the “sa”’ login account.

*  Changing the autoconnect status doesnot occur immediately for userswho
are currently connected. They must disconnect from thelocal server, then
reconnect before the change is made.

»  Usedisconnect to exit passthrough mode.
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Permissions Only a System Administrator can execute sp_autoconnect.
Auditing Valuesin event and extrainfo columns from the sysaudits table are:
Command oraccess
Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current activeroles
procedure » Keywords or options—NULL
¢ Previousvalue— NULL
e Current value—NULL
¢ Other information — All input parameters
* Proxy information — Original login name, if set
proxy in effect
See also Commands connect to...disconnect, grant

System procedures sp_addlogin, sp_addserver, sp_passthru, sp_remotesq|
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sp_autoformat

Description A utility stored procedurethat produces readable result set data, sp_autoformat
reformatsthe width of variable-length character datato display only non-blank
characters. Trailing blanks are truncated in the outpuit.

Syntax sp_autoformat fulltabname [, selectlist , whereclause , orderby ]

Parameters fulltabname
specifies the name of table from which datais being selected. Use owner
names if the object owner is not the user running the command.

selectlist
specifiesthe comma-separated list of columnsto be selected in the result set.
Columnsin thetable can be renamed using the <name> = <column> notation.
See examples. If selectlist is not provided, al columnsin the table specified
are output in column ID order.

whereclause
is a search predicate, specified as awhere clause, that filters out rows from
the table being selected.

orderby
isan optional order by clause that specifies the order in which the output
result set is presented.

Examples Example 1 Returns aresult set from aselect statement similar to select id,
colid, name from syscolumns where id = 3, wherethe character
columns are autoformatted:

1> sp_autoformat "syscolumns", "id, colid, name", "where id = 3"
2> go

id colid name
id
number
colid
status
type
length
offset
usertype
cdefault
domain
name
printfmt
prec
scale

W Jo0 U WN R

WWwWwwwwowwwwowwww
B R R
w N R oW

—
'
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15
16
17
18
19
21

remote_ type
remote name
xstatus
xXtype

xdbid
accessrule

W wwwwww

22 status2

Example 2 Renames the output columns using the following syntax:

[ < AS-Name label of Column> ][ ]*=[ J*<column name>

<AS-Name label of Column> is optional, and you can use white spaces around

the = separator:

1> sp_autoformat syscolumns,
'Column ID'=colid",
2> go

Object Id

W W W wwwwwwwwwwwwwwwwwuw

"'Object Id' =
"where id = 3"

id,

Column Name Column ID

id

number
colid
status
type
length
offset
usertype
cdefault
domain
name
printfmt
prec

scale
remote type
remote name
xstatus
xXtype
xdbid
accessrule
status2

(1 row affected)

0 J 0 Ul i W N BR

NN RRPRERRRRRRPR
NP W®J0U i WNhR oV

'Column Name'=name,

Example 3 Usesthe orderby parameter to specify an ordering in the result

output:
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sp_autoformat @fulltabname = 'syscolumns',
@selectlist = "id, name",
@orderby = "ORDER BY name"

Example 4 To generate an autoformatted result when you select from multiple
tables, or if you have acomplex SQL select statement with expressionsin the
select list, you must:

1 Usetemporary tablesto generate the result set:

The following generates the list of the columns with the highest column
ID on all system catal ogs:

select o0.id, o.name, c.colid, c.name
from sysobjects o, syscolumns c
where o0.id < 100 and o.id = c.id
and c.colid = (select max(c2.colid) from syscolumns c2
where c2.id = c.id)
order by o.name

The following generates the same result set with auto-formatting of
character data using a temporary table to produce readable output, and
includes minor changes to provide column names in the temporary table:

select o0.id, ObjectName = o.name, c.colid, ColumnName = c.name
into #result
from sysobjects o, syscolumns c
where o0.id < 100 and o.id = c.id
and c.colid = (select max(c2.colid) from syscolumns c2
where c2.1id = c.1id)

2 Usesp_autoformat on that temporary table to produce formatted output:

The order by clausein the original select statement is skipped when
generating the temporary table, and isinstead added to the call to
sp_autoformat when generating the output result.

1> exec sp_autoformat @fulltabname = #result, @orderby = "order by
ObjectName"
2> go
id ObjectName colid ColumnName

11 sysalternates 2 altsuid

21 sysattributes 13 comments

55 syscertificates 6 suid

45 syscharsets 8 sortfile

3 syscolumns 22 status2
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'Column Name'

2> go

6 syscomments 8 status
37 sysconfigures 9 value4d
17 sysconstraints 7 spare2
38 syscurconfigs 15 type
30 sysdatabases 19 status4
12 sysdepends 10 readobj
35 sysdevices 7 mirrorname
43 sysengines 12 starttime

(1 row affected)
(return status = 0)

You can further process the temporary table to report only on the required
output for selected tables, as shown below:

1> exec sp_autoformat #result, "id, 'Object Name' = ObjectName,
= ColumnName", "where id < 5"
id Object Name Column Name

1 sysobjects loginame

2 sysindexes crdate

3 syscolumns status2

4 systypes accessrule

sp_autoformat looks for an object only in the current database. To use
sp_autoformat on temporary tables, issue the procedure from tempdb.

sp_autoformat does not validate that the columns referenced in any of the
parameters actually exist in the table specified by the fulltabname
parameter. sp_autoformat failsif you reference any nonexistent columns.

Provide only one instance of a column in the select list.

Return codes

0 — successful completion
1 —internal error, or usage error in invocation

Other —any other errorsraised by Adaptive Server during the execution of
the generated SQL statement are returned back to the caller.
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Restrictions

e sp_autoformat usesinternal SQL variablesto generate SQL statementsthat
are then executed using execute immediate. The length of the generated
SQL statement islimited to 2K bytes. Auto-formatting result setsfor a
large column list, or columns with long names can sometimes cause an
error dueto insufficient size of the buffer for the generated SQL statement.

e Quoted identifiers are not supported for either the table or column names.
If you have result setsthat use quoted idenfiers and that need
autoformatting, you must:

a Generatetherequired datain atemporary table, wherethe columnsin
the temporary table do not have any quoted identifiers.

b  Usesp_autoformat to produce the required output using thetemporary

table.
¢ Renamethe columns in the selectlist in the desired output format.
Permissions Any user can execute sp_autoformat. However, users selecting from the tables
must have appropriate select privileges.
Auditing Values in event and extrainfo columns from the sysaudits table are:
Command or access
Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current active roles
procedure « Keywordsor options—NULL

* Previousvalue— NULL
e Current value— NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set
proxy in effect
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sp_bindcache
Description

Syntax

Parameters

Examples

Binds a database, table, index, text object, or image object to a data cache.

sp_bindcache cachename, dbname
[, [ownername.]tablename
[, indexname | "text only"]]
cachename
isthe name of an active data cache.

dbname
isthe name of the database to be bound to the cache or the name of the
database containing the table, index, text or image object to be bound to the
cache.

ownername
isthe name of the table’'s owner. If the table is owned by “dbo”, the owner
nameis optional.

tablename
isthe name of the table to be bound to the cache, or the name of the table
whose index, text object, or image object is to be bound to the cache.

indexname
is the name of the index to be bound to the cache.

text only
binds text or image objects to a cache. When this parameter is used, you
cannot give an index name at the same time.

Example 1 Bindsthetitles table to the cache named pub_cache:
sp_bindcache pub cache, pubs2, titles

Example 2 Bindsthe clustered index titles.title_id_cix to the pub_ix_cache:

sp_bindcache pub_ ix cache, pubs2, titles, title_id cix

92

Example 3 Binds pubs2 to the tempdb_cache:
sp_bindcache tempdb cache, pubs2

Example 4 Bindsthe pubs2 transaction log, syslogs, to the cache named
logcache:

sp_bindcache logcache, pubs2, syslogs

Example 5 Bindstheimage chain for the au_pix table to the cache named
pub_cache:

sp_bindcache pub cache, pubs2, au pix, "text only"
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Usage
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A database or database object can be bound to only one cache. You can
bind a database to one cache and bind individual tables, indexes, text
objects, or image objects in the database to other caches. The database
binding serves as the default binding for all objects in the database that
have no other binding. The data cache hierarchy for atable or index isas
follows:

e |If theobject is bound to acache, the abject binding is used.

e |ftheobjectisnot bound to acache, but the object’s databaseis bound
to acache, the database binding is used.

e |If neither the object nor its database is bound to a cache, the default
data cacheis used.

The cache and the object or database being bound to it must exist before
you can execute sp_bindcache. Create a cache with sp_cacheconfig and, if
the operation is not dynamic, restart Adaptive Server before binding
objects to the cache.

Cache bindings take effect immediately, and do not require arestart of the
server. When you bind an object to a data cache:

e Any pagesfor the object that are currently in memory are cleared.

*  When the object is used in queries, its pages are read into the bound
cache.

You can bind an index to a different cache than the table it references. If
you bind aclustered index to a cache, the binding affects only the root and
intermediate pages of the index. It does not affect the data pages (which
are, by definition, the leaf pages of the index).

To bind adatabase, you must be using the master database. To bind tables,
indexes, text objects, or image objects, you must be using the database
where the objects are stored.

To bind any system tablesin a database, you must be using the database
and the database must be in single-user mode. Use the command:

sp_dboption db name, "single user", true
For more information, see sp_dboption.

You do not have to unbind objects or databases in order to bind them to a
different cache. Issuing sp_bindcache on an object that is already bound
drops the old binding and creates the new one.

93



sp_bindcache

94

sp_bindcache needsto acquire an exclusive table lock when you are
binding atable or itsindexesto a cache so that no pages can be read while
the binding istaking place. If auser holdslocks on atable, and you issue
sp_bindcache on that object, the task doing the binding sleeps until the
locks are released.

When you bind or unbind an object, all stored procedures that reference
the object are recompiled the next time they are executed. When you
change the binding for a database, all stored procedures that reference
objects in the bound database are recompiled the next time they are
executed.

When you drop atable, index, or database, all associated cache bindings
are dropped. If you re-create the table, index, or database, you must use
sp_bindcache again if you want it bound to a cache.

If a database or a database object is bound to a cache, and the cacheis
dropped, the cache bindings are marked invalid, but remain stored in the
sysattributes system table(s). Warnings are printed in the error log when
Adaptive Server isrestarted. If a cache of the same name is created, the
bindings become valid when Adaptive Server is restarted.

Thefollowing procedures provide information about the bindingsfor their
respective objects: sp_helpdb for databases, sp_help for tables, and
sp_helpindex for indexes. sp_helpcache provides information about all
objects bound to a particular cache.

Use sp_spaceused to see the current size of tables and indexes, and
sp_estspace to estimate the size of tables that you expect to grow. Use
sp_cacheconfig to see information about cache size and status, and to
configure and reconfigure caches.

Although you can still use sp_bindcache on a system tempdb, the binding
of the system tempdb is now non-dynamic. Until you restart the server:

e The changes do not take effect

e sp_helpcache reports a status of “P” for pending, unless you have
explicitly bound the system tempdb to the default datacache, inwhich
casethe statusas“V” for valid, because by default the system tempdb
isalready bound to the default datacache.

Restrictions

The master database, the system tables in master, and the indexes on the
system tables in master cannot be bound to a cache. You can bind
non-system tables from master, and their indexes, to caches.
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You cannot bind a database or an object to a cacheif:

* |solation level O reads are active on the table

e Thetask doing the binding currently has a cursor open on the table

If acache has the type log only, you can bind a syslogs table only to that
cache. Use sp_cacheconfig to see a cache's type.

Permissions Only a System Administrator can execute sp_bindcache.
Auditing Values in event and extrainfo columns from the sysaudits table are:
Command or access
Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current active roles
procedure » Keywords or options—NULL
e Previousvalue— NULL
e Current value—NULL
¢ Other information — All input parameters
¢ Proxy information — Original login name, if set
proxy in effect
See also System procedures sp_cacheconfig, sp_configure, sp_help, sp_helpcache,

sp_helpdb, sp_helpindex, sp_poolconfig, sp_unbindcache, sp_unbindcache_all

Reference Manual: Procedures
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Description

Syntax

Parameters

Examples
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Binds a user-defined default to a column or user-defined datatype.

sp_bindefault defname, objname [, futureonly]

defname
isthe name of a default created with create default statements to bind to
specific columns or user-defined datatypes.

objname
is the name of the table and column, or user-defined datatype, to which the
default is to be bound. If the objname parameter is not of the form
“table.column”, it is assumed to be a user-defined datatype. If the object
name includes embedded blanks or punctuation, or is areserved word,
enclose it in quotation marks.

Existing columns of the user-defined datatype inherit the default defname,
unless you specify futureonly.

You cannot bind defaults to computed columns.

futureonly
prevents existing columns of auser-defined dataty pe from acquiring the new
default. This parameter is optional when you are binding a default to a
user-defined datatype. It is never used to bind a default to a column.

Example 1 Assuming that a default named today has been defined in the
current database with create default, this command binds it to the startdate
column of theemployees table. Each new row added to the employees table has
the value of the today default in the startdate column, unless another valueis
supplied:

sp_bindefault today, "employees.startdate"

Example 2 Assuming that a default named def_ssn and a user-defined
datatype named ssn exist, this command binds def_ssn to ssn. The default is
inherited by all columns that are assigned the user-defined datatype ssn when
atableiscreated. Existing columns of type ssn also inherit the default def_ssn,
unless you specify futureonly (which prevents existing columns of that
user-defined datatype from inheriting the default), or unless the column’s
default has previously been changed (in which case the changed default is
maintained):

sp_bindefault def ssn, ssn

Example 3 Bindsthedefault def_ssn to the user-defined datatype ssn. Because
the futureonly parameter isincluded, no existing columns of type ssn are
affected:
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Usage

Permissions

Auditing
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sp_bindefault def ssn, ssn, futureonly

You can create column defaults in two ways: by declaring the default asa
column constraint in the create table or alter table statement or by creating
the default using the create default statement and binding it to a column
using sp_bindefault. Using create default, you can bind that default to more
than one column in the database.

You cannot bind a default to an Adaptive Server-supplied datatype.
You cannot bind a default to a system table.

Defaults bound to acolumn or user-defined datatype with the IDENTITY
property have no effect on column values. Each time you insert arow into
the table, Adaptive Server assigns the next sequential number to the
IDENTITY column.

If binding a default to a column, give the objname argument in the form
“table.column”. Any other format is assumed to be the name of a
user-defined datatype.

If adefault already exists on acolumn, you must remove it before binding
anew default. Use sp_unbindefault to remove defaults created with
sp_bindefault. To remove defaults created with create table or alter table,
use alter table to replace the default with NULL.

Existing columns of the user-defined datatype inherit the new default
unless you specify futureonly. New columns of the user-defined datatype
aways inherit the default. Binding a default to a user-defined datatype
overrides defaults bound to columns of that type; to restore column
bindings, unbind and rebind the column default.

Statements that use a default cannot be in the same batch as their
sp_bindefault statement.

Only the object owner can execute sp_bindefault.

Values in event and extrainfo columns from the sysaudits table are:
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Command or access
Event Audit option audited Information in extrainfo

6 bind sp_bindefault ¢ Roles— Current activeroles

« Keywords or options—NULL

¢ Previousvalue— NULL

e Current value— NULL

¢ Other information — Name of default

¢ Proxy information — Original login name, if set

proxy in effect
38 exec_procedure Execution of a ¢ Roles— Current activeroles
procedure + Keywords or options—NULL

e Previousvalue— NULL
e Current value—NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set
proxy in effect

See also Commands create default, create table, drop default

System procedures sp_unbindefault
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sp_bindexeclass

Description

Syntax

Parameters

Examples

Associates an execution class with aclient application, login, or stored
procedure.

sp_bindexeclass "object_name", "object_type", "scope", "classname"

object_name
is the name of the client application, login, or stored procedure to be
associated with the execution class, classname.

object_type
identifies the type of object_name. Use ap for application, Ig for login, or pr
for stored procedure.

scope
is the name of a client application or login, or it can be NULL for ap and Ig
objects. It isthe name of the stored procedure owner (user name) for objects.
When the object with object_name interacts with the application or login,
classname attributes apply for the scope you set.

classname
specifies the type of class to associate with object_name. Values are:

. EC1, EC2, or EC3
*  The name of auser-defined execution class
e ANYENGINE

Example 1 This statement specifies that Transact-SQL applications will
execute with EC3 attributes for any login or application process (because the
value of scopeis NULL) that invokesisgl, unless the login or application is
bound to a higher execution class:

sp_bindexeclass 'isqgl', 'ap', NULL, 'EC3'

Example 2 This statement specifies that when alogin with the System
Administrator role executes Transact-SQL applications, the login process
executeswith EC1 attributes. If you have already executed the statement in the
first example, then any other login or client application that invokesisgl will
execute with EC3 attributes:

sp_bindexeclass 'sa', 'lg', 'isqgl', 'EC1'

Example 3 This statement assigns EC3 attributes to the stored procedure
named my_proc owned by user kundu:

sp_bindexeclass 'my proc', 'PR', 'kundu',6 'EC3'
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» sp_bindexeclass associates an execution class with a client application,
login, or stored procedure. Create execution classes with sp_addexeclass.

*  When scope isNULL, object_name has no scope. classname’s execution
attributes apply to all of itsinteractions. For example, if object_name isan
application name, the attributes apply to any login processthat invokesthe
application. If object_name isalogin name, the attributes apply to a
particular login process for any application invoked by the login process.

*  When binding a stored procedure to an execution class, you must use the
name of the stored procedure owner (user name) for the scope parameter.
This narrows the identity of a stored procedure when there are multiple
invocations of it in the same database.

»  Dueto precedence and scoping rules, the execution class being bound may
or may not have been in effect for the object called object_name. The
object automatically bindsitself to another execution class, depending on
other binding specifications, precedence, and scoping rules. If no other
binding is applicable, the object binds to the default execution class, EC2.

e Itispossibleto usesp_bindexeclass to bind a RepAgent thread to an
execution class using rep agent as the application without generating an
error. However, because of restrictions in Adaptive Server, the priority
attribute is set to medium, and the binding has no effect.

« Binding fails when you attempt to bind an active process to an engine
group with no online engines.

e Adaptive Server creates arow in the sysattributes table containing the
object ID and user ID in the row that stores data for the binding.

e A stored procedure must exist before it can be bound.

e Stored procedure bindings must be done in the database in which the
stored procedure resides. Therefore, when binding system procedures,
execute sp_bindexeclass from within the sybsystemprocs database.

e Only the“priority attribute” of the execution classis used when you bind
the class to a stored procedure.

»  Thenameof the owner of astored procedure must be supplied asthe scope
parameter when you are binding a stored procedure to an execution class.
This helps to uniquely identify a stored procedure when multiple stored
procedures with the same name (but different owners) exist in the
database.

Only a System Administrator can execute sp_bindexeclass.

Values in event and extrainfo columns from the sysaudits table are:
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Command or access

Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current active roles
procedure « Keywordsor options—NULL

* Previousvalue—NULL
e Current value— NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set
proxy in effect

See also System procedures sp_addexeclass, sp_showexeclass, sp_unbindexeclass

Utility isql
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sp_bindmsg
Description

Syntax

Parameters

Examples

Usage

Permissions

Auditing
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Binds a user message to areferential integrity constraint or check constraint.

sp_bindmsg constrname, msgid

constrname
is the name of the integrity constraint to which you are binding a message.
Use the constraint clause of the create table command, or the add constraint
clause of the alter table command to create and name constraints.

msgid
isthe number of the user message to be bound to anintegrity constraint. The
message must exist in the sysusermessages table in the local database prior
to calling sp_bindmsg.

sp_bindmsg positive balance, 20100
Binds user message number 20100 to the positive_balance constraint.

»  sp_bindmsg binds a user message to an integrity constraint by adding the
message humber to the constraint row in the sysconstraints table.

e Only one message can be bound to a constraint. To change the message for
aconstraint, just bind a new message. The new message number replaces
the old message number in the sysconstraints table.

e You cannot bind a message to a unique constraint because a unique
constraint does not have a constraint row in sysconstraints (a unique
constraint is a unique index).

» Usethe sp_addmessage procedure to insert user messages into the
sysusermessages table.

e Thesp_getmessage procedure retrieves message text from the
sysusermessages table.

e sp_help tablename displays all constraint names declared on tablename.
Only the object owner can execute sp_bindmsg.

Values in event and extrainfo columns from the sysaudits table are:
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Event Audit option

Command oraccess
audited

Information in extrainfo

7 bind

sp_bindmsg

Roles— Current active roles
Keywords or options—NULL
Previous value— NULL

Current value— NULL

Other information — Message ID

Proxy information — Original login name, if set

proxy in effect

38 exec_procedure

Execution of a
procedure

Roles— Current active roles

Keywords or options—NULL

Previous value — NULL

Current value— NULL

Other information — All input parameters

Proxy information — Original login name, if set

proxy in effect

See also Commands alter table, create table

System procedures sp_addmessage, sp_getmessage, sp_unbindmsg
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Binds arule to acolumn or user-defined datatype.

sp_bindrule rulename, objname [, futureonly]

rulename
isthe name of arule. Create rules with create rule statements and bind rules
to specific columns or user-defined datatypes with sp_bindrule.

objname
is the name of the table and column, or user-defined datatype, to which the
rule isto be bound. If objname is not of the form “table.column”, it is
assumed to be a user-defined datatype. If the object name has embedded
blanks or punctuation, or is areserved word, enclose it in quotation marks.

futureonly
prevents existing columns of a user-defined datatype from inheriting the
new rule. This parameter is optional when you bind arule to a user-defined
datatype. It is meaningless when you bind arule to a column.

Example 1 Assuming that a rule named today has been created in the current
database with create rule, thiscommand bindsit to the startdate column of the
employees table. When arow is added to employees, the data for the startdate
column is checked against the rule today:

sp_bindrule today, "employees.startdate"

Example 2 Assuming the existence of arule named rule_ssn and a
user-defined datatype named ssn, this command bindsrule_ssn tossn. In a
create table statement, columns of type ssn inherit the rule rule_ssn. Existing
columns of type ssn aso inherit the rule rule_ssn, unless ssn’s rule was
previously changed (in which case the changed rule ismaintained in the future
only):

sp_bindrule rule ssn, ssn

Example 3 Therulerule_ssn isbound to the user-defined datatype ssn, but no
existing columns of type ssn are affected. futureonly prevents existing columns
of type ssn from inheriting the rule:

sp_bindrule rule ssn, ssn, futureonly

e Create arule using the create rule statement. Then execute sp_bindrule to
bind it to a column or user-defined datatype in the current database.

* Rulesare enforced when an insert is attempted, not when sp_bindrule is
executed. You can bind a character rule to a column with an exact or
approximate numeric datatype, even though such aninsert isillegal.
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You cannot use sp_bindrule to bind a check constraint for acolumnina
create table statement.

You cannot bind aruleto an Adaptive Server-supplied datatype or to atext
or an image column.

You cannot bind arule to a system table.
You cannot bind a rule to a computed column.

If you are binding to a column, the objname argument must be of the form
“table.column”. Any other format is assumed to be the name of a
user-defined datatype.

Statements that use arule cannot be in the same batch astheir sp_bindrule
statement.

You can bind arule to a column or user-defined datatype without
unbinding an existing rule. Rules bound to columns always take
precedence over rules bound to datatypes. Binding arule to a column
replaces arule bound to the datatype of that column; however, binding a
rule to a datatype does not replace a rule bound to a column of that
user-defined datatype.

Existing columns of the user-defined datatype inherit the new rule unless
their rule was previously changed, or the value of the optional third
parameter isfutureonly. New columns of the user-defined datatype always
inherit the rule.

Permissions Only the object owner can execute sp_bindrule.

Auditing Values in event and extrainfo columns from the sysaudits table are:

Event Audit option

Command or access
audited Information in extrainfo

8 bind

sp_bindrule ¢ Roles— Current active roles
« Keywords or options—NULL
e Previousvalue— NULL
e Current value—NULL
¢ Other information — Name of therule

¢ Proxy information — Original login name, if set
proxy in effect

See also Commands create rule, drop rule

System procedures sp_unbindrule
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Creates, configures, reconfigures, and drops data caches, and provides
information about them.

sp_cacheconfig [cachename [ ,"cache_size[P|K|M|G]" ]
[,logonly | mixed ] [,strict | relaxed ]]
[, "cache_partition=[1]2|4|8|16|32|64]"]
cachename
isthe name of the data cacheto be created or configured. Cache names must
be unique, and can be up to 30 characterslong. A cache name does not have
to be avalid Adaptive Server identifier, that is, it can contain spaces and
other specia characters.

cache_size
isthe size of the data cache to be created or, if the cache aready exists, the
new size of the data cache. The minimum size of a cache is 256 times the
logical page size of the server. Size units can be specified with P for pages,
K for kilobytes, M for megabytes, or G for gigabytes. The default isK. For
megabytes and gigabytes, you can specify floating-point values. The cache
sizeisin multiples of the logical page size.

logonly | mixed
specifies the type of cache.

strict | relaxed
specifies the cache replacement policy.

cache_partition
specifies the number of partitions to create in the cache.

Example 1 Creates the data cache pub_cache with 10MB of space. All space
isin the default logical page size memory pool:

sp_cacheconfig pub cache, "10M"

Example 2 Reports the current configuration of pub_cache and any memory
poolsin the cache:

sp_cacheconfig pub_ cache

Example 3 Dropspub_cache at the next start of Adaptive Server:
sp_cacheconfig pub_ cache, "O"

Example 4 Creates pub_log_cache and setsits type to logonly in asingle step:

sp_cacheconfig pub log cache, "2000K", logonly
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Example 5 Thefirst command creates the cache pub_log_cache with the
default type mixed. The second command changes its status to logonly. The
resulting configuration is the same as that in example 4:

sp_cacheconfig pub log cache, "2000K"
sp_cacheconfig pub log cache, logonly

Example 6 Creates a cache and sets the size, type, replacement policy and
number of cache partitions:

sp_cacheconfig 'newcache', '50M', mixed, strict, "cache partition=2"

Usage e Theminimum cache size is 256 times the logical page size. For example,
a 4K server would have a minimum cache size of 1024K.

« If Adaptive Server isunableto allocate all the memory requested while
you are creating anew cache or adding memory to an existing cache, it
alocates all the available memory. However, this additional memory is
allocated at the next reboot of Adaptive Server.

« If there are objects bound to cache (including the default cache), you
cannot delete the cache until you unbind the objects.

*  Some of the actionsyou perform with sp_cacheconfig are dynamic (do not
reguire areboot of Adaptive Server) and some are static (require areboot).
Table 1-7 describes which are dynamic and which are static:

Table 1-7: Dynamic and static sp_cacheconfig actions
Dynamic sp_cacheconfig actions | Static sp_cacheconfig actions

Adding anew cache Changing the number of cache
partitions

Adding memory to an existing cache Reducing acache size

Deleting a cache Changing the replacement policy

Changing a cache type

e Whenyou first create a data cache:
* All spaceisalocated to the logical page size memory pool.
e Thedefault type is mixed.

«  Figure 1-1 shows adata cache for a 2K server with two user-defined data
caches configured and the following pools:

e Thedefault data cache with a2K pool and a 16K pool
e A user cache with a2K pool and a 16K pool

e Alog cachewith a2K pool and a4K pool
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Figure 1-1: Data cache with default and user-defined caches

2K pool

16K pool

2K pool

Cache

16K pool

User_table Cach Default

2K pool

D at a

4K pool

Log_Cach

The default data cache must always have the type default, and no other
cache can have the type default.

The Adaptive Server housekeeper task does not do any buffer washing in
cacheswith atype of logonly or in cacheswith arelaxed LRU replacement

policy.

The following commands perform only 2K 1/O: disk init, some dbcc
commands, and drop table. The dbcc checkdb and dbcc checktable
commands can perform large 1/O for tables, but perform 2K /O on
indexes. Table 1-8 shows cache usage, depending on the binding of the

database or object.
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Table 1-8: Cache usage for Transact-SQL commands

Database Tableorindex Database or

Command bound is bound object not bound
create index Bound cache  N/A Default data cache
disk init N/A N/A Default data cache
dbcc checkdb Bound cache N/A Default data cache
dbcc checktable, Bound cache  Bound cache Default data cache
indexalloc, tablealloc

drop table Bound cache  Bound cache Default data cache

«  Recovery usesonly thelogical pagesize pool of the default datacache. All
pages for all transactions that must be rolled back or rolled forward are
read into and changed in this pool. Be sure that your default logical page
size pool islarge enough for these transactions.

e When you use sp_cacheconfig with no parameters, it reports information
about all of the caches on the server. If you specify only a cache name, it
reports information about only the specified cache. If you use a fragment
of acache name, it reportsinformation for all names matching
“%fragment%”.

All reports include a block of information that reports information about
caches, and a separate block of data for each cache that provides
information about the pools within the cache.

The output below, from a server using 2K, shows the configuration for:

e Thedefault data cache with two pools: a2K pool and a 16K pool. The
default data cache has 2 partitions.

e pubs_cache with two pools: 2K and 16K

e pubs_log, with thetype set tologonly and cache replacement policy set
to relaxed, with a 2K pool and a 4K pool

Cache Name Status Type Config Value Run Value
default data cache Active Default 0.00 Mb 26.09 Mb
pubs_cache Active Mixed 10.00 Mb 10.00 Mb
pubs_ log Active Log Only 2.40 Mb 2.40 M
Total 12.40 Mb 38.49 Mb

Cache: default data cache, Status: Active, Type: Default

Config Size: 0.00 Mb, Run Size: 26.09 Mb

Config Replacement: strict LRU, Run Replacement: strict LRU
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Config Partition: 2, Run Partition: 2
IO Size Wash Size Config Size Run Size APF Percent
2 Kb 3704 Kb 0.00 Mb 18.09 Mb 10
16 Kb 1632 Kb 8.00 Mb 8.00 Mb 10
Cache: pubs_cache, Status: Active, Type: Mixed
Config Size: 10.00 Mb, Run Size: 10.00 Mb
Config Replacement: strict LRU, Run Replacement: strict LRU
Config Partition: 1, Run Partition: 1
IO Size Wash Size Config Size Run Size APF Percent
2 Kb 1228 Kb 0.00 Mb 6.00 Mb 10
16 Kb 816 Kb 4.00 Mb 4.00 Mb 10
Cache: pubs log, Status: Active, Type: Log Only
Config Size: 2.40 Mb, Run Size: 2.40 Mb
Config Replacement: relaxed LRU, Run Replacement: relaxed LRU
Config Partition: 1, Run Partition: 1
IO Size Wash Size Config Size Run Size APF Percent
2 Kb 206 Kb 0.00 Mb 1.01 Mb 10
16 Kb 272 Kb 1.40 Mb 1.39 Mb 10

Table 1-9 lists the meaning of the columnsin the output:

Table 1-9: sp_cacheconfig output

Column Meaning
CacheName  The name of the cache.
Status One of the following:
e “Active’
e “Pend/Act”
e “Pend/Del”
These are explained following this table.
Type “Mixed” or “Log Only” for user-defined caches, “ Default” for the default data cache.
1/0 Size The size of 1/0 for amemory pool. This column is blank on the line that shows that cache
configuration.

Wash Size The size of the wash areafor the pool. As pages enter the wash area of the cache, they are written
to disk. This column is blank on the line that shows the cache configuration.

Config Value  The size that the cache or poal. If the valueis 0, the size has not been explicitly configured, and a

or Config Size default value will be used.

RunValueor  The size of the cache or pool now in use on Adaptive Server.
Run Size
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Column Meaning

Config/ Run The cache policy (strict or relaxed) that will be used for the cache after the next restart, and the

Replacement  current replacement policy. These will be different only if the policy has been changed since the
last reboot.

Config/Run The number of cache partitionsthat will be used for the cache, and the current number of partitions.

Partition These will be different if sp_cacheconfig has been used to change the number of partitions since
the last reboot.

APF Percent  The percentage of buffersin the pool that can hold buffersthat have been fetched by asynchronous
prefetch, but have not been used.

Totd The total size of data cache, if the report covers all caches, or the current size of the particular

cache, if you specify a cache name.

sp_bindcache pub_ cache
titles

pubs2,

sp_cacheconfig
pubscache, "10M"

The status “Pend” is short for pending. It always occurs in combination
with either “Act” for Active or “Del” for Delete. It indicates that a
configuration action has taken place, but that the server must be restarted
in order for the changes to take effect.

Figure 1-2: Effects of restarts and sp_cacheconfig on cache status

"|I%HHHEI"

You can
also skip
theinterim

Bind objects Delete cache

stepsby sp_cacheconfig
unbinding pubscache, "0O"
all objects,

Create cache then Pend/Del
deletingthe
cache.

Unbind
all objects

No entry

sp_unbindcache

Delete cache pubscache "all"

sp_cacheconfig pubscache, "O"

*  You can also configure caches and pools by editing the configuration file.
For more information, see the System Administration Guide.
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Data cache memory

When Adaptive Server isfirst installed, all data cache memory isassigned
to the logical page size pool of the cache named default data cache. The

default data cacheis used by al objects that are not explicitly bound to a
datacachewith sp_bindcache or whose databases are not bound to acache.

When you create data caches, the memory alocation is validated against
max memory. Memory for cachesisallocated out of the memory allocated
to Adaptive Server with thetotal logical_memory configuration parameter.
To increase the amount of space available for caches, increase total logical
memory, or decrease other configuration settings that use memory. If the
sum of total logical memory and additional memory requested is greater
than max memory, then Adaptive Server issues and error and does not
perform the changes.

The default cache is used for all objects, including system tables, that are
not bound to another cache, and is the only cache used during recovery.
For more information, see the System Administration Guide.

A data cache requires a small percentage of overhead for structures that
managethe cache. All cache overhead istaken from the default data cache.
To see the amount of overhead required for a specific size of cache, use
sp_helpcache, giving the size:

sp_helpcache "200M"
10.38Mb of overhead memory will be needed to manage
a cache of size 200M

Thisisonly an estimate of the overhead. The actua overhead may be
larger because of runtime issues.

Changing existing caches

To change the size of an existing cache, specify the cache's name and the
new size.

» If you increase the size of an existing cache, al of the added spaceis
placed in the smallest pool.

» Toreducethe size of an existing cache, al of the space must be
available in the logical page size pool. You may need to use
sp_poolconfig to move space from other poolsto this pool.

If you have a database or any nonlog objects bound to a cache, you cannot
change its type to logonly.
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Usin

g cache partitions

Cache partitions can be used to reduce cache spinlock contention without
needing to create separate caches and bind database objects to them. For
more information on monitoring cache spinlock contention, seethe
Performance and Tuning Guide.

You can set the default number of cache partitions for all caches with the
configuration parameter global cache partition number. See the System
Administration Guide.

Dropping caches

To drop or delete a data cache, change its sizeto 0, as shown in example
3. When you set a cache'ssize to 0, the cache is marked for deletion. The
cache remains active, and all objectsthat are bound to that cache continue
to useit.

You cannot drop the default data cache.

If you delete a data cache, and there are objects bound to the cache, the
cacheisleft as-isin memory and Adaptive Server issues the following

message:

Cache (nmc3) not deleted dynamically. Objects are bound to the cache. Use
sp_unbindcache all to unbind all objects bound to the cache.

The entry corresponding to the cache in the configuration file is deleted,
aswell asthe entries corresponding to the cache in sysconfigures, and the
cache is deleted the next time Adaptive Server is restarted.

You cannot run sp_cacheconfig within atransaction.

Permissions Only a System Administrator can execute sp_cacheconfig to change cache
configurations. Any user can execute sp_cacheconfig to view cache
configurations.

Auditing Values in event and extrainfo columns from the sysaudits table are:
Command or access
Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current active roles
procedure » Keywords or options—NULL
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¢ Previousvalue— NULL
¢ Current value— NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set
proxy in effect
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See also System procedures sp_bindcache, sp_helpcache, sp_poolconfig,
sp_unbindcache, sp_unbindcache_all
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Sp_cachestrategy

Description

Syntax

Parameters

Examples

Enables or disables prefetching (large 1/0) and MRU cache replacement
strategy for atable, index, text object, or image object.

sp_cachestrategy dbname, [ownername.]Jtablename
[, indexname | "text only" | "table only"
[, { prefetch | mru }, { "on" | "off"}]]

dbname
is the name of the database where the object is stored.

ownername
is the name of the table's owner. If the tableis owned by “dbo”, the owner
nameis optional.

tablename
is the name of the table.

indexname
is the name of the index on the table.

text only
changes the cache strategy for atext or image object.

table only
changes the cache strategy for atable.

prefetch | mru
is prefetch or mru, and specifies which setting to change.

on | off
specifies the setting, "on" or "off", enclosed in quotes.

Example 1 Displaysinformation about cache strategies for thetitles table:
sp_cachestrategy pubs2, titles

object name index name large IO MRU

dbo.titles titleidind ON ON
Example 2 Displaysinformation about cache strategies for the titleind index:
sp_cachestrategy pubs2, titles, titleind
Example 3 Disables prefetch on thetitleind index of thetitles table:

sp_cachestrategy pubs2, titles, titleind, prefetch, "off"

Example 4 Reenables MRU replacement strategy on the authors table:

sp_cachestrategy pubs2, authors, "table only", mru, "on"
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Example 5 Reenables prefetching on the text pages of the blurbs table:

sp_cachestrategy pubs2, blurbs, "text only", prefetch, "on"

Usage

116

If memory poolsfor large 1/O are configured for the cache used by atable
or an index, the optimizer can choose to prefetch data or index pages by
performing large 1/0Os of up to eight data pages at atime. This prefetch
strategy can be used on the data pages of atable or on the |leaf-level pages
of anonclustered index. By default, prefetching is enabled for al tables,
indexes, and text or image objects. Setting the prefetch option to “ off”
disables prefetch for the specified object.

The optimizer can chooseto use M RU replacement strategy to fetch and
discard buffersin cache for table scansand index scansfor I/O of any size.
By default, this strategy is enabled for all objects. Setting mru to

“off” disables this strategy. If you turn mru off for an object, al pages are
read into the MRU/LRU chainin cache, and they remain in the cache until
they are flushed by additional I/O. For more information on cache
strategies, see the Performance and Tuning Guide.

You can change the cache strategy only for objectsin the current database.

When you use sp_cachestrategy without specifying the strategy and
setting, it reports the current settings for the object, as shown in Example
1

To seethe size, status and 1/0 size of all data caches on the server, use
sp_cacheconfig.

Setting prefetch "on" has no effect on tables or indexes that areread into a
cachethat allowsonly 2K 1/O. The mru strategy can be used in all caches,
regardless of available 1/0 size.

Overrides

If prefetching isturned on for atable or an index, you can override the
prefetching for a session with set prefetch "off". If prefetching is turned off
for an object, you cannot override that setting.

The prefetch, Iru, and mru options to the select, delete and update
commands suggest the 1/0 size and cache strategy for individual
statements. If prefetching or MRU strategy is enabled for atable or an
index, you can override it for a query by specifying 1/0 the size of the
logical page sizefor prefetch, and by specifying Iru strategy. For example,
the following command forces LRU strategy, logical page size1/O, and a
table scan of thetitles table:

select avg(advance)
from titles (index titles prefetch 2 1lru)
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If you request a prefetch size, and the object’s cache is not configured for
1/0 of the requested size, the optimizer chooses the best available 1/0 size.

« |If prefetching is enabled for an object with sp_cachestrategy, using a
prefetch specification of the logical page size in aselect, update or delete
command overrides an earlier set prefetch "on" statement. Specifying a
larger 1/O size in aselect, update or delete command does not override a
set prefetch "off" command.

Permissions Only a System Administrator or the object owner can execute
sp_cachestrategy.
Auditing Values in event and extrainfo columns from the sysaudits table are:
Command or access
Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current active roles
procedure » Keywords or options—NULL

¢ Previousvalue— NULL
¢ Current value— NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set
proxy in effect

See also Commands delete, select, set, update

Stored procedures sp_cacheconfig, sp_poolconfig
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sp_changedbowner

Description

Syntax

Parameters

Examples

Usage

Permissions

Auditing
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Changes the owner of a user database.
sp_changedbowner loginame [, true ]

loginame

isthe login name of the new owner of the current database.

true

transfersaliases and their permissionsto the new database owner. Vauesare
“true” and “TRUE".

Makes the user “albert” the owner of the current database:

sp_changedbowner albert

The new owner must not already be known as either auser or alias(that is,
the new owner must not already be listed in sysusers or sysalternates).
Executing sp_changedbowner with the single parameter |oginame changes
the database ownership to loginame and drops aliases of users who could
act asthe old “dbo.”

After executing sp_changedbowner, the new owner is known as the
Database Owner inside the database.

sp_changedbowner cannot transfer ownership of the system databases.

The new owner must already have alogin name in Adaptive Server, but
must not have a database user name or aias name in the database. To
assign database ownership to such auser, drop the user name or alias entry
before executing sp_changedbowner.

To grant permissionsto the new owner, a System Administrator must grant
them to the Database Owner, since the user is no longer known inside the
database under any other name.

Only a System Administrator can execute sp_changedbowner.

Values in event and extrainfo columns from the sysaudits table are:
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Command or access

Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current active roles
procedure « Keywordsor options—NULL
¢ Previousvalue— NULL
e Current value— NULL
¢ Other information — All input parameters
¢ Proxy information — Original login name, if set
proxy in effect
See also Commands create database

System procedures sp_addlogin, sp_dropalias, sp_dropuser, sp_helpdb
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sp_changegroup

Description

Syntax

Parameters

Examples

Usage

Permissions

Auditing

120

Changes a user’s group.
sp_changegroup grpname, username

grpname
is the name of the group. The group must already exist in the current
database. If you use “public”’ asthe grpname, encloseit in quotes, because
itisakeyword.

username
isthe name of the user to be added to the group. The user must already exist
in the current database.

Example 1 The user “albert” is now a member of the “fort_mudge” group. It
doesn’t matter what group “albert” belonged to before:

sp_changegroup fort mudge, albert

Example 2 Removes “albert” from the group he belonged to without making
him a member of anew group (all users are always members of “public”):

sp_changegroup "public", albert

e Executing sp_changegroup adds the specified user to the specified group.
The user is dropped from the group he or she previously belonged to and
is added to the one specified by grpname.

*  New database users can be added to groups at the sametimethey are given
access to the database with sp_adduser.

e Groupsareused asacollective namefor granting and revoking privileges.
Every user is always a member of the default group, “public”, and can
belong to only one other group.

e Toremove someone from a group without making that user a member of
anew group, use sp_changegroup to change the user’s group to “public”,
as shown above in Example 2.

e When auser changes from one group to another, the user loses all
permissionsthat he or she had asaresult of belonging to the old group and
gains the permissions granted to the new group.

Only the Database Owner, a System Administrator, or a System Security
Officer can execute sp_changegroup.

Values in event and extrainfo columns from the sysaudits table are:
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Command or access

Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current active roles
procedure « Keywordsor options—NULL
¢ Previousvalue— NULL
e Current value— NULL
¢ Other information — All input parameters
¢ Proxy information — Original login name, if set
proxy in effect
See also Commands grant, revoke

System procedures sp_addgroup, sp_adduser, sp_dropgroup, sp_helpgroup
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sp_checknames

Description Checks the current database for names that contain characters not in the 7-bit
ASCII set.

Syntax sp_checknames [help | silent]

Parameters help

shows information about the system tables that are scanned.

silent
checks the current database in a silent mode, returning either:

e 0-if there are no names with non-7 bit ASCII characters, or

e 1-ifthereisat least one name witha non-7 bit ASCII character

Examples Example 1 Checks the master database for names that contain characters not
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in the 7-bit ASCI| set:
sp_checknames

Looking for non 7-bit ASCII characters in the system tables of database:
"master"

Table.Column name: "syslogins.password"

The following logins have passwords that contain non 7-bit

ASCII characters. If you wish to change them use "sp password";
Remember, only the sa and the login itself may examine or change
the syslogins.password column:

2 probe
3 bogususer

Example 2 Displaysinformation about the system tables scanned:

1> sp_checknames help
2> go

sp_checknames is used to search for non 7-bit ASCII characters
several important columns of system tables. The following
columns are searched:

In "master":

sysdatabases.name
sysdevices.name
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syslogins.name
syslogins.dbname
syslogins.password
sysremotelogins.remoteusername
sysservers.srvname
sysservers.srvnetname

In all databases:
syscolumns.name
sysindexes.name
sysobjects.name
syssegments.name
systypes.name
sysusers.name

(return status = 0)
1>

Example 3 Suppresses the output of system table names, and displaysjust the

return status:
1> sp_checknames silent
2> go
(return status = 1)
Usage e sp_checknames examinesthe names of all objects, columns, indexes, user

names, group names, and other elements in the current database for
characters outside of the 7-bit ASCI| set. It reportsillegal namesand gives
instructions to make them compatible with the 7-bit ASCI| set.

e Runsp_checknames in every database on your server after upgrading
from a SQL Server of release 4.0.x or 4.2.x, and after using a default
character set that was not 7-bit ASCII.

e Follow theinstructionsin the sp_checknames report to correct all
non-ASCII names.

Permissions Any user can execute sp_checknames.

Auditing Values in event and extrainfo columns from the sysaudits table are:
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Command or access

Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current activeroles
procedure + Keywords or options—NULL

* Previousvalue—NULL
e Current value— NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set
proxy in effect

See also Commands update

System procedures sp_password, sp_rename, sp_renamedb
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sp_checkreswords

Description

Syntax

Parameters

Examples

Detectsand displaysidentifiersthat are Transact-SQL reserved words. Checks
server names, device names, database names, segment names, user-defined
datatypes, object names, column names, user names, login names, and remote
login names.

sp_checkreswords [user_name_param]

user_name_param
is the name of auser in the current database. If you supply
user_name_param, sp_checkreswords checks only for objects that are
owned by the specified user.

Example 1 Showsthe resultsif sp_checkreswords is executed in the master
database:

1> /* executed in the master database */
2> sp checkreswords

Reserved Words Used as Database Object Names for Database master

Upgrade renames sysobjects.schema to sysobjects.schemacnt.

authorization

Object Type

rule

Reserved Word Column Names

cascade

Reserved Word Object Names

constraint

stored procedure check

user table
user table
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key close

Table Reserved Word Index Names
key isolation

Object Type Reserved Word Object Names
default isolation

rule level

stored procedure mirror

user table key

Reserved Word Datatype Names

at
identity

Reserved Word Login Names

at
identity

Reserved Word as Database Names

national
Reserved Word as Server Names

mirror
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primary

Reserved Word ServerNetNames

mirror
primary

Example 2 Showsthe resultsif sp_checkreswords is executed in the user

database user_db:

1> /* executed in the user database, user db */

2> sp checkreswords

Reserved Words Used as Database

Object Names for Database user_db

Upgrade renames sysobjects schema to sysobjects.schemacnt.

cursor
endtran
key

key
schema
schema
schema
schema
schema
schema

default

rule

stored procedure
user table

user table

user table

view
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Reserved Word Column Names
current
current
identity
varying
primary
references
role

some

user

work

Reserved Word Index Names

double

Reserved Word Object Names
escape

fetch

foreign

cursor

key

schema

endtran
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Found no reserved words used as names for database-wide objects.

Usage *  sp_checkreswords reports the names of existing objects that are reserved
words. Transact-SQL does not allow wordsthat are part of any command
syntax to be used asidentifiers, unlessyou are using delimited identifiers.
Reserved words are pieces of SQL syntax, and they have special meaning
when you usethem as part of acommand. For example, in pre-release 10.0
SQL Server, you could have atable called work, and select data from it
with this query:

select * from work

work was a new reserved word in SQL Server release 10.0, part of the
command commit work. Issuing the same select statement in release 10.0
or later causes a syntax error. sp_checkreswords finds identifiers that
would cause these problems.

»  sp_checkreswords also findsreserved words, used asidentifiers, that were
created using the set quoted_identifier option.

» Usesp_checkreswords before or immediately after upgrading to a new
release of Adaptive Server. For information on installing and running this
procedure before performing the upgrade, see the installation
documentation for your platform.

Run sp_checkreswords in the master database and in each user database.
Also run it in model and sybsystemprocs, if you have added users or
objects to those databases.

»  The return status indicates the number of items found.

» If you supply a user name, sp_checkreswords checksfor all of the objects
that can be owned by a user tables, indexes, views, procedures, triggers,
rules, defaults, and user-defined datatypes. It reportsall identifiersthat are
reserved words.
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e Ifyour current database is not the master database, and you do not provide
auser name, sp_checkreswords checksfor all of the objects above, with a
separate section in the report for each user name. It also checks sysusers
and syssegments for user names and segment names that are reserved
words. You only need to check model and sybsystemprocs if you have
added objects, users, or user-defined datatypes.

e If your current database is master, and you do not provide a user name,
sp_checkreswords performs all of the checks above and also checks
sysdatabases, syslogins, syscharsets, sysservers, sysremotelogins,
sysdevices, and syslanguages for reserved words used as the names of
databases, local or remote logins, local and remote servers, character sets,
and languages.

Handling reported instances of reserved words

» If sp_checkreswords reports that reserved words are used as identifiers,
you have two options:

e Usesp_rename, sp_renamedb, or update the system tables to change
the name of the identifier.

e Useset quoted_identifier on if the reserved word is atable name, view
name, or column name. If most of your applications use stored
procedures, you can drop and re-create these procedures with set
quoted_identifier on, and quote all identifiers. All userswill be ableto
run the procedures, without having to use set quoted_identifier on for
their session. You can use set quoted_identifier on, create views that
give alternative names to tables or columns, and change your
applications to reference the view instead.

The following example provides aternatives for the new reserved
words “key”, “level”, and “work”:

create view keyview

as
select 1lvl = "level", wrk = "work"
from "key"

The syntax for the set command is:
set quoted identifier on

« If you do not either change the identifiers or use delimited identifiers, any
query that usesthe reserved words asidentifiersreports an error, usually a
syntax error. For example:

select level, work from key
Msg 156, Level 15, State 1:
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Server ’'rosie’, Line 1:
Incorrect syntax near the keyword ’'level’.

Note The quoted identifier option isa SQL 92 option and may not be
supported by many client products that support other Adaptive Server
features. For example, you cannot use bep on tables whose names are
reserved words.

Before choosing the quoted identifier option, perform atest on various
objectsusing all the tools you will use to access Adaptive Server. Use set
quoted_identifier on, create atable with areserved word for a name and
reserved words for column names. If the client product generates SQL
code, it must enclose identifiers in double quotes (if they are reserved
words) and character constants in single quotes.

Procedures, triggers, and views that depend on objects whose names have
been changed may work after the name change, but will stop working
when the query plan is recompiled. Recompilation takes place for many
reasons, without notification to the user. To avoid unsuspected | oss of
functionality, change the names of objects in procedures, triggers, and
views immediately after you change the object name.

Whether you change the object names or use delimited identifiers, you
must change all stored procedures, views, triggers, and applications that
include the reserved word. If you change object names, you must change
identifiers; if you use delimited identifiers, you must add the set
quoted_identifier option and quotation marks.

If you do not have the text of your procedures, triggers, views, rules, and
defaults saved in operating system files, you can use defncopy to copy the
definitions from the server to files. See defncopy in the Utility Guide.

Changing identifiers

If you change the names of the items reported by sp_checkreswords, you
must change the namesin all procedures, triggers, views, and applications
that reference the object using the reserved word.

Dump your database before changing identifier names. After you change
theidentifier names, run dbcc to determine that there are no problems, and
dump the database again.

If you are changing identifiers on an active production database:

»  Perform the changes when the system is least busy, so that you will
disrupt as few users as possible.
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e Preparecarefully by finding all Open Client DB-Library™ programs,
windowing applications, stored procedures, triggers, and scripts that
use aparticular identifier. Thisway, you can make the editsneeded in
the source code, then change the identifiers and replace the
procedures and code as quickly as possible.

e The procedure sp_depends can help find procedures, views, and triggers
that use table and view names.

Using sp_rename to change identifiers

*  The system procedure sp_rename renames tables, indexes, views,
procedures, triggers, rule, defaults, user-defined datatypes, and columns.
Use sp_renamedb to rename databases.

e Table 1-10 shows the types of identifiers that you can change with
sp_rename and lists other changes that may have to be made on the server
and in your application programs.

Table 1-10: sp_rename and changing identifiers

Identifier

Remember To

Table name

Drop al procedures, triggers and views that reference the table, and re-create them with the
new name. Use sp_depends to find the objects that depend on the table.

Change al applications or SQL source scripts that reference the table to use the new table
name.

Change dbcc scripts that perform table-level checks using table names.

Index name

Drop any stored procedures that create or drop the index, and re-create them with the new
name.

Change al applications or SQL source scripts that create or drop the index.
Change dbcc scripts that perform index-level checks using index names.

View name

Drop all procedures, triggers, and views that reference the view, and re-create them with the
new name. Use sp_depends to find the objects that depend on the view.

Change al applications or SQL source scripts that reference the view to use the new view
name.

Procedure name

Drop and re-create with the new procedure name all procedures and triggers that reference
the procedure.

Change al applications or SQL source scripts that execute the procedure to use the new
name.

If another server remotely calls the procedure, change applications on the remote server to
use the new procedure name.

Trigger name

Change any SQL source scripts that create the trigger.

Rule name

Change any SQL source scripts that create therule.

Default name

Change any SQL source scripts that create the default.
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Identifier Remember To
User-defined « Drop al procedures that create tables with user-defined datatypes, and re-create them with
datatype name the new name.

Change any applications that create tables with user-defined datatypes.

Column name

Drop al procedures, triggers and views that reference the column, and re-create them with
the new column name.

sp_depends cannot find column name references. The following query displaysthe names
of procedures, triggers, and views that reference a column named “key”:

select distinct sysobjects.name

from sysobjects, syscomments

where sysobjects.id = syscomments.id
and syscomments.text like "$key%"

Change al applications and SQL source scripts that reference the column by name.
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Thefollowing command changes the name of the view isolation to isolated:
sp_rename "isolation", isolated

The following command changes the name of a column in the renamed
view isolated:

sp_rename "isolated.key", keyname

Use sp_depends to get alist of all views, procedures, and triggers that
reference aview, procedure, or table that will be renamed. To use
sp_depends after renaming an object, give the new name. For example;

sp_depends new_name

Renaming databases with sp_renamedb

To change the name of a database, use sp_renamedb. The database must
be in single-user mode. Drop and re-create any procedures, triggers, and
views that explicitly reference the database name. For more information,
see sp_renamedb.

Changing other identifiers

To change user names, login names, device names, remote server names,
remote server user names, segment names, and character set and language
names, first determineif you can drop the object or user, then add or create
it again. If you cannot do that, use the following command to allow direct
updates to system tables:

sp_configure "allow updates to system tables", 1

Only a System Security Officer can set the allow updates to system tables
configuration parameter.
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Errors during direct updates to system tables can create severe problems
in Adaptive Server. To determine whether you can drop the objectsor user,
then re-create them, see Table 1-11.

Table 1-13 on page 135 shows possible dependencies on this set of
identifiers. See thistable for possible dependencies, whether you choose
to upgrade by dropping and recreating objects, by using delimited
identifiers, or by performing direct updates to system tables.

Table 1-11: Alternatives to direct system tables updates when changing

identifiers
Identifier type Suggested actions to avoid updates to system tables
User namesandlogin  To change the name of a user with no objects, first use sp_helprotect usernamein each
names database to record the user’s permissions. Then, drop the user from al of the databases

(sp_dropuser), and drop the login (sp_droplogin). Finaly, add the new login name
(sp_addlogin), add the new user name to the databases (sp_adduser), and restore the
user’s permissions with grant.

Device names If this device is completely allocated, you will not need to useits name in acreate
database command, so you can leave the name unchanged.

Remote server names  Unless there are large numbers of remote login names from the remote server, drop the
remote server (sp_dropserver) and add it with anew name (sp_addserver).

Remote server logins  Drop the remote login with sp_dropremotelogin, add it with a new name using
sp_addremotelogin, and restore the user’s permission to execute procedures with grant.

Segment names These are rarely used, once objects have been created on the segments.
Character set and Languages and character sets have reserved words as identifiers only if a System
language names Administrator has created alternativelanguageswith sp_addlanguage. Drop thelanguage

with sp_droplanguage, and add it with a new name.

Warning! Direct updatesto system tables can be very dangerous. You can
make mistakes that make it impossiblefor Adaptive Server to run or make
it impossible to access objects in your databases. Undertake this effort
when you are calm and collected, and when little or no production activity
istaking place on the server. If possible, use the alternative methods
described Table 1-11.

e Thefollowing example shows a“safe” procedure for updating a user
name, with all data modification preceded by a begin transaction
command. The System Security Officer executes the following command:

sp_configure "allow updates to system tables", 1
Then you can execute the following:

begin transaction
update sysusers
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set name = "workerbee"
where name = "work"

At this point, run the query, and check to be sure that the command
affected only the row that you intended to change. The only identifier
change that affects more than one row is changing the language namein
syslogins.

» If the query affected only the correct row, use commit transaction.

» If the query affected more than one row, or the incorrect row, use
rollback transaction, determine the source of the problem, and execute
the command correctly.

When you are finished, the System Security Officer turns off the allow
updates to system tables configuration parameter with this command:

sp_configure "allow updates to system tables", 0

Warning! Only update system tables in a single database in each user
defined transaction. Do not issue a begin transaction command and then
update tables in several databases. Such actions can make recovery
extremely difficult.

Table 1-12 shows the system tables and columns that you should update to
change reserved words. The tabl es preceded by “master.dbo.” occur only inthe
master database. All other tables occur in master and in user databases. Be
certain you are using the correct database before you attempt the update. You
can check for the current database name with this command:

select db name ()
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Table 1-12: System table columns to update when changing identifiers

Type of identifier Table to update Column name

User name sysusers name

Login names master.dbo.syslogins name

Segment names syssegments name

Device name sysdevices name

Remote server name sysservers srvname

Remote server network name sysservers srvnetname

Character set names master.dbo.syscharsets name

Language name master.dbo.syslanguages name
master.dbo.syslogins language

Table 1-13 shows other changes that may have to be made on the server andin
your application programs:

Table 1-13: Considerations when changing identifiers

Identifier Remember to
Login name Change the user name in each database where this person is a user.
User name Drop, edit, and re-create all procedures, triggers, and views that use qualified

(owner_name.object_name) references to objects owned by this user. Change all
applications and SQL source scripts that use qualified object names to use the new
user name. You do not have to drop the objects themselves; sysusers islinked to
sysobjects by the column that stores the user’s ID, not the user’s name.

Device name Changeany SQL source scripts or applicationsthat reference the device nameto use
the new name.
Remote server name Change the name on the remote server. If the name that sp_checkreswords reports

is the name of the local server, you must restart the server before you can issue or
receive remote procedure calls.

Remote server network name  Change the server’s name in the interfaces files.
Remote server login name Change the name on the remote server.

Segment name Drop and re-create all proceduresthat createtables or indexes on the segment name.
Change all applications that create objects on segments to use the new segment
name.

Character set name None.

Language name Change both master.dbo.syslanguages and master.dbo.syslogins. The update to

syslogins may involve many rows. Also, change the names of your localization files.

Using delimited identifiers

¢ Youcanusedelimitedidentifiersfor table names, column names, and view
names. You cannot use delimited identifiers for other object names.
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If you choose to use delimited identifiers, use set quoted_identifier on, and
drop and re-create all the procedures, triggers, and views that use the
identifier. Edit the text for those objects, enclosing the reserved words in
double quotes and enclosing all character stringsin single quotes.

The following example shows the changes to make to queriesin order to
use delimited identifiers. This example updates a table named work, with
columns named key and level. Here is the pre-rel ease 10.0 query, which
encloses character literals in double quotes, and the edited version of the
query for use with delimited identifiers:

/* pre-release 10.0 version of query */
update work set level = "novice"
where key = "19-732"
/* 10.0 or later version of query, using
**x the quoted identifier option
*/
update "work" set "level" = 'novice!'
where "key" = '19-732"

All applications that use the reserved word as an identifier must be
changed as follows:

» Theapplication must set the quoted identifier option on.
»  All uses of the reserved word must be enclosed in double quotes.

» All character literals used by the application while the quoted
identifier option isturned on must be enclosed in single quotes.
Otherwise, Adaptive Server attemptsto interpret them as object
names.

For example, the following query resultsin an error message:

set quoted identifier on
select * from titles where title_id like "BU%"

Here is the correct query:
select * from titles where title id like ’'BU%’

Stored procedures that you create while the delimited identifiersarein
effect can be run without turning on the option. (The allow updates to
system tables option also worksthisway.) Thismeansthat you can turnon
quoted identifier mode, drop a stored procedure, edit it to insert quotation
marks around reserved words used as identifiers, and re-create the
procedure. All users can execute the procedure without using set
quoted_identifier.

Adaptive Server Enterprise



CHAPTER 1 System Procedures

Permissions Only a System Administrator can execute sp_checkreswords.
Auditing Values in event and extrainfo columns from the sysaudits table are:
Command or access
Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current active roles
procedure » Keywords or options—NULL

¢ Previousvalue— NULL
¢ Current value— NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set
proxy in effect

See also Commands set
System procedures sp_configure, sp_depends, sp_rename, sp_renamedb

Utilities  defncopy
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sp_checksource

Description

Syntax

Parameters

Examples

Checks for the existence of the source text of the compiled object, and for the
existence of computed column source text.

sp_checksource [objname [, tabname [, username]]]

objname
is the compiled object to be checked for the existence of its source text.

tabname
isthe name of thetable or view to be checked for the existence of all check
congtraints, defaults, and triggers defined on it.

username
isthe name of the user who owns the compiled objects to be checked for the
existence of the source text.

Example 1 Checks for the existence of the source text of all compiled objects
in the current database:

sp_checksource

Example 2 Checks for the existence of the source text of the view named
titleview:

sp_checksource titleview

Example 3 Checks for the existence of the source text of the view named
titls_vu that is owned by Mary:

sp_checksource title vu, @username = Mary

Example 4 Checks for the existence of the source text of the custom stored
procedure list_phone_proc:

sp_checksource list phone proc

Example 5 Checks for the existence of the source text of all the check
congtraints, triggers, and declarative defaults defined on the table named
my_tab:

sp_checksource @tabname = "my tab"

Example 6 Checksfor the existence of the source text of the view my_vu and
all check constraints, triggers, and defaults defined on the table my_tab:

sp_checksource @objname = "my vu", @tabname = "my tab"
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Example 7 Checksfor the existence of the source text of all compiled objects
owned by Tom;
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sp_checksource @username = "Tom"

Usage «  sp_checksource checksfor the existence of the source text of the specified
compiled object. If the source text exists for the specified object,
sp_checksource returns0. If the source text does not exist for the specified
object, sp_checksource returns 1.

e |f you do not provide any parameters, sp_checksource checksthe
existence of the source text for al compiled objectsin the current

database.

e To use sp_checksource with no parameters, you must be the Database
Owner or System Administrator.

Permissions Only a Database Owner or System Administrator can execute sp_checksource
to check for the existence of the source text of compiled objectsthat are owned
by another user. Any user can execute sp_checksource to check for the
existence of the source text for his or her own compiled objects.

Auditing Values in event and extrainfo columns from the sysaudits table are:
Command or access
Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current active roles

procedure o

Keywords or options—NULL

Previous value — NULL

Current value— NULL

Other information — All input parameters

Proxy information — Original login name, if set
proxy in effect

See also System procedures sp_hidetext
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sp_chgattribute

Description

Syntax

Parameters
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Changes the max_rows_per_page, fillfactor, reservepagegap, Or exp_row_size
value for future space allocations of atable or an index; sets the
concurrency_opt_threshold for atable. Providesthe user interfacefor optimistic
index locking.

sp_chgattribute objname, {"max_rows_per_page" | "fillfactor" |
"reservepagegap" | "exp_row_size"
concurrency_opt_threshold | “optimistic_index_lock” |
“identity_burn_max"}, value, optvalue

sp_chgattribute objname, {"identity_gap", set_number |
“dealloc_first_txtpg”, value}

objname
is the name of the table or index for which you want to change attributes.

max_rows_per_page
specifies the row size. Use this option for tables with variable-length
columns.

fillfactor
specifies how full Adaptive Server will make each page wheniitis
re-creating an index or copying table pages as aresult of areorg rebuild
command or an alter table command to change the locking scheme. The
fillfactor percentage isrelevant only at the time the index is rebuilt. Valid
values are 0-100.

reservepagegap
specifiestheratio of filled pages to empty pages that are to be left during
extent 1/O allocation operations. For each specified num_pages, an empty
pageis left for future expansion of the table. Valid values are 0-255. The
default valueisO.

exp_row_size
reserves aspecified amount of space for therowsin data-only |ocked tables.
Usethisoption to reduce the number of rows being forwarded, which can be
expensive during updates. Valid values are 0, 1, and any value between the
minimum and maximum row length for the table. 0 means a server-wide
setting is applied, and 1 meansto fully pack the rows on the data pages.
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Examples

concurrency_opt_threshold

specifiesthe table size, in pages, at which access to adata-only-locked table
should begin optimizing for reducing /O, rather than for concurrency. If the
table is smaller than the number of pages specified by
concurrency_opt_threshold, the query is optimized for concurrency by
always using available indexes; if the tableis larger than the number of
pages specified by concurrency_opt_threshold, the query isoptimized for 1/0
instead. Valid values are -1 to 32767. Setting the value to O disables
concurrency optimization. Use -1 to enforce concurrency optimization for
tables larger than 32767 pages. The default is 15 pages.

optimistic_index_lock

enabl es a performance optimization that eliminates contention on the root
page of an index. If the root page must change because of index splits, an
exclusive tableis acquired. For thisreason, optimistic_index_lock is
appropriate for tableswhere the number of modificationsisrelatively small.
Valid values are 1 to turn on optimistic index locking or 0 to turn off
optimistic index locking which is the default.

identity_burn_max

Allowsyouto set theidentity burn max value of atable. Thisparameter uses
avarchar datatype.

identity_gap

indicates that you want to change the identity gap.

value

is the numeric input value for the various options you specify in the
sp_chgattribute.

optvalue

isthenew value. Valid val ues and default val ues depend on which parameter
isspecified. Thisparameter isonly used by theidentity_burn_max parameter.
For other parameters, thisvalueis NULL.

set_number

isthe new size of the identity gap.

dealloc_first_txtpg

updates atext or image column to null. Sets the corresponding text pointer
to null after deallocating the previously referenced text or image pages. This
result in reduced space allocation for null text/images columns. Valid values
are default 0, which does not deallocate text or image pages on null update,
and 1, which sets the deallocation on.

Example 1 Setsthemax_rows_per_page to 1 for the authors tablefor all future
space alocations:
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sp_chgattribute authors, "max rows per page", 1

Example 2 Setsthe max_rows_per_page to 4 for thetitleidind index for all
future space alocations:

sp_chgattribute "titles.titleidind", "max rows_per page", 4
Example 3 Specifies afillfactor of 90 percent for pagesin title_ix:
sp_chgattribute "titles.title_ ix", "fillfactor", 90

Example 4 Setsthe exp_row_size to 120 for the authors table for all future
space alocations:

sp_chgattribute "authors", "exp row size", 120

Example 5 Setsthereservepagegap to 16 for thetitleidind index for all future
space alocations:

sp_chgattribute "titles.titleidind", "reservepagegap", 16
Example 6 Turns off concurrency optimization for the titles table:
sp_chgattribute "titles", "concurrency opt threshold", 0
Example 7 Setstheidentity gap for mytable to 20:
sp_chgattribute "mytable", "identity gap", 20

Example 8 Changes mytable to use the identity burning set factor setting
instead of the identity _gap setting:

sp_chgattribute "mytable", "identity gap", O
Sets the value of sp_chgattribute to 1, turning the optimistic index locking
feature on.

sp_chgattribute "mytable", "optimistic_ index lock", 1
Sets the value of sp_chgattribute to 0, turning the optimistic index locking
feature off.

sp_chgattribute "mytable", "optimistic_ index lock", 0

Example 9 Switches the deallocation for text and image space on using
dealloc_first_txtpg:

sp_chgattribute "dealloc first txtpg", 1
To switch the feature off:
sp_chgattribute "dealloc first_ txtpg", 0
Example 10 Changes theidentity_burn_max value for the authors table to 5:

sp_chgattribute "authors", "identity burn max", 0, 5
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Usage
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sp_chgattribute changes the max_rows_per_page, fillfactor,
reservepagegap, exp_row_size, or dealloc_first_txtpg valuefor future space
allocations or datamodifications of thetable or index. It doesnot affect the
space allocations of existing data pages. You can change these values for
an object only in the current database.

Use sp_help to see the stored space management values for atable. Use
sp_helpindex to see the stored space management values for an index.

Setting max_rows_per_page to O tells Adaptive Server to fill the data or
index pages and not to limit the number of rows (thisisthe default
behavior of Adaptive Server if max_rows_per_page is not set).

Theidentity_burn_max value stored in sysobjects as well as the current
identity value are set to the new value.

If the tableis not empty, the new value of identity_burn_max isrequired to
be greater than or equal to the current maximum value of the identity
column. If the table is empty, you can set the value to any positive value
in the valid range.

Low values of max_rows_per page cause page splits. Page splits occur
when new data or index rows need to be added to a page, and there is not
enough room for the new row. Usually, the dataon the existing pageis split
fairly evenly between the newly allocated page and the existing page. To
approximate the maximum value for a nonclustered index, subtract 32
from the page size and divide the resulting number by the index key size.
The following statement cal culates the maximum val ue of
max_rows_per_page for the nonclustered index titleind:

select
(select e@@pagesize - 32) / minlen
from sysindexes where name = "titleind"

If you specify an incorrect value for max_rows_per_page, fillfactor,
reservepagegap, Of exp_row_size, sp_chgattribute returnsan error message
specifying the valid values.

For more information on max_rows_per_page, fillfactor, reservepagegap,
exp_row_size, and concurrency_opt_threshold, see the Performance and
Tuning Guide.

For more information about identity gaps, see the section “Managing
Identity Gapsin Tables’ in Chapter 7, “ Creating Databases and Tables” in
the Transact-SQL User’s Guide.
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e You cannot run this stored procedure from within a transaction.
e Only auser with sa_role privileges can execute this stored procedure.

* You cannot set the optimistic index locking option for tables with
datapages or datarow locking schemes.

*  You cannot set the optimistic index locking option for tablesin system
databases, such as master or tempdb. You can set it only on user-defined
tables.

» text and image pages are allocated space even when you perform aNULL
update. You can use dealloc_first_txtpg to remove these empty text pages
from the table.

A new update to the column resultsin reallocation of atext or image page.

Permissions Only the object owner can execute sp_chgattribute.
Auditing Valuesin event and extrainfo columns from the sysaudits table are:
Command or access
Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current activeroles
procedure » Keywords or options—NULL

¢ Previousvalue— NULL
e Current value—NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set
proxy in effect

See also Commands alter table, create index, create table

System procedures sp_helpindex
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sp_clearpsexe

Description

Syntax

Parameters

Examples

Usage

Permissions

Auditing

Clears the execution attributes of an Adaptive Server session that was set by
sp_setpsexe.

sp_clearpsexe spid, exeattr

spid
isthe process ID of the session for which execution attributes are to be
cleared.

exeattr
identifies the execution attributes to be cleared. Values for exeattr are
“priority” and “enginegroup”.

Drops the engine group entry for process 12.
sp_clearpsexe 12, 'enginegroup'

«  |ftheexecution attributes are not cleared during thelifetime of the session,
they are cleared when the session exits or terminates abnormally.

«  sp_clearpsexe failsif there are no online engines in the associated engine
group.

«  When you drop an engine group entry, the session executes on an engine
group determined by a class definition or by the default class.

e Usesp_who tolist process IDs (spids).

Only a System Administrator can execute sp_clearpsexe to clear priority
attributesfor all users. Any user can execute sp_clearpsexe to clear the priority
attributes of tasks owned by that user.

Values in event and extrainfo columns from the sysaudits table are:

Event

Command or access

Audit option audited Information in extrainfo

38

exec_procedure Execution of a ¢ Roles— Current active roles

procedure « Keywordsor options—NULL
* Previousvalue— NULL
e Current value—NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set
proxy in effect
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See also Documents sp_clearpsexe clearsthe execution attributes of the session that
was set by sp_setpsexe. For more information, see the Performance and
Tuning Guide.

System procedures sp_addexeclass, sp_bindexeclass, sp_dropexeclass,
sp_showexeclass, sp_unbindexeclass
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sp_clearstats

Description Initiates a new accounting period for all server users or for a specified user.
Prints statistics for the previous period by executing sp_reportstats.

Syntax sp_clearstats [loginame]

Parameters loginame
isthe user’slogin name.

Examples Example 1 Initiates a new accounting period for all users.

sp_clearstats

Name Since CPU Percent CPU I/0 Percent I/0
probe Jun 19 1990 0 0% 0 0%

julie Jun 19 1990 10000 24.9962% 5000 24 .325%
jason Jun 19 1990 10002 25.0013% 5321 25.8866%
ken Jun 19 1990 10001 24.9987% 5123 24.9234%
kathy Jun 19 1990 10003 25.0038% 5111 24 .865%

(5 rows affected)
Total CPU Total I/0O

40006 20555
5 login accounts cleared.

Example 2 Initiates a new accounting period for the user “kathy.”
sp_clearstats kathy

Name Since CPU Percent CPU I/0 Percent I/0

KATHY Jul 24 1990 498 49.8998% 483924 9.1829%
(1 row affected)
Total CPU Total I/0

998 98392
1 login account cleared.

Usage *  sp_clearstats creates an accounting period and should be run only at the
end of aperiod.

*  Becausesp_clearstats clears out the accounting statistics, you must record
the statistics before running the procedure.

*  sp_clearstats updates the syslogins field accdate and clears the syslogins
fields totcpu and totio.

Permissions Only a System Administrator can execute sp_clearstats.
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Auditing Values in event and extrainfo columns from the sysaudits table are:
Command or access
Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current activeroles
procedure » Keywords or options—NULL

¢ Previousvalue— NULL
¢ Current value— NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set
proxy in effect

See also System procedures sp_reportstats
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sp_client__

Description

Syntax

Parameters

Examples

addr

Displaysthe IP (Internet Protocol) address of every Adaptive Server task with
an attached client application, including the spid and the client host name.

sp_client addr[“spid”]
spid

specifies one task for which you require an I P address.
Example 1 Lists IP addresses for al tasks:

sp_client addr

spid hostname ipaddr

11 FRED 162.66.131.36

21 BARNEY 162.66.100.233
22 WILMA 162.66.100.206
23 BETTY 162.66.100.119
24 PEBBLES 162.66.100.125
25 BAMBAM 162.66.100.124
(6 rows affected)

(return status = 0)

Example 2 Shows | P addresses for spid 21:

sp_client addr 21

spid hostname ipaddr

21 BARNEY 162.66.100.233
(1 row affected)
(return status = 0)

Example 3 Showsthe result when aclient application is not connected vialP;

sp_client addr 11

spid hostname ipaddr

11 FRED 0.0.0.0
(1 row affected)
(return status = 0)

Example 4 Shows the result of atask with no attached client; for example,
Housekeeper:

sp_client addr 9
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spid hostname ipaddr

(1 row affected)
(return status = 0)

Example 5 Shows the result when an incorrect spid is specified:

sp_client addr 99

Msg 18934, Level 16, State 1:
Procedure "sp client addr", Line 32:
spid not found

(return status = 1)

Usage » If theclient application is not attached by IP, the address appears as
0.0.0.0. Adaptive Server does not support display of addresses of protocols
other than IP.

» If atask hasno attached client (Housekeeper, for instance), the | P address
appearsas“NULL". Taskswith no attached client are not listed when you
use sp_client_addr with no parameter.

Permissions Any user can execute sp_client_addr.
Auditing Valuesin event and extrainfo columns from the sysaudits table are:
Command or access
Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current activeroles
procedure + Keywords or options—NULL

¢ Previousvalue— NULL
e Current value—NULL
¢ Other information — All input parameters

* Proxy information — Original login name, if set
proxy in effect

See also System procedures sp_who
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sp_cmp_all_gplans

Description Compares al abstract plansin two abstract plan groups.
Syntax sp_cmp_all_gplans groupl, group2 [, mode]
Parameters groupl, group2

are the names of the 2 abstract plan groups.

mode
isthe display option, one of: counts, brief, same, diff, first, second, offending
and full. The default mode is counts.

Examples Example 1 Generates a default report on 2 abstract plan groups:
sp_cmp_all gplans dev_plans, prod plans

If the two query plans groups are large, this might take some time.
Query plans that are the same

count
49
Different query plans that have the same association key
count
1
Query plans present only in group ’‘dev_plans’
count
1
Query plans present only in group ’'prod plans’
count
0
Example 2 Generates areport using the brief mode:
sp_cmp_all gplans dev_plans, prod plans, brief
Usage e Usesp_cmp_all_gplans to check for differencesin abstract plansin two

groups of plans.

e sp_cmp_all_gplans matches pairs of plans where the plansin each group
have the same user ID and query text. The plans are classified as follows:

* Plansthat are the same

e Plansthat have the same association key in both groups, but have
different abstract plans. The association key isthe group ID, user ID
and query text.
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e Plansthat exist in one group, but do not exist in the other group

Table 1-14 shows the report modes and what type of information is
reported for each mode.

Table 1-14: Report modes for sp_cmp_all_gplans

Mode Reported information

counts The counts of: plans that are the same, plans that have the same association key, but different groups,
and plans that exist in one group, but not the other. This is the default report mode.

brief Theinformation provided by counts, plusthe I Ds of the abstract plansin each group wherethe plansare
different, but the association key is the same, and the IDs of plans that are in one group, but not in the
other.

same All counts, plus the IDs, queries, and plans for al abstract plans where the queries and plans match.

diff All counts, plusthe IDs, queries, and plans for al abstract plans where the queries and plans are
different.

first All counts, plusthe IDs, queries, and plans for al abstract plansthat arein the first plan group, but not
in the second plan group.

second All counts, plus the IDs, queries, and plans for al abstract plans that are in the second plan group, but
not in the first plan group.

offending  All counts, plusthe IDs, queries, and plans for al abstract plans that have different association keys or
that do not exist in both groups. This isthe combination of the diff, first and second modes

full All counts, plus the IDs, queries, and plans for al abstract plans. Thisis the combination of same and
offending modes.

*  Tocomparetwo individua abstract plans, use sp_cmp_gplans. To see the
names of abstract plan groups, use sp_help_gpgroup.

*  When a System Administrator or Database Owner runs
sp_cmp_all_gplans, it reportson al plansin the two groups. When another
user executes sp_cmp_all_gplans, it reports only on plans that have the
user'siD.

Permissions Any user can execute sp_cmp_all_gplans.
Auditing Values in event and extrainfo columns from the sysaudits table are:
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Command or access

Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current active roles
procedure « Keywordsor options—NULL

* Previousvalue—NULL
e Current value— NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set
proxy in effect

See also System procedures sp_cmp_gplans, sp_help_gpgroup
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sp_cmp_gplans

Description Compares two abstract plans.
Syntax sp_cmp_gplans id1, id2
Parameters id1, id2

Examples Ex

Ex

Usage .

154

are the IDs of two abstract plans.
ample 1 Compares abstract plan 411252620 to 1383780087:
sp_cmp _gplans 411252620, 1383780087

The queries are the same.
The query plans are the same.

ample 2 Compares abstract plan 2091258605 to 647777465:
sp_cmp_gplans 2091258605, 647777465

The queries are the same.
The query plans are different.

sp_cmp_gplans comparesthe queries, abstract plans, and hash keys of two
abstract plans, and reports whether the queries are the same, and whether
the plans are the same. It prints one of these messages for the query:

*  Thequeriesare the same.

* Thequeriesare different.

»  Thequeries are different but have the same hash key.
It prints one of these messages for the abstract plan:

»  Thequery plans are the same.

» Thequery plans are different.

sp_cmp_gplans aso prints areturn status showing the results of the
comparison. The status values 1, 2 and 10 are additive. The status values
are show in Table 1-15
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Table 1-15: Return status values for sp_cmp_gplans
Return value  Meaning

0 The query text and abstract plans are the same.

+1 The queries and hash keys are different.

+2 The queries are different, but the hash keys are the same.
+10 The abstract plans are different.

100 One or both of the plan IDs does not exist.

e Tofind theID of aplan, use sp_help_gpgroup or sp_find_gplan. Plan IDs
are also returned by create plan and are included in showplan output.

Permissions Any user can execute sp_cmp_gplans to compare plans that he or she owns.
Only aSystem Administrator or the Database Owner can compare plans owned
by another user.

Auditing Values in event and extrainfo columns from the sysaudits table are:
Command or access
Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current active roles
procedure « Keywordsor options—NULL

* Previousvalue—NULL
e Current value—NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set
proxy in effect

See also System procedures sp_cmp_all_gplans, sp_help_gpgroup
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Sp_commonkey

Description

Syntax

Parameters

Examples

Usage
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Defines a common key—columns that are frequently joi ned—between two
tables or views.

sp_commonkey tabaname, tabbname, colla, collb
[, col2a, col2b, ..., col8a, col8b]
tabaname
is the name of the first table or view to be joined.

tabbname
is the name of the second table or view to be joined.

colla
isthe name of the first column in the table or view tabaname that makes up
the common key. Specify at least one pair of columns (one column from the
first table or view and one from the second table or view).

collb
isthe name of the partner columnin thetable or view tabbname that isjoined
with colla in the table or view tabaname.

Example 1 Defines acommon key on titles.titleid and titleauthor.titleid:
sp_commonkey titles, titleauthor, title id, title id

Example 2 Assumestwo tables, projects and departments, each with acolumn
named empid. This statement defines a frequently used join on the two
columns:

sp_commonkey projects, departments, empid, empid

»  Common keys are created in order to make explicit alogical relationship
that isimplicit in your database design. The information can be used by an
application. sp_commonkey does not enforce referential integrity
constraints; use the primary key and foreign key clauses of the create table
or alter table command to enforce key relationships.

»  Executing sp_commonkey adds the key to the syskeys system table. To
display areport on the common keys that have been defined, use
sp_helpkey.

* You must be the owner of at least one of the two tables or views in order
to define a common key between them.
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The number of columns from the first table or view must be the same as
the number of columnsfrom the second table or view. Up to eight columns
from each table or view can participate in the common key. The datatypes
of the common columns must also agree. For columns that take alength
specification, the lengths can differ. The null types of the common

columns need not agree.

The installation process runs sp_commonkey on appropriate columns of

the system tables.

You cannot use a Java datatype with sp_commonnkey.

Permissions Only the owner of tabaname or tabbname can execute sp_commonkey.

Auditing Values in event and extrainfo columns from the sysaudits table are:

Event Audit option

Command or access

audited Information in extrainfo

38 exec_procedure

Execution of a .
procedure o

Roles — Current active roles

Keywords or options—NULL

Previous value — NULL

Current value— NULL

Other information — All input parameters

Proxy information — Original login name, if set
proxy in effect

See also Commands alter table, create table, create trigger

System procedures sp_dropkey, sp_foreignkey, sp_helpjoins, sp_helpkey,
sp_primarykey
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Sp_companion

Description Performs cluster operations such as configuring Adaptive Server asa
secondary companion in a high availability system and moving a companion
server from one failover mode to another. sp_companion is run from the
secondary companion.

Syntax Sp_companion

[server_name

{, configure
[, {with_proxydb | NULL}]
[, srviogin]
[, server_password]
[, cluster_login]
[, cluspassword]]

| drop

| suspend

| resume

| prepare_failback

| do_advisory}
{, all
| help
| group attribute_name
| base attribute_name}

Parameters server_name
is the name of the Adaptive Server on which you are performing a cluster
operation.

configure
configuresthe server specified by server_name asthe primary companionin
afailover configuration.

drop
permanently drops a companion from failover configuration. After the
command has completed, the servers are in single-server mode.

suspend
temporarily removes the companions from a failover configuration. After
the command is completed, the companions are in suspended mode.

resume
reverses the suspend command and resumes normal companion mode
between the companions.

prepare_failback
prepare the secondary companion to relinquish the primary companion’s
resources so it can failback.
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do_advisory
verifies that the secondary companion is compatible for successfully
performing the primary companion’s functions during failover mode.

e all—causesdo_advisory the investigate al the parameters.
e help —displaysinformation and syntax about the do_advisory parameter.

e group attribute — limits do_advisory to investigate only the group
attributes.

e base attribute —limitsdo_advisory to investigate only the base attributes.

with_proxydb
creates proxy databases on the secondary companion for all database other
than the system databases — and all subsequent databases that are added —
when thisparameter isincluded intheinitial configuration of the companion
servers. By default, with_proxydb is disabled.

srvlogin
isauser’slogin to access the companion server. By default, the value of
srvlogin is“sa’.

srvpassword
isthe user’s password to access the companion server. By default, the value
of srvpassword isnull.

cluster_login
istheuser’slogintologinto the cluster. By default, thevalue of cluster_login
is“sa’.

cluspassword
isthe user password you must provideto log into the cluster. By default, the
value of cluspassword isnull.

Examples Example 1 Configures the Adaptive Server MONEY 1 as the primary
companion:
sp_companion "MONEY1l", configure

Example 2 Configuresthe Adaptive Server MONEY 1 as the primary
companion and creates proxy databases on the secondary companion:

sp_companion "MONEY1l", configure, with proxydb, "sa", "sapsswd"

Example 3 Drops the Adaptive Server PERSONEL 1 from the failover
configuration. After the command has compl eted, both the primary companion
and the secondary companion will be in single-server mode;

sp_companion "PERSONEL1", "drop"
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Usage

Permissions

Auditing
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Example 4 Resumes normal companion mode for the companion server (in
this example, MONEY 1):

sp_companion "MONEY1l", "resume"

Example 5 Preparesthe primary companion (in this example, PERSONEL 1)
to change to normal companion mode and resume control of the Adaptive
Server that failed over:

sp_companion "PERSONEL1", "prepare failback"

Example 6 Checksto make sure a cluster operation with the PERSONEL 1
companion will be successful. Because do_advisory in thisexample usestheall
parameter, it checks al the do_advisory attributes of PERSONEL 1 to make
sure that none of them will prevent a successful cluster operation, and that the
secondary companion can successfully perform the primary companion’s
operations after failover is complete:

sp_companion "PERSONEL1", do_advisory, "all"

Example 7 Checksto make sure that none of the attributes for the Component
Integration Services (CIS) on the companion server is compatible with the
local server:

sp_companion "PERSONEL1l", do_advisory, "CIS"

*  sp_companion performs cluster operations such as configuring Adaptive
Server as a secondary companion in a high availability system.
sp_companion also moves companion servers from one failover mode to
another (for example, from failover mode back to normal companion
mode). sp_companion is run from the secondary companion.

*  sp_companion isinstalled with the installhasvss (insthasv on Windows
NT), not the installmaster script. installhasvssis located in the scripts
subdirectory in $SYBASE_ASE.

*  sp_companion automatically disables Sybase's mirroring. Sybase
recommends that you use a third-party mirroring software to protect your
data from disk failures.

For complete information, see Using Sybase Failover in A High Availability
System. Before running the do_advisory command, make sure to read the
configuration chapter of this book aswell as the do_advisory chapter.

Only users with the ha_role can issue sp_companion.

Values in event and extrainfo columns from the sysaudits table are:
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Command or access

Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current active roles
procedure » Keywords or options—NULL

¢ Previousvalue— NULL
¢ Current value— NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set
proxy in effect
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sp_configure

Description

Syntax

Parameters
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Displays configuration parameters by group, their current values, their default
values, the value to which they have most recently been set, and the amount of
memory used by this setting. Displays only the parameterswhose display level
isthe same as or below that of the user.

sp_configure [configname [, configvalue] | group_name |
non_unique_parameter_fragment]

sp_configure "configuration file", 0, {"write" | "read" | "verify" | "restore"}
"file_name"

configname
displaysthe current value, default value, most recently changed value, and
amount of memory used by the setting for all parameters matching
parameter.

configvalue
resets configname to configvalue and displays the current value, default
value, configured value, and amount of memory used by configname.

sp_configure configname, 0, “default” resets configname to its default value
and displays current value, default value, configured value, and amount of
memory used by configname.

group_name
displays all configuration parametersin group_name, their current val ues,
their default values, the value (if applicable) to which they have most
recently been set, and the amount of memory used by this setting.

non_unique_parameter_fragment
displays all parameter names that match non_unique_parameter_fragment,
their current values, default values, configured values, and the amount of
memory used.

write
createsfile_name from the current configuration. If file_name already exists,
amessage iswritten to the error log and the existing file is renamed using
the convention file_name.001, file_name.002, and so on. If you have
changed a static parameter but have not restarted your server, “write” gives
you the currently running value for that parameter.

read
performs validation checking on values contained in file_name and reads
those values that pass validation into the server. If any parameters are
missing from file_name, the current running values for those parameters are
used.
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verify
performs validation checking on the values in file_name.

restore
createsfile_name with thevaluesin sysconfigures. Thisisuseful if all copies
of the configuration file have been lost and you need to generate a new copy.

file_name
is the name of the file you want to use sp_configure on.

Examples Example 1 Displaysal configuration parameters by group, their current
values, their default values, the value (if applicable) to which they have most
recently been set, and the amount of memory used by this setting:

sp_configure
Example 2 Displaysall configuration parameters that include the word
“identity”:
sp_configure "identity"

Configuration option is not unique.

Parameter Name Default Memory Used Config Value Run Value Unit Type
identity burning set 1 0 1 1 id static
identity grab size 0 0 0 0 id dyna
size of auto identit 10 0 10 10 bytes dyna

Example 3 Setsthe system recovery interval in minutes to 3 minutes:

sp_configure "recovery interval in minutes", 3
Parameter Name Default Memory Used Config Value Run Value Unit Type
recovery interval 5 0 3 3 min dyn

Configuration option changed. The SQL Server need not be rebooted since the
option is dynamic.

Example 4 Resets the value for number of devices to the Adaptive Server
default:

sp_configure "number of device", 0, "default"
Example 5 Configures four databases to be recovered concurrently, enter:

sp_configure "max concurrently recovered db", 4
Example 6 Starts four checkpoint tasks, enter:

sp_configure "number of checkpoint tasks", 4
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Example 7 Captures Query Processing metrics (gp metrics) at the server level:
sp_configure "enable metrics capture", 1

Example 8 Performs validation checking on the values in the file srv.config
and readsthe parametersthat pass validation into the server. Current run values
are subgtituted for values that do not pass validation checking:

sp_configure "configuration file", 0, "read",
"srv.config"

Example 9 Runs validation checking on the valuesin the file restore.config:

sp_configure "configuration file", 0, "restore",
"generic.config"

Example 10 Createsthe file my_server.config and writes the current
configuration values the server isusing to that file:

sp_configure "configuration file", 0, "write",
"my server.config"

Example 11 Performsavalidation check on the valuesin
$SYBASE/backup_config.cfg:

sp_configure "configuration file", 0, "verify",
"$SYBASE/backup config.cfg"

» Any user can execute sp_configure to display information about
parameters and their current values, but not to modify parameters. System
Administrators can execute sp_configure to change the values of most
configuration parameters. Only System Security Officers can execute
certain parameters. These are listed under “Permissions” in this section.

»  sp_configure allows you to specify the value for configuration paramters
in unit specifiers. The unit specifiersare p or P for pages, m or M for
megabytes, g or G for gigabytes, and t or T for terabytes. If you do not
specify aunit, and you are configuring a parameter that controls memory,
Adaptive Server usesthe logical page size for the basic unit.

*  When you execute sp_configure to modify a dynamic parameter:
»  The configuration and run values are updated.
» Theconfiguration file is updated.
»  The change takes effect immediately.

*  When you execute sp_configure to modify a static parameter:

»  The configuration value is updated.
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The configuration file is updated.
The change takes effect only when you restart Adaptive Server.

When issued with no parameters, sp_configure displays areport of all
configuration parameters by group, their current values, their default
values, thevalue (if applicable) to which they have most recently been set,
and the amount of memory used by this setting:

Thedefault columnin thereport displaysthe value Adaptive Server is
shipped with. If you do not explicitly reconfigure a parameter, it
retains its default value.

Thememory used column displays the amount of memory used by the
parameter at its current valuein kilobytes. Some related parameters
draw from the same memory pool. For instance, the memory used for
stack size and stack guard size isalready accounted for in the memory
used for number of user connections. If you added the memory used by
each of these parameters separately, it would total more than the
amount actually used. In the memory used column, parameters that
“share’” memory with other parameters are marked with a hash mark

).

The config_value column displays the most recent value to which the
configuration parameter has been set with sp_configure.

The run_value column displays the value being used by Adaptive
Server. It changes after you modify a parameter’s value with
sp_configure and, for static parameters, after you restart Adaptive
Server. Thisisthe value stored in syscurconfigs.value.

Note If theserver usesacase-insensitive sort order, sp_configure with
no parametersreturnsalist of all configuration parameters and groups
in alphabetical order with no grouping displayed.

Each configuration parameter has an associated display level. There are
three display levels:

The“basic” level displays only the most basic parameters. It is
appropriate for very general server tuning.

The“intermediate” level displays parametersthat are somewhat more
complex, aswell asshowingyou all the“basic” parameters. Thislevel
is appropriate for amoderately complex level of server tuning.
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e The“comprehensive’ level displays all parameters, including the
most complex ones. Thislevel isappropriate for users who do highly
detailed server tuning.

The default display level is“comprehensive’. Setting one of the other
display levelslets you work with a subset of the configuration parameter,
shortening the amount of information displayed by sp_configure.

The syntax for showing your current display level is:
sp_displaylevel

» Forinformationontheindividual configuration parameters, seethe System
Administration Guide.

max concurrently recovered db
This parameter determines the degree of parallelism during database recovery:

»  When Adaptive Server is not in recovery, this configuration parameter
takes effect statically. However, when Adaptive Server isin recovery, a
System Administrator can force serial recovery dynamically.

»  The effectiveness of max concurrently recovered db is dependent on the
database layout and the performance of underlying 1/0O subsystem.

number of checkpoint tasks

This parameter configures parallel checkpoints:

» Paralel checkpoints depend on the layout of the databases and
performance of underlying I/O sybsystems. Tune this parameter
depending on the number of active databases and the ability of the 1/O
subsystem to handle writes.

»  This configuration parameter is dynamic. When the value for this
parameter is reduced, checkpoint tasks drain out, and when the value is
increased, additional tasks are created.

Any user can execute sp_configure to display information about parametersand
their current values.

Only System Administrators can execute sp_configure to modify values for:
* max concurrently recovered db

*  number of checkpoint tasks

* enable logins during recovery

* enable semantic partitioning
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Only System Administrators and System Security Officers can execute

sp_configure to modify configuration parameters.

Only System Security Officers can execute sp_configure to modify valuesfor:

allow procedure grouping

allow select on syscomments.text

allow updates
audit queue size
auditing

current audit table

remote access

suspend auditing when full

systemwide password expiration

System Administrators can modify all other parameters.

Auditing Values in event and extrainfo columns from the sysaudits table are:
Command or access
Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current active roles
procedure » Keywords or options—NULL
* Previousvalue— NULL
e Current value— NULL
¢ Other information — All input parameters
¢ Proxy information — Original login name, if set
proxy in effect
73 Automatically Turning the auditing ¢ Roles— Current active roles

audited event nto
controlled by an
option.
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parameter on with

sp_configure

Keywords or options—NULL
Previous value— NULL
Current value— NULL

Other information — NULL

Proxy information — Original login name, if set

proxy in effect
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Event

Command or access
Audit option audited Information in extrainfo

74

Automatically Turning the auditing ¢ Roles— Current active roles
audited event nto  parameter off with « Keywords or options— NULL
controlled by an sp_configure

option. ¢ Previousvalue— NULL

¢ Current value— NULL
¢ Other information — NULL

¢ Proxy information — Original login name, if set
proxy in effect

82

See also
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security sp_configure ¢ Roles— Current activeroles

« Keywords or options— Name of the
configuration parameter

¢ Previousvalue — Old parameter vaue if
command is setting anew value

¢ Current value — New parameter value if
command is setting anew value

¢ Other information — Number of configuration
parameter, if a parameter is being set; name of
configuration file, if aconfiguration fileisbeing
used to set parameters

¢ Proxy information — Original login name, if set
proxy in effect

For more information on max concurrently recovered db and number of
checkpoint tasks, see Chapter 27, “Backing up and Restoring User Databases,”
in the System Administration Guide.

Commands set

System procedures sp_dboption, sp_displaylevel, sp_helpconfig,
sp_monitorconfig, set
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sp_copy_all gplans

Description

Syntax

Parameters

Examples

Usage

Permissions

Auditing

Copies all plansfor one abstract plan group to another group.

sp_copy_all_gplans src_group, dest_group

src_group

is the name of the source abstract plan group.

dest_group

is the name of the abstract plan group to which the plans are to be copied.

Copies all of the abstract plansin the dev_plans group to the ap_stdin group:

sp_copy all gplans dev plans, ap stdin

The destination group must exist before you can copy plansintoit. It may
contain plans.

sp_copy_all_gplans callssp_copy_gplan for each plan in the source group.
Each plan is copied as a separate transaction, so any problem that keeps
sp_copy_all_gplans from completing does not affect the plans that have
aready been copied.

sp_copy_gplan prints messages when it cannot copy a particular abstract
plan. You also see these messages when running sp_copy_all_gplans.

If the query text for a plan in the destination group exactly matches the
query text in the source group and the user 1D isthe same, the plan is not
copied, and a message giving the plan ID is sent to the user, but the
copying process continues with the next plan in the source group.

Copying avery large number of abstract plans can take considerabletime,
and al so requires space on the system segment in the database and space
to log the changes to the database. Use sp_spaceused to check the size of
sysqueryplans, and sp_helpsegment for the system and logsegment to
check the space available.

Any user can executesp_copy_all_gplans to copy an abstract plan that he or she
owns. Only the System Administrator or Database Owner can copy plans that
are owned by other users.

Values in event and extrainfo columns from the sysaudits table are:
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Command or access

Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current activeroles
procedure + Keywords or options—NULL

* Previousvalue—NULL
e Current value— NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set
proxy in effect

See also System procedures sp_copy_gplan, sp_help_gpgroup
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Sp_copy_gplan

Copies one abstract plan to an abstract plan group.

Description

Syntax

Parameters

Examples

Usage

Permissions

Auditing

sp_copy_gplan src_id, dest_group

src_id

isthe ID of the abstract plan to copy.

dest_group

is the name of the destination abstract plan group.

sp_copy gplan 2140534659, ap_stdin

The destination group must exist before you can copy an abstract planinto
it. You do not need to specify a source group, since plans are uniquely
identified by the plan ID.

A new plan ID is generated when the plan is copied. The plan retains the
ID of the user who created it, even if the System Administrator or
Database Owner copies the plan. To assign a different user 1D, a System
Administrator or Database Owner can use sp_export_gpgroup and
sp_import_gpgroup.

If the query text for a plan in the destination group exactly matches the
query text in the source group and the user 1D, the plan is not copied, and
amessage giving the plan IDs is sent to the user.

To copy dl of the plansin an abstract plan group, use sp_copy_all_gplans.

Any user can execute sp_copy_gplan to copy a plan that he or she owns. Only
the System Administrator or Database Owner can copy plans that are owned
by other users.

Values in event and extrainfo columns from the sysaudits table are:

Event

Audit option

Command or access
audited Information in extrainfo

38

See also
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exec_procedure

Execution of a ¢ Roles— Current active roles
procedure » Keywords or options—NULL
¢ Previousvalue— NULL
e Current value— NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set
proxy in effect

System procedures sp_copy_all_gplans, sp_help_qgpgroup, sp_help_gplan,
sp_import_gpgroup
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Sp_countmetadata

Description

Syntax

Parameters

Examples

Usage

172

Displays the number of indexes, objects, or databases in Adaptive Server.
sp_countmetadata "configname" [, dbname]

configname
is either “number of open databases”, “number of open objects”, or “number
of open indexes”, or “number of open partitions”.

dbname
isthe name of the database on which to run sp_countmetadata. If no database
name s given, sp_countmetadata provides atotal count for all databases.

Example 1 Reports on the number of user objectsin Adaptive Server. Usethis
value to set the number of objects alowed in the database, plus space for
additional objects and temporary tables:

sp_configure "number of open objects", 310
sp_countmetadata "open objects"

There are 283 user objects in all database(s), requiring
117.180 Kbytes of memory. The 'open objects'
configuration parameter is currently set to a run value
of 500.

Example 2 Reports on the number of indexes in Adaptive Server:
sp_countmetadata "open indexes", pubs2

There are 21 user indexes in pubs2 database(s),
requiring 8.613 kbytes of memory. The 'open indexes'
configuration parameter is currently set to 600.

*  sp_countmetadata displays the number of indexes, objects, databases, or
partitions in Adaptive Server, including the number of system databases
such as model and tempdb.

* Avoid running sp_countmetadata during Adaptive Server peak times. It
can cause contention on the sysindexes, sysobjects, sysdatabases, and
syspartitions System tables.

* You can run sp_countmetadata on a specified database if you want
information on a particular database. However, when configuring caches
for indexes, objects, databases, or partitions, run sp_countmetadata
without the database_name option.
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sp_countmetadata

The information on memory returned by sp_countmetadata can vary by
platform. For example, a database on Adaptive Server for Windows NT
could have a different sp_countmetadata result than the same database on
Sun Solaris. Information on the number of user indexes, objects,
databases, or partitions should be consistent, however.

sp_countmetadata does not include temporary tablesin its calcul ation.
Add 5 percent to the open objects value and 10 percent to the open indexes,
open partitions value to accommodate temporary tables.

If you specify a nonunique fragment of “open indexes”, “open objects”,
“open databases”, Or “open partitions” for configname, sp_countmetadata
returns alist of matching configuration parameter names with their
configured values and current values. For example:

n open n

Configuration option is not unique.

option name

config value run value

curread change w/ open cursors 1 1
number of open databases 12 12
number of open indexes 500 500
number of open objects 500 500
open index hash spinlock ratio 100 100
open index spinlock ratio 100 100
open object spinlock ratio 100 100
Permissions Only a System Administrator or the Database Owner can execute
sp_countmetadata.
Auditing Values in event and extrainfo columns from the sysaudits table are:
Command or access
Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current active roles
procedure » Keywords or options—NULL
¢ Previousvalue— NULL
e Current value— NULL
¢ Other information — All input parameters
¢ Proxy information — Original login name, if set
proxy in effect
See also System procedures sp_configure, sp_helpconfig, sp_monitorconfig
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sp_cursorinfo

Description

Syntax

Parameters

Examples

174

Reports information about a specific cursor or all execute cursors that are
active for your session.

sp_cursorinfo [{cursor_level | null}] [, cursor_name]

cursor_level | null
isthe level at which Adaptive Server returns information for the cursors.
You can specify the following for cursor_level:

Level Types of cursors

N Any cursors declared inside stored procedures at a specific procedure
nesting level. You can specify any positive number for its level.

0 Any cursors declared outside stored procedures.

-1 Any cursors from either of the above. You can substitute any negative

number for thislevel.

If you want information about cursors with a specific cursor_name,
regardless of cursor level, specify null for this parameter.

cursor_name
is the specific name for the cursor. Adaptive Server reports information
about all active cursorsthat use this name at the cursor_level you specify. If
you omit this parameter, Adaptive Server reports information about all the
cursors at that level.

Example 1 Displays the information about the cursor named c at level O:

1> declare c¢ cursor

2> for select au_id,au_lname, au_fname from authors
3> go

1> sp_cursorinfo

2> go

Cursor name 'c' is declared at nesting level '0'.
The cursor is declared as NON-SCROLLABLE cCursor.
The cursor id is 917505.

The cursor has been successfully opened 0 times.
The cursor will remain open when a transaction is
committed or rolled back.

The number of rows returned for each FETCH is 1.
The cursor is updatable.

This cursor is using 5389 bytes of memory.

(return status = 0)
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sp_cursorinfo 0,

Example 2 Displaysinformation on the cursor’s scrollability and sensitivity,
in this case a semi-sensitive scrollable cursor css:

Cursor_css

Cursor name 'css' is declared at nesting level '0'.

is declared as SEMI_SENSITIVE SCROLLABLE cursor.

id is 786434.

has been successfully opened 1 times.

was compiled at isolation level 1.

is currently scanning at a nonzero isolation level.

The
The
The
The
The
The
Ther
curs
The
The
The

The result columns

Name
Name

Usage

cursor
cursor
cursor
cursor
cursor
cursor
e have
or.

cursor
number
cursor

= 'cl!

= 'c2v,

is positioned on a row.
been 1 rows read, 0 rows updated and 0 rows deleted through this

will remain open when a transaction is committed or rolled back.
of rows returned for each FETCH is 1.

is read only.

This cursor is using 19892 bytes of memory.

There are 2 columns returned by this cursor.

, Table =
Table =

are:
'tl', Type
'tl', Type

(not updatable)
(not updatable)

INT, Length

4
INT, Length 4

* If you do not specify either cursor_level or cursor_name, Adaptive Server
displaysinformation about all active cursors. Active cursors are those
declared by you and alocated by Adaptive Server.

»  Adaptive Server reports the following information about each cursor:
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The cursor name, its nesting level, its cursor ID, and the procedure
name (if it is declared in a stored procedure).

The number of times the cursor has been opened.

Theisolation level (0, 1, or 3) in which it was compiled and in which
itis currently scanning (if open).

Whether the cursor isopen or closed. If the cursor is open, it indicates
the current cursor position and the number of rows fetched.

Whether the open cursor will be closed if the cursor’s current position
is deleted.

Whether the cursor will remain open or be closed if the cursor’s
current transaction is committed or rolled back.

The number of rows returned for each fetch of that cursor.
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*  Whether the cursor is updatable or read-only.

e The number of columns returned by the cursor. For each column, it
displays the column name, the table name or expression result, and
whether it is updatable.

The output from sp_cursorinfo varies, depending on the status of the
cursor. In addition to the information listed, sp_cursorinfo displays the
showplan output for the cursor. For more information about showplan, see
the Performance and Tuning Guide.

Permissions Any user can execute sp_cursorinfo.
Auditing Valuesin event and extrainfo columns from the sysaudits table are:
Command or access
Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current activeroles
procedure » Keywords or options—NULL

¢ Previousvalue— NULL
e Current value—NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set
proxy in effect

See also Commands declare cursor, set
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sp_dbextend

Description

Syntax

Allows you to:

e Install automatic database expansion procedures on database/segment
pairs and devices.

«  Define site-specific policies for individual segments and devices.

«  Simulate execution of the database expansion machinery, to study the
operation before engaging large volume loads.

These policies are stored in the sysattributes table in master database.
All arguments are string arguments:

sp_dbextend ’help’[, <command > ]

sp_dbextend [ ['set’, [threshold’, dbname, segmentname, freespace |
‘database’, dbname, segmentname {[ [, growby ] [, maxsize ] ]} |
'device', devicename { [ [, growby ] [, maxsize ] ] }] |
‘clear’, 'threshold’', dbname, segmentname

sp_dbextend ‘clear', 'database’ [, dbname [, segmentname ] |
sp_dbextend ‘clear', 'device' [, devicename ]

sp_dbextend 'modify’, 'database’, dbname, segmentname,
{'growby' | 'maxsize' }, newvalue

sp_dbextend 'modify’, 'device', devicename, { 'growby’ | ' maxsize '},
newvalue

sp_dbextend { 'list' | 'listfull' } [, 'database’ [, dbname [, segmentname
[, order_by clause]]11]]

sp_dbextend { 'list' | 'listfull' } [, 'device' [, devicename [, order_by_clause ]]]

sp_dbextend { 'list' | 'listfull' }, [ 'threshold’ [ , @dbname
[, @segmentname ]]]

sp_dbextend ‘check’, 'database’ [, dbname [, segmentname ] ]
sp_dbextend { 'simulate’ | 'execute' }, doname, segmentname [, iterations ]
sp_dbextend ‘'trace’, {'on' | 'off' }

sp_dbextend 'reload [defaults]'

sp_dbextend { 'enable’ | 'disable' }, 'database’ [, dbname [, segmentname ] ]
sp_dbextend 'who' [, '<spid>' | 'block'’ | 'all' ]
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Parameters set
sets the threshold at which a database, segment, or device should fire. The
arguments are;

e threshold —specifiesthe free spacelevel at whichtoinstall thethreshold
on a specified database and segment.

You should always specify freespace in size unit specifiers, such as
megabytes. If you specify no size units, the value of freespaceistreated
as the number of kilobytesin the segment.

» database — specifies the name of the database/segment pair, the size by
which to alter the database, and the maximum size of the database, at
which the expansion process stops.

growby —istherate, in unit specifiers or percentage values, at which the
database grows at each expansion attempt. maxsizeisthe maximumsize
of the segment, after which no further expansion occurs. Both are
optional parameters.

e device — definesthe growth rate and maximum size of adevice, in unit
specifiers or percentage values, at which the device can grow. maxsize
in devicesis subject to OS disk limitations.

clear
clears any previously set rules of expansion for a specified database and
segment or for a specified device.

modify
modifies previously set site-specific policies, such as growby and maxsize,
for a database and segment.

Use newvalue to specify the new value you set for automatic expansion.

list
lists briefly existing rules for a specified database, segment, device, or
threshol ds on specified segments, and presents the data from
master.dbo.sysattributes in areadable format. Allowsyouto view ruleson a
per-database or per-device basis.

Presents the current rulesin effect.

Useorder_by clauseto generatelistingsinadifferent order from the default
ordering of name, type.

Usethreshold to display all the thresholds that are currently installed on the
specified database (using the @dbname) and segment (using @segment
name).
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listfull
lists fully the site-specific policy rules, and includes acomment column in
the sysattributes table that displays a datetime stamp for when the rule was
set, and when it was last modified.

check
examines current policies and verifies that they are consistent with the
current space layout in each segment. If any policy settings appear
redundant, ineffective, or incorrect, a warning message appears.

simulate
simulates executing the database or device expansion schemes executed at
runtime, according to the set of current policies implemented by the set
command.

iterations specifies the number of times you simulate the expansion.

execute
performs the actual database/segment, or device, expansion, using the
current set of policies.

reload defaults
reinitializes sysattributes with the system-supplied defaults for growby and
maxsizein all databases, segments, and devices, and revertsthe databases or
devicesto the original default behavior.

help
provides help information for all command parameters, such asset or list, or
help information for any single command.

trace
traces the threshold procedure execution logic in al expansion processes.

enable, disable
enables or disables the automatic expansion procedures on a specified
database segment or device.

who
shows any active expansion processes running currently. ‘<spid>' restricts
the output for a particular spid. Use:

e block to show tasks that currently cause blocking of the expansion
process.

e all to show dl currently active tasks.
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freespace
specifies the free space value at which the threshold procedure isinstalled
on the specified segment. Always use size unit specifiers, such as
megabytes, to specify freespace.

dbname
is the name of the database in which the threshold is being installed.

segmentname
is the segment contained in database dbname.

devicename
isthe logical name of the affected device.

newvalue
specifiesthe new value you set for automatic expansion when you modify a
policy for a database/segment pair or device.

order_by_clause
generates listings in a different order from the default ordering in the list
command. The default order is name, type.

iterations
specifies the number of times an expansion is simulated or executed.

growby
specifiestherate, inunit specifiersor percentage values, at which aspecified
database segment or device grows each time the threshold procedures are
attempted.

maxsize
isthe maximum size of a segment/database pair or device, the size at which
automatic expansion must stop.

Examples Example 1 set thresholds — installs the space expansion threshold on alog
segment in the database pubs2 at 100MB:

sp_dbextend 'set', 'thresh',K pubs2, logsegment, '100m'

Example 2 set database —installs a policy for the logsegment segment, at a
growth rate of 100MB per expansion attempt:

sp_dbextend 'set', 'database', pubs2, logsegment, '100m'

Example 3 set device — expands this device until either the OS disk space
limitation or the device size of 32GB isreached:

sp_dbextend 'set', 'device', pubs2-datadevl, '100m'
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Example 4 clear —shows how to clear all space-expansion thresholds
previoudly installed in pubs2, logsegment:

sp_dbextend 'clear', 'thresh',6 pubs2, logsegment

You can aso the space-expansion threshold for segment datasegl in pubs2,
installed at a free space of 200MB:

sp_dbextend 'clear', 'thresh',6 pubs2, datasegl, '200m'

Example 5 modify —definesthe rate of growth as 5% of current value, in each
expansion attempt:

sp_dbextend 'modify', 'da', pubs2, logsegment, 'growby', '5%'
A command can fail when maxsizeis not previoudly defined:
sp_dbextend 'modify', 'device', pubs2 log dev, 'maxsize', '2.3g'
Example 6 list—lists briefly the rulesfor all databases and devices:
sp_dbextend 'list'
Thislistsrulesfor all databases with names similar to ‘pubs%':
sp_dbextend 'list', 'database',6 'pubs%'

Example 7 listfull —liststherulesfor all databases and devices, including a
comment column showing a datetime stamp:

sp_dbextend 'listfull'

Example 8 list threshold —when issued from the pubs2 database, thisliststhe
thresholds setup on various segments in the pubs2 database:

sp_dbextend 'list', 'threshold!’
To examine the thresholds on a particular segment, use as:
sp_dbextend 'list', 'threshold', pubs2, 'logsegment'

Example 9 simulate — simulates an expansion twice, without tripping the
thresholds:

sp_dbextend 'simulate', pubs2, logsegment, '2'
Example 10 execute — executes an automatic expansion procedure:

sp_dbextend 'execute', pubs2, logsegment
Example 11 help — obtains help for a specific command:

sp_dbextend help, 'set!'
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Usage

182

You can only set one automatic expansion threshold on any given
database/segment pair. If you try to install another instance of the
threshold procedure, even at adifferent free space value, an error israised.

You cannot set system-supplied defaults, only modify them. After you
modify system defaults you can reset them by re-running the
installdbextend script, or by using the reload defaults command.

To disallow any automatic growth in a particular segment, either specify 0
for growby or maxsize, or do not install the threshold procedure at all. If
you specify NULL for this parameter, defaults to the system-specified
default growby rate is used.

maxsize is the maximum size of the segment at which the automatic
expansion process stops, not the maximum size of the database.

Thereisno system-specified maximum size for the default database. If no
maxsize value is specified, the size of the databaseis limited only by the
physical limitations of the database device.

To turn off the automatic growth feature on a particular device, specify 0
for growby or maxsize. If you do not specify avaluefor growby, the default
expansion rateis used.

You can set maxsize to a value larger than the total amount of disk space
available on the device, but actual expansion islimited to the available
disk space at the time expansion is attempted.

When you use this stored procedure to clear athreshold, dbname and
segmentname are required arguments.

When you use this stored procedure to clear a database, and provide no

dbname and segmentname, all policy rules—that is, all the relevant rows
in master.dbo.sysattributes—for the current database and all segmentsinit
aredeleted. Thisisagood way to reverse all settingsto default and restart.

When you usethis stored procedureto clear adevice, if you do not provide
avalue for devicename, no policy rules are cleared. You can clear out the
policy rulesfor asingle device by providing devicename or using “%” to
clear policiesfor all devices.

You can specify dbname, devicename, and segmentname using patterns, so
that names whose patterns match the specified pattern are considered for
the clear, enable, disable, and list operations.

You must have set a value or property before you can modify it. modify
failsif no value was previously set. growby and maxsize are modified to
the new value specified by newvalue
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Permissions
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The new value specified in newvalue remains in effect throughout
subsequent attempts to expand either the database or device. Even if
newvalue is less than the current size of the database, segment, or device,
the object does not shrink. newval ue specifies only future expansion, and
does not affect current sizes.

When you uselist for a database and provide no dbname or segmentname,
all the palicy rules (that is, rowsin master.dbo.sysattributes) for all
segmentsin the current database are listed.

Provide dbname and segmentname to obtain policy rulesfor individual
databases and for the segments inside them.

When you use list for a device name and provide no devicename, default
policy rulesfor al devices are listed. You can filter thisto list the policy
rulesfor asingle device by providing devicename or use pattern specifiers
for the devicename.

You can simulate the expansion of only one database/segment pair at a
time. Both dbname and segmentname are required arguments. You cannot
use wildcard patterns in doname or segmentname for execute or simulate
commands.

The maximum size of adeviceis 32Gb.

Usereload to re-initialize your databases and devices after using modify
and simulate. reload deletes any existing rows in master.dbo.sysattributes
that describe system default behavior, and loads new rows.

reload does not del ete user-specified policies.

trace turns the trace facility on or off throughout the server. If trace ison,
messages appear in the server error log when athreshold fires. Use trace
only for troubleshooting.

sa_role permission is needed to run the install dbextend script, and execute
permission is granted to public only on sp_dbextend.

Any user can execute the list parameter. All other commands must be granted
Database Owner or sa_role permissions on the specified database.

Commands such as clear, that allow pattern specifiers for the dbname
argument, require sa_role privilege.

The following command parameters require sa_role privilege: simulate,
execute, check, reload defaults, trace.
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If the automatic expansion procedures areinstalled on asegment by a Database
Owner without sa_role privilege, the devices do not expand, because the user
cannot run the disk resize command. Sybase recommends that a user with

sa_role privilege run the set threshold command when installing the threshold

procedure.
Auditing Values in event and extrainfo columns from the sysaudits table are:
Command or access
Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current activeroles
procedure » Keywords or options—NULL

¢ Previousvalue— NULL
¢ Current value— NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set
proxy in effect

See also Stored procedures sp_dropthreshold, sp_modifythreshold

Commands alter database, create database, disk init, disk resize
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sp_dboption

Description Displays or changes database options, and enables the asynchronous log
service feature.

Syntax sp_dboption [dbname, optname, optvalue [, dockpt]]

Parameters dbname
is the name of the database in which the option is to be set. You must be
using master to execute sp_dboption with parameters (that is, to change a
database option). You cannot, however, change option settingsin the master
database.

optname
isthe name of the option to be set. Adaptive Server understands any unique
string that is part of the option name. Use quotes around the option name if
itisakeyword or includes embedded blanks or punctuation. Valid valuesare
directio or dsync:

e directio — enables Adaptive Server to write directly to disk, bypassing
the operating system’s buffer system.

e dsync —enables updates to the device take place directly on the storage
media, or are buffered by the UNIX file system

Note Thedirectio and dsync optionsare mutually exclusive; you cannot
specify “true” for both at the same time.

optvalue
isthe value of the setting. true turns the option on, and false turnsit off.

dockpt
specifies whether sp_dboption performs the checkpoint command on
dbname. The default value is 1, which automatically performs checkpoint.
You can run checkpoint on the dbname by performing the checkpoint
command manually.

Examples Example 1 Displaysalist of the database options:
sp_dboption

Settable database options
database options

abort tran on log full
allow nulls by default
async log service

auto identity
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dbo use only

ddl in tran

delayed commit

disable alias access
identity in nonunique index
no chkpt on recovery

no free space acctg

read only

select into/bulkcopy/pllsort
single user

trunc log on chkpt

trunc. log on chkpt.

unique auto identity index

Example 2 Makes the database pubs2 read only. :

1> use pubs2

2> go

1> master..sp dboption pubs2, "read", true
2> go

Database option 'read only' turned ON for database 'pubs2'.
Running CHECKPOINT on database 'pubs2' for option 'read only' to take effect.
(return status = 0)

Theread string uniquely identifies the read only option from among all
available database options. Note the use of quotes around the keyword read

Example 3 Makes the database pubs2 writable again, but by specifying 0 for
the dockpt option, you see the message, “ Run the CHECKPOINT command in

the database that was changed”:
1> use pubs2
2> go
1> master..sp dboption pubs2, "read", false, 0
2> go

Database option 'read only' turned OFF for database 'pubs2'.
Run the CHECKPOINT command in the database that was changed.
(return status = 0)

To manually perform a checkpoint on pubs2, enter:

1> checkpoint
2> go

Example 4 Allowsselect into, bcp and parallel sort operations on tablesin the
pubs2 database. The select into string uniquely identifies the select into/
bulkcopy option from among all available database options:
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use pubs2

go

master..sp dboption pubs2, "select into", true
go

Note Quotes are required around the option because of the embedded space.

Example 5 Automatically defines 10-digit IDENTITY columnsin new tables
created in mydb. The IDENTITY column, SYB_IDENTITY_COL, isdefined in
each new tablethat is created without specifying either aprimary key, aunique
constraint, or an IDENTITY column:

use mydb

go

master..sp dboption mydb, "auto identity", true

go
Example 6 Automatically includesan IDENTITY columnin the mydb tables
index keys, provided these tables already have an IDENTITY column. All
indexes created on the tables will be internally unique:

use master

go
sp_dboption mydb, "identity in nonunique index", true
go

use mydb

go

Example 7 Automatically includesan IDENTITY column with aunique,
nonclustered index for new tables in the pubs2 database:

use master

go
sp_dboption pubs2, "unique auto_identity index", true
go

use pubs2

go

Example 8 Setsasynchronous log service (ALS) in a specified database,
enabling the user log cache and the log writer threads.

sp_dboption "mydb", "async log service", true
use mydb

Example 9 Disables ALSin a specified database.

sp_dboption "mydb", "async log service", false
use mydb
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The master database option settings cannot be changed.

To display alist of database options, execute sp_dboption with no
parameters from inside the master database.

For areport on which database options are set in a particular database,
execute sp_helpdb.

The no chkpt on recovery option disablesthetrunc log on chkpt option when
both are set with sp_dboption for the same database. This conflict is
especially possible in the tempdb database which hastrunc log on chkpt set
to on as the defaullt.

The Database Owner or System Administrator can set or unset particular
database optionsfor all new databases by executing sp_dboption on model.

After sp_dboption has been executed, the change does not take effect until
the checkpoint command isissued in the database for which the option was
changed.

Asynchronous log service (ALS) options

The ALS option is disabled by default.

The AL S option cannot be enabled in system databases, such as master or
model.

The ALS option is persistent; once you enable AL S on a specified
database, you can dump and reload the database without disabling ALS.
To disable this feature, you must use sp_dboption to set the parameter to
false.

Database options

The abort tran on log full option determines the fate of atransaction that is
running when the last-chance threshold is crossed in the log segment of the
specified database. The default value isfalse, meaning that the transaction
is suspended and is awakened only when space has been freed. If you
change the setting to true, all user queries that need to write to the
transaction log are killed until space in the log has been freed.

Setting the allow nulls by default option to true changes the default value of
acolumn from not null to null, in compliance with the SQL standards. The
Transact-SQL default value for acolumn is not null, meaning that null
values are not allowed in a column unless null is specified in the create
table or alter table column definition. allow nulls by default true reverses
this.
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e Whilethe auto identity option is set to true (on), a10-digit IDENTITY
column is defined in each new table that is created without specifying
either a primary key, aunique constraint, or an IDENTITY column. The
column is not visible when you select all columns with the select *
statement. To retrieve it, you must explicitly mention the column name,
SYB_IDENTITY_COL, in the select list.

To set the precision of the automatic IDENTITY column, use the size of
auto identity column configuration parameter.

Though you can set auto identity to true in tempdb, it is not recognized or
used, and temporary tables created there do not automatically include an
IDENTITY column.

For areport on indexes in a particular table that includes the IDENTITY
column, execute sp_helpindex.

e Whilethedbo use only option is set to true (on), only the database’s owner
can use the database.

e When theddl in tran option is set to true (on), you can use certain data
definition language commands in transactions. If ddl in tran iStrue in a
particular database, commands such as create table, grant, and alter table
are allowed inside transactionsin that database. If ddl in tran istrue in the
model database, the commands are allowed inside transactionsin all
databases created after ddl in tran was Set in model.

Warning! Data definition language (DDL) commands hold locks on
system tables such as sysobjects. Avoid using them inside transactions; if
you must use them, keep the transactions short.

Using any DDL commands on tempdb within transactions may cause your
system to grind to a halt. Always leave ddl in tran set to false in tempdb.

*  Thefollowing commands can be used inside a user-defined transaction
when the dd! in tran option is set to true:
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alter table — clauses other than drop default
partition and unpartition are allowed drop index
create default drop procedure
create index drop rule
create procedure drop table
create rule drop trigger
create schema drop view
create table grant

create trigger revoke

create view

Thefollowing commands cannot be used inside a user-defined transaction
under any circumstances:

alter database dump transaction
alter table...lock drop database
alter table...partition load transaction
alter table...unpartition load database
create database select into

disk init truncate table
dump database update statistics

In addition, system procedures that create temporary tables or change the
master database cannot be used inside user-defined transactions.

The identity in nonunique index option automatically includes an
IDENTITY column in atable'sindex keys, so that all indexes created on
the table are unique. This database option makes logically nonunique
indexes internally unique, and allows these indexes to be used to process
updatable cursors and isolation level O reads.

The table must aready have an IDENTITY column for the identity in
nonunique index option to work, either from acreate table statement or by
setting the auto identity database option to true before creating the table.

Useidentity in nonunique index if you plan to use cursorsand isolation level
0 reads on tables with nonunique indexes. A unique index ensures that the
cursor will be positioned at the correct row the next time afetch is
performed on that cursor. If you plan to use cursors on tables with unique
indexes and any isolation level, you may want to use the unique
auto_identity index option.

For areport on indexes in a particular table that includes the IDENTITY
column, execute sp_helpindex.
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The no free space acctg option suppresses free-space accounting and
execution of threshold actions for the non-log segments. This speeds
recovery time because the free-space counts are not recomputed for those
segments.

Theno chkpt on recovery option is set to true (on) when an up-to-date copy
of adatabase is kept. In these situations, thereisa“primary” and a
“secondary” database. Initially, the primary database is dumped and
loaded into the secondary database. Then, at intervals, the transaction log
of the primary database is dumped and loaded into the secondary database.

If this option is set to false (off), the default condition, a checkpoint record
is added to a database after it is recovered when you restart Adaptive
Server. This checkpoint, which ensures that the recovery mechanism will
not be rerun unnecessarily, changes the sequence number and causes a
subsequent load of the transaction log from the primary database to fail.

Setting this option to true (on) for the secondary database causes it not to
get acheckpoint from the recovery process so that subsequent transaction
log dumps from the primary database can be loaded into it.

Theread only option meansthat users can retrieve data from the database,
but cannot modify any data.

Setting the select into/bulkcopy/plisort option to true (on) enables the use of
writetext, select into apermanent table, “fast” bulk copy into atablethat has
no indexes or triggers, using bep or the bulk copy library routines, and
parallel sort. A transaction log dump cannot recover these minimally
logged operations, so dump transaction to adump device is prohibited.
After non-logged operations are compl eted, set select into/bulk copy/plisort
to false (off) and issue dump database.

Issuing the dump transaction statement after unlogged changes have been
made to the database with select into, bulk copy, or parallel sort produces
an error message instructing you to use dump database instead. (The
writetext command does not have this protection.)

You do not haveto set the select into/bulkcopy/plisort option to true in order
to select into atemporary table, since tempdb is never recovered. The
option need not be set to true in order to run bep on atablethat hasindexes,
because tables with indexes are always copied with the slower version of
bulk copy and are logged.

When single user is set to true, only one user at atime can access the
database (single-user mode).
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You cannot set single user to true in a user database from within a stored
procedure or while users have the database open. You cannot set single
user to true for tempdb.

The trunc log on chkpt option means that if the transaction log has more
than 50 rows of committed transactions, the transaction log is truncated
(the committed transactions are removed) every time the checkpoint
checking process occurs (usually more than once per minute). When the
Database Owner runs checkpoint manually, however, the log is not
truncated. It may be useful to turn this option on while doing devel opment
work, to prevent the log from growing.

While the trunc log on chkpt option is on, dump transaction to a dump
deviceis prohibited, since dumps from the truncated transaction log
cannot be used to recover from amedia failure. Issuing the dump
transaction statement produces an error message instructing you to use
dump database instead.

The delayed commit optionisdisabled by default. When thisisenabled, all
local transactions use delayed commits. That is, at the time of commit,
controal returns to the client without waiting for the 1/0O on the log pagesto
complete, and the 1/O is not issued on the last log buffer for delayed
commit transactions. Delayed commits are not used when both delayed
commit and AL S options are enabled for a database.

When the unique auto_identity index option is set to true, it adds an
IDENTITY column with a unique, nonclustered index to new tables. By
default, the IDENTITY columnisal0-digit numeric datatype, but you can
change this default with the size of auto identity column configuration
parameter. As with auto identity, the IDENTITY column is not visible
when you select all columnswith the select * statement. To retrieveit, you
must explicitly mention the column name, SYB_IDENTITY_COL, in the
select list.

If you need to use cursors or isolation level 0 reads with nonunique
indexes, use the identity in nonunique index option.

Though you can set unique auto_identity index to true in tempdb, it is not
recognized or used, and temporary tables created there do not
automatically include an IDENTITY column with a unique index.

Only a System Administrator or the Database Owner can execute sp_dboption
with parameters to change database options. A user aiased to the Database
Owner cannot execute sp_dboption to change database options. Any user can
execute sp_dboption with no parameters to view database options.

Values in event and extrainfo columns from the sysaudits table are:
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Command or access

Event Audit option audited Information in extrainfo

38 exec_procedure Execution of a .
procedure o

Roles— Current active roles
Keywords or options—NULL
Previous value— NULL
Current value— NULL

Other information — All input parameters

Proxy information — Original login name, if set

proxy in effect

See also Documents See the System Administration Guide for more information on

database options.

Commands checkpoint, select

System procedures sp_configure, sp_helpdb, sp_helpindex, sp_helpjoins

Utilities bcp
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Description

Syntax

Parameters

Examples

Usage
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Specifies the order in which user databases are recovered and lists the
user-defined recovery order of a database or all databases.

sp_dbrecovery_order
[database_name [, rec_order [, force]]]
database_name
The name of the database being assigned a recovery order or the database
whose user-defined recovery order isto be listed.

rec_order
Theorder inwhich the databaseisto berecovered. A rec_order of -1 deletes
a specified database from the user-defined recovery sequence.

force
allows the user to insert a database into an existing recovery sequence
without putting it at the end.

Example 1 Makes the pubs2 database the first user database to be recovered
following a system failure:

sp_dbrecovery order pubs2, 1

Example 2 Insertsthe pubs3 database into third position in a user-defined
recovery sequence. If another database was initialy in third position, it is
moved to fourth position, and all databasesfollowing it are moved accordingly:

sp_dbrecovery order pubs3, 3, force

Example 3 Removes the pubs2 database from the user-defined recovery
sequence. Subsequently, pubs2 will be recovered after all databases with a
user-specified recovery order have recovered:

sp_dbrecovery order pubs2, -1

Example 4 Liststhe current recovery order of all databases with arecovery
order assigned through sp_dbrecovery_order:

sp_dbrecovery order

* You must beinthe master database to use sp_dbrecovery_order to enter or
modify a user-specified recovery order. You can list the user-defined
recovery order of databases from any database.

»  To change the user-defined recovery position of a database, use
sp_dbrecovery_order to del ete the database from the recovery sequence,
then use sp_dbrecovery_order to insert it into a new position.
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System databases are always recovered before user databases. The system
databases and their recovery order are:

master

model

tempdb
sybsystemdb
sybsecurity
sybsystemprocs

If no database is assigned a recovery order through sp_dbrecovery_order,
all user databases are recovered in order, by database ID, after system
databases.

If database name is specified, but no rec_order isgiven,
sp_dbrecovery_order shows the user-defined recovery position of the
specified database.

If database_nameis not specified, sp_dbrecovery_order lists the recovery
order of all databases with a user-assigned recovery order.

The order of recovery assigned through sp_dbrecovery_order must be
consecutive, starting with 1 and containing no gaps between values. The
first database assigned arecovery order must be assigned arec_order of 1.
If three databases have been assigned arecovery order of 1, 2, and 3, you
cannot assign the next database a recovery order of 5.

Permissions Only a System Administrator can execute sp_dbrecovery_order.

Auditing Values in event and extrainfo columns from the sysaudits table are:

Command or access

Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current active roles
procedure « Keywordsor options—NULL
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* Previousvalue— NULL
e Current value— NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set
proxy in effect
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sp_dbremap

Description

Syntax

Parameters

Examples

Usage

Permissions

Auditing

Forces Adaptive Server to recognize changes made by alter database. Run this
procedure only when instructed to do so by an Adaptive Server message.

sp_dbremap dbname

dbname

is the name of the database in which the alter database command was
interrupted.

An alter database command changed the database sample_db. This command
makes the changes visible to Adaptive Server:

sp_dbremap sample db

If an alter database statement issued on a database that isin the process of
being dumped isinterrupted, Adaptive Server printsamessageinstructing
the user to execute sp_dbremap.

Any changes to sysusages during a database or transaction dump are not
copied into active memory until the dump completes, to ensure that
database mapping does not change during the dump. Running alter
database makes changes to system tables on the disk immediately.
In-memory allocations cannot be changed until adump completes. Thisis
why alter database pauses.

When you execute sp_dbremap, it must wait until the dump process
compl etes.

If you areinstructed to run sp_dbremap, but do not do it, the space you
have allocated with alter database does not become available to Adaptive
Server until the next restart.

Only a System Administrator or Database Owner can execute sp_dbremap.

Valuesin event and extrainfo columns from the sysaudits table are:

Event

Audit option

Command or access
audited Information in extrainfo

38

196

exec_procedure

Execution of a * Roles— Current active roles
procedure + Keywords or options—NULL
¢ Previousvalue— NULL
e Current value—NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set
proxy in effect
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See also Commands alter database, dump database, dump transaction
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Description

Syntax

Parameters

Examples
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Component Integration Services only Defines adefault storage location
for objectsin alocal database.

sp_defaultioc dbname, defaultloc, defaulttype

dbname
is the name of a database being mapped to aremote storage location. The
database must already have been defined by a create database statement.
You cannot map system databases to a remote location.

defaultloc
is the remote storage location to which the database is being mapped. To
direct the server to del ete an existing default mapping for adatabase, supply
NULL for this parameter. The value of defaultioc must end in a period (.),
asfollows:

server.dbname.owner.

defaulttype
is one of the values that specify the format of the object named by
object_loc.The valid values are as follows. Enclose the defaulttype value in
quotes:

* table —indicatesthat the object named by object_loc isatable accessible
to aremote server. Thisvalueis the default for defaulttype.

» view —indicates that the object named by object_loc is aview managed
by aremote server, processed as atable.

* rpc —indicates that the object named by object_loc is an RPC managed
by aremote server; processesthe result set from the RPC asaread-only
table.

Example 1 sp_defaultloc defines the remote storage location pubs.dbo. in the
remote server named SYBASE. It maps the database pubs to the remote
location. A create table book1 Statement would create atable named book1
at the remote location. A create existing table statement for bookN would
require that pubs.dbo.bookN already exist at the remote location, and
information about table bookN would be stored in the local table bookN:

sp_defaultloc pubs, SYBASE.pubs.dbo., table
create table pubs.dbo.bookl (bridges char(15))

Example 2 Removes the mapping of the database pubs to aremote location:

sp_defaultloc pubs, NULL
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Example 3 Identifies the remote storage location wallst.nasdag.dbo where
“wallst” isthe value provided for server_name, “nasdaq” is provided for
database, and “dbo” isprovided for owner. The RPC sybase must already exist
at theremote location. A create existing table sybase Statement would
store information about the result set from RPC sybase in local table ticktape.
The result set from RPC sybase is regarded as aread-only table. Inserts,
updates and deletes are not supported for RPCs:

sp_defaultloc ticktape, wallst.nasdaqg.dbo., rpc
create existing table sybase (bestbuy integer)

Usage e sp_defaultloc defines a default storage location for tablesin alocal
database. It mapstable namesin adatabase to aremotelocation. It permits
the user to establish a default for an entire database, rather than issue an
sp_addobjectdef command before every create table and create existing
table command.

e When defaulttype istable, view, or rpc, the defaultioc parameter takes the
form:

server name.dbname.owner.
*  Notethat the defaultloc specification endsin a period (.).

e server_name represents a server already added to sysservers by
sp_addserver. The server_name parameter is required.

* dbname might not be required. Some server classes do not support it.

*  owner should always be provided to avoid ambiguity. If it is not
provided, the remote object actually referenced could vary, depending
on whether the external login corresponds to the remote object owner.

e Issuesp_defaultloc before any create table Or create existing table
statement. When either statement is used, the server uses the sysattributes
table to determine whether any table mapping has been specified for the
object about to be created or defined. If the mapping has been specified, a
create table statement directs the table to be created at the location
specified by object_loc. A create existing table statement stores
information about the existing remote object in the local table.

e If youissuesp_defaultioc on defaulttype view and then issue create table,
Component Integration Services creates a new table, not a view, on the
remote server.

»  Changing the default location for a database does not affect tables that
have previously been mapped to a different default location.
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» After tablesin the database have been created, all future references to
tablesin dbname (by select, insert, delete and update) are mapped to the
correct location.

Permissions Any user can execute sp_defaultloc.
Auditing Valuesin event and extrainfo columns from the sysaudits table are:
Command or access
Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current activeroles
procedure » Keywords or options—NULL

¢ Previousvalue— NULL
¢ Current value—NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set
proxy in effect

See also Commands create existing table, create table

System procedures sp_addobjectdef, sp_addserver, sp_helpserver
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sp_depends

Description

Syntax

Parameters

Examples

Displays information about database object dependencies—the view(s),
trigger(s), and procedure(s)—in the database that depend on a specified table
or view, and the table(s) and view(s) in the database on which the specified
view, trigger, or procedure depends.

Also displays information about table column dependencies—the index(s),
default(s), check constraint(s), rule(s), and referential integrity constraint(s)—
defined in either the column specified, if column_name is provided, or on all
the columnsin the table, if column_name is not provided.

sp_depends objname], column_name]

objname
isthe name of thetable, view, Transact-SQL stored procedure, SQL J stored
procedure, SQL Jfunction, or trigger to be examined for dependencies. You
cannot specify adatabase name. Use owner namesiif the object owner isnot
the user running the command and is not the Database Owner.

column_name
is the name of the column to be examined for dependencies.

Example 1 Liststhe database objects that depend on the table sysobjects:
sp_depends sysobjects

Example 2 Liststhe database objectsthat depend on the titleview view, and the
database objects on which thetitleview view depends:

sp_depends titleview

Things that the object references in the current

database.

object type updated selected
dbo.authors user table no no
dbo.titleauthor user table no no

dbo.titles user table no no

Things inside the current database that reference the
object.

object type

dbo.tview2 view

Example 3 Liststhe database objects that depend on the titles table owned by
the user “mary”. The quotes are needed, since the period isaspecial character:

sp_depends "mary.titles"
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Example 4 Shows the column-level dependenciesfor all columns of the
sysobjects table:

sp_depends sysobjects

Things inside the current database that reference the object.

object

dbo.sp_dbupgrade
dbo.sp_procxmode

type

stored procedure
stored procedure

Dependent objects that reference all columns in the table. Use sp_ depends
on each column to get more information.
Columns referenced in stored procedures, views or triggers are not included

in this report.

Column Type Object Names or Column Names

cache permission column permission

ckfirst permission column permission

crdate permission column permission

deltrig permission column permission

expdate permission column permission

id index sysobjects (id)

id logical RI From syscolumns (id) To sysobjects (id)

id logical RI From syscomments (id) To sysobjects (id)

id logical RI From sysdepends (id) To sysobjects (id)

id logical RI From sysindexes (id) To sysobjects (id)

id logical RI From syskeys (depid) To sysobjects (id)

id logical RI From syskeys (id) To sysobjects (id)

id logical RI From sysobjects (id) To sysprocedures (id)

id logical RI From sysobjects (id) To sysprotects (id)

id logical RI sysobjects (id)

id permission column permission

indexdel permission column permission

instrig permission column permission

loginame permission column permission

name index ncsysobjects (name, uid)

name permission column permission

objspare permission column permission

schemacnt permission column permission

seltrig permission column permission

sysstat permission column permission

sysstat2 permission column permission

type permission column permission

uid index ncsysobjects (name, uid)

uid logical RI From sysobjects (uid) To sysusers (uid)
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uid permission column permission
updtrig permission column permission
userstat permission column permission
versionts permission column permission

Example 5 Shows more details about the column-level dependenciesfor the
id column of the sysobjects table:

sp_depends sysobjects, id

Things inside the current database that
object

dbo.sp dbupgrade

dbo.sp procxmode

Dependent objects that reference column
Columns referenced in stored procedures,
in this report.

reference the object.
type
stored procedure
stored procedure

id.

views or triggers are not included

Type Property Object Names or Column Names
Also see/Use command

index index sysobjects (id)
sp_helpindex, drop index,
sp_helpconstraint, alter table drop constraint

logical RI primary sysobjects (id)
sp_helpkey, sp dropkey

logical RI foreign From syskeys (id) To sysobjects (id)
sp_helpkey, sp dropkey

logical RI common From syscolumns (id) To sysobjects (id)
sp_helpkey, sp dropkey

logical RI common From sysdepends (id) To sysobjects (id)
sp_helpkey, sp dropkey

logical RI common From sysindexes (id) To sysobjects (id)
sp_helpkey, sp dropkey

logical RI common From syskeys (depid) To sysobjects (id)
sp_helpkey, sp dropkey

logical RI common From syscomments (id) To sysobjects (id)
sp_helpkey, sp dropkey

logical RI common From sysobjects (id) To sysprotects (id)
sp_helpkey, sp dropkey

logical RI common From sysobjects (id) To sysprocedures (id)
sp_helpkey, sp dropkey

permission permission column permission

sp_helprotect,
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Example 6 Shows the column-level dependenciesfor all columns of the

user-created table, titles:

1> sp_depends titles

Things inside the current database that reference the object.

object type
dbo.deltitle trigger
dbo.history proc stored procedure
dbo.title proc stored procedure
dbo.titleid proc stored procedure
dbo.titleview view
dbo.totalsales trig trigger

Dependent objects that reference all columns in the table.

on each column to get more information.

Use sp depends

Columns referenced in stored procedures, views or triggers are not included

204

in this report.

Column Type Object Names or Column Names

pub_id logical RI From titles (pub_id) To publishers (pub_id)
pubdate default datedflt

title index titleind (title)

title statistics (title)

title id index titleidind (title_ id)

title id logical RI From roysched (title id) To titles (title_ id)
title id logical RI From salesdetail (title id) To titles (title id)
title id logical RI From titleauthor (title id) To titles (title id)
title_id  logical RI titles (title_id)

title id rule title idrule

title id statistics (title id)

type default typedflt

Example 7 Shows more details about the column-level dependencies for the

pub_id column of the user-created titles table:

sp_depends titles, pub id

Things inside the current database that reference the object.

object

dbo.deltitle
dbo.history proc
dbo.title proc
dbo.titleid proc

type

trigger

stored procedure
stored procedure
stored procedure
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dbo.titleview view
dbo.totalsales trig trigger
Dependent objects that reference column pub id.
Columns referenced in stored procedures, views or triggers are not
included in this report.
Type Property Object Names or Column Names
Also see/Use command

logical RI foreign From titles (pub_id) To publishers (pub_ id)
sp_helpkey, sp dropkey

Usage e Executing sp_depends listsall objectsin the current database that depend
on objname, and on which objname depends. For example, views depend
on one or more tables and can have procedures or other views that depend
on them. An object that references another object is dependent on that
object. References to objects outside the current database are not reported.

«  Before you modify or drop acolumn, use sp_depends to determineif the
table contains any dependent objects that could be affected by the
maodification. For example, if you modify acolumn to use anew datatype,
objectstied to the table may need to be redefined to be consistent with the
column’s new datatype.

e Thesp_depends procedure determines the dependencies by |ooking at the
sysdepends table.

If the objects were created out of order (for example, if a procedure that
uses a view was created before the view was created), no rows exist in
sysdepends for the dependencies, and sp_depends does not report the
dependencies.

e Theupdated and selected columnsin the report from sp_depends are
meaningful if the object being reported on isa stored procedure or trigger.
The values for the updated column indicate whether the stored procedure
updates the object. The selected column indicates whether the object is
being used for aread cursor or adata modification statement.

e sp_depends follows these Adaptive Server rules for finding objects:

«  |ftheuser does not specify an owner name, and the user executing the
command owns an object with the specified name, that object is used.

e |ftheuser does not specify an owner name, and the user does not own
an object of that name, but the Database Owner does, the Database
Owner’s object is used.
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If neither the user nor the Database Owner owns an object of that
name, the command reportsan error condition, evenif an object exists
in the database with that object name, but with a different owner.

If both the user and the Database Owner own objects with the
specified name, and the user wants to access the Database Owner’s
object, the name must be specified, as in dbo.objectname.

Objects owned by database users other than the user executing acommand
and the Database Owner must always be qualified with the owner’sname,
asin Example 3.

SQL Jfunctions and SQL J stored procedures are Javamethods wrapped in
SQL wrappers. See Java in Adaptive Server Enterprise for more
information.

SQLJfunctions and SQL J stored procedures are database objects for
which you can list dependencies. The only dependencies of SQLJ
stored procedures and SQL J functions are Java classes.

If objnameisa SQL Jstored procedure or SQL Jfunction, sp_depends
liststhe Javaclassin theroutine's external name declaredin the create
statement, not classes specified as the return type or datatypesin the
parameter list.

SQLJ stored procedures and SQL J functions can be listed as
dependencies of other database objects.

Permissions Any user can execute sp_depends.
Auditing Valuesin event and extrainfo columns from the sysaudits table are:
Command or access
Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current activeroles
procedure » Keywords or options—NULL
¢ Previousvalue— NULL
e Current value—NULL
¢ Other information — All input parameters
¢ Proxy information — Original login name, if set
proxy in effect
See also Commands create procedure, create table, create view, execute
System procedures sp_help
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sp_deviceattr

Description

Syntax

Parameters

Examples

Usage

UNIX platforms only Changes the device parameter settings of an existing
database devicefile.

sp_deviceattr logicalname, optname, optvalue

logicalname

isthelogical name of an existing database device. The device can be stored
on either an operating system file or araw partition, but the dsync setting is
ignored for raw partitions.

optname

name of the attribute to change. Valid values are directio or dsync:

« directio —enables Adaptive Server to write directly to disk, bypassing
the operating system’s buffer system.

e dsync —enables updates to the device take place directly on the storage
media, or are buffered by the UNIX file system

Note Thedirectio and dsync optionsare mutually exclusive; you cannot
specify “true” for both at the same time.

optvalue

can be either “true” or “false.”

Sets dsync on for the device named “file_devicel”:

sp_deviceattr file devicel, dsync, true

For database devices stored on UNIX files, dsync determines whether
updates to the device take place directly on the storage media, or are
buffered by the UNIX file system.

When dsync is on, writes to the database device occur directly to the
physical storage media, and Adaptive Server can recover data on the
devicein the event of a system failure.

When dsync is off, writes to the database device may be buffered by the
UNIX file system. The UNIX file system may mark an update as being
completed, even though the physical media has not yet been modified. In
the event of asystem failure, there is no guarantee that requests to update
data have ever taken place on the physical media, and Adaptive Server
may be unable to recover the database.

After using sp_deviceattr to change the dsync or directio setting, you must
reboot Adaptive Server before the change takes affect.
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dsync isalways on for the master devicefile. You cannot change the dsync
setting for amaster device file with sp_deviceattr.

The dsync value should be turned off only when the databases on the
device need not be recovered after asystem failure. For example, you may
consider turning dsync off for a device that stores only the tempdb

database.

Adaptive Server ignores the dsync setting for devices stored on raw
partitions; updates to those devices are never buffered, regardless of the

dsync setting.

dsync is not used on the Windows NT platform.

Permissions The user executing sp_deviceattr must have permission to update the
sysdevices table.
Auditing Valuesin event and extrainfo columns from the sysaudits table are:
Command or access
Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current activeroles
procedure » Keywords or options—NULL
¢ Previousvalue— NULL
e Current value—NULL
¢ Other information — All input parameters
¢ Proxy information — Original login name, if set
proxy in effect
See also System procedures sp_helpdevice
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sp_diskdefault

Description Specifies whether or not a database device can be used for database storage if
the user does not specify a database device or specifies default with the create
database Or alter database commands.

Syntax sp_diskdefault logicalname, {defaulton | defaultoff}

Parameters logicalname
isthe logical name of the device as given in master.dbo.sysdevices.name.
The device must be a database device rather than a dump device.

defaulton | defaultoff
defaulton designates the database device as a default database device;
defaultoff designates that the specified database device is not a default
database device.

Use defaulton after adding a database device to the system with disk init. Use
defaultoff to change the default status of the master device (whichis
designated as a default device when Adaptive Server isfirst installed).

Examples The master device is no longer used by create database or alter database for
default storage of a database:

sp_diskdefault master, defaultoff

Usage e A default database deviceisonethat is used for database storage by create
database or alter database if the user does not specify a database device
name or specifies the keyword default.

e You can have multiple default devices. They are used in the order they
appear in the master.dbo.sysdevices table (that is, alphabetical order).
When the first default device isfilled, the second default device is used,
and so on.

e Whenyou first install Adaptive Server, the master device isthe only
default database device.

Note Once you initialize devices to store user databases, use
sp_diskdefault to turn off the master device's default status. This prevents
users from accidentally creating databases on the master device and
simplifies recovery of the master database.

+ Tofind out which database devices are default database devices, execute
sp_helpdevice.

Permissions Only a System Administrator can execute sp_diskdefault.
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Auditing Values in event and extrainfo columns from the sysaudits table are:
Command or access
Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current activeroles
procedure » Keywords or options—NULL

¢ Previousvalue— NULL
¢ Current value— NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set
proxy in effect

See also Commands alter database, create database, disk init

System procedures sp_helpdevice
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sp_displayaudit

Description

Syntax

Parameters

Displays the status of audit options.

sp_displayaudit ["procedure” | "object" | "login" | "database" | "global" |
"default_object" | "default_procedure" [, "name"]]
procedure
displays the status of audit options for the specified stored procedure or
trigger. If you do not specify avalue for name, sp_displayaudit displays the
active audit options for all procedures and triggers in the current database.

object
displaysthe status of audit options for the specified table or view. If you do
not specify avalue for name, sp_displayaudit displays the active audit
optionsfor all tables and viewsin the current database.

login
displaysthe status of audit options for the specified user login. If you do not
specify avalue for name, sp_displayaudit displays the active audit options
for al loginsin the master database.

database
displays the status of audit options for the specified database. If you do not
specify avalue for name, sp_displayaudit displays the active audit options
for all databases on the server.

global
displaysthe status of the specified global audit option. If you do not specify
avalue for name, sp_displayaudit displays the active audit options for all
procedures and triggers in the current database.

default_object
displaysthe default audit options that will be used for any new table or view
created on the specified database. If you do not specify avalue for name,
sp_displayaudit displays the default audit options for all databases with
active default audit settings.

default_procedure
displaysthe default audit optionsthat will be used for any new procedure or
trigger created on the specified database. If you do not specify avalue for
name, sp_displayaudit displays the default audit options for all databases
with active default audit settings.
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name
istheinformation for the specified parameter, as described in the following
table:
Parameter Value for name
procedure Procedure or trigger name
object Table or view name
login User login
database Database name
global Global audit option
default_object Database hame
default_procedure Database name
Examples Example 1 Displays the status of each category and all auditing options when

you do not specify a parameter:

sp_displayaudit

Procedure/Trigger Audit Option Value Database
dbo.sp_altermessage exec procedure on sybsystemprocs
dbo.sp_help exec_procedure on sybsystemprocs
dbo.sp_who exec_procedure on sybsystemprocs

No databases currently have default sproc/trigger auditing enabled.
No objects currently have auditing enabled.

No databases currently have default table/view auditing enabled.
No logins currently have auditing enabled.

No databases currently have auditing enabled.

Option Name Value
adhoc off
dbcc off
disk off
errors off
login off
logout off
navigator role off
oper role off
replication_role off
rpc off
sa_role off
security off
sso_role off
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Example 2 Displaysthe status of all procedure audit options when you do not
specify aprocedure name;

sp_displayaudit "procedure"

Procedure/Trigger Audit Option Value Database
dbo.sp_altermessage exec procedure on sybsystemprocs
dbo.sp_help exec_procedure on sybsystemprocs
dbo.sp_who exec_procedure on sybsystemprocs

Example 3 Displaysonly the status of the procedure when you specify aname
for a procedure:

sp_displayaudit "procedure", "sp who"
Procedure/Trigger Audit Option Value Database
dbo.sp who exec procedure on sybsystemprocs

Example 4 Displays the status of al global audit options when you do not
specify aglobal audit option:

sp_displayaudit "global"

Option Name Value
adhoc off
dbcc off
disk off
errors off
login off
logout off
navigator role off
oper_ role off
replication role off
rpc off
sa_role off
security off
sso_role off
Usage »  sp_displayaudit displays the status of audit options.

«  Thefollowing table shows the valid auditing options for each parameter:

Object type parameter Valid auditing options

procedure exec_procedure, exec_trigger

Reference Manual: Procedures 213



sp_displayaudit

Object type parameter  Valid auditing options

object delete, func_obj_access, insert, reference, select, update

login all, cmdtext, table_access, view_access

database alter, bep, bind, create, dbaccess, drop, dump, func_dbaccess, grant, load, revoke,
setuser, truncate, unbind

global adhoc, dbcc, disk, errors, login, logout, havigator_role, oper_role, replication_role, rpc,
sa_role, security, sso_role

default_object delete, func_obj_access, insert, reference, select, update

default_procedure exec_procedure, exec_trigger

*  You cannot specify avaluefor name unlessyou first specify an object type

parameter.
Permissions Only a System Security Officer can execute sp_displayaudit.
Auditing Valuesin event and extrainfo columns from the sysaudits table are:
Command or access
Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current activeroles
procedure + Keywords or options—NULL

* Previousvalue— NULL
e Current value—NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set
proxy in effect

See also Documents Seethe System Administration Guide for information on setting
up auditing.
System procedures sp_audit

Utilities  bcp
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sp_displaylevel

Description Sets or shows which Adaptive Server configuration parameters appear in
sp_configure output.

Syntax sp_displaylevel [loginame [, level]]
Parameters loginame
isthe Adaptive Server login of the user for whom you want to set or show
the display level.
level

sets the display level to one of the following:

e “basic” display level shows just the most basic configuration
parameters. Thislevel is appropriate for very general server tuning.

e “intermediate” display level shows configuration parametersthat are
somewhat more complex, aswell asall the “basic” level parameters.
Thislevel is appropriate for moderately complex server tuning.

e “ comprehensive” display level showsall configuration parameters,
including the most complex ones. Thislevel is appropriate for highly
detailed server tuning.

Examples Example 1 Shows the current display level for the user who invoked
sp_displaylevel:

sp_displaylevel
The current display level for login 'sa' is 'comprehensive'.

Example 2 Showsthe current display level for the user “jerry”:
sp_displaylevel jerry
The current display level for login 'jerry' is 'intermediate'.

Example 3 Setsthe display level to “comprehensive’ for the user “jerry”:
sp_displaylevel jerry, comprehensive
The display level for login 'jerry' has been changed to 'comprehensive'.

Usage See the System Administration Guide for details about display levels and
configuration parameters.

Permissions Only a System Administrator can execute sp_displaylevel to set the display
level for another user. Any user can execute sp_displaylevel to set and show his
or her own display level.

Auditing Values in event and extrainfo columns from the sysaudits table are:
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Command or access

Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current activeroles
procedure + Keywords or options—NULL

* Previousvalue—NULL
e Current value— NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set
proxy in effect

See also System procedures sp_configure
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sp_displaylogin

Description

Syntax

Parameters

Examples

Displays information about alogin account. Also displays information about
the hierarchy tree above or below the login account when you so specify.

sp_displaylogin [loginame [, expand_up | expand_down]]

loginame
isthe user login account about which you want information if it is other than
your own. You must be a System Security Officer or System Administrator
to get information about someone else's login account.

expand_up
specifies that Adaptive Server display all rolesin the role hierarchy that
contain the loginame role.

expand_down
specifiesthat Adaptive Server display all rolesin the role hierarchy that are
contained by the loginame role.

Example 1 Displaysinformation about your server login account:

1> sp displaylogin 'sa'

2> go

Suid: 1

Loginame: sa

Fullname:

Default Database: master

Default Language:

Auto Login Script:

Configured Authorization:
sa_role (default ON)
sso_role (default ON)
oper role (default ON)
sybase ts role (default ON)

Locked: NO

Date of Last Password Change: Jul 26 2005 10:42AM

Password expiration interval: 0

Password expired: NO

Minimum password length: 6

Maximum failed logins: 0

Current failed login attempts:

Authenticate with: NONE

(return status = 0)

Example 2 Displaysinformation about the login account “susanne”. The
information displayed varies, depending on the role of the user executing
sp_displaylogin:
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Usage

218

sp_displaylogin susanne

Suid: 12

Loginame: susanne

Fullname:

Default Database: pubs2

Default Language:

Auto Login Script:

Configured Authorization:
supervisor (default OFF)

Locked: NO

Date of Last Password Change: May 12 1997 11:09AM

Authenticate with: NONE

Example 3 Displaysinformation about all roles containing theroleof thelogin
account “pillai”. Theinformation displayed varies, depending on therole of the
user executing sp_displaylogin:

sp_displaylogin pillai, expand up

Example 4 Displaysthelogin security-related parameters configured for a
login, as well as a specified authentication mechanism:

sp_displaylogin joe

Suid: 294

Loginame: joe

Fullname: Joseph Resu

Default Database: master

Default Language:

Auto Login Script:

Configured Authorization:
intern role (default OFF)

Locked: NO
Date of Last Password Change: Nov 24 1998 3:46PM
Password expiration interval : 5

Password expired : NO
Minimum password length:4
Maximum failed logins : 10
Current failed logins : 3
Authenticate with: ASE

e sp_displaylogin displays configured roles, so even if you have made arole
inactive with the set command, it is displayed.

» If thereare any login triggers associated with the login in question, they
arelisted after theauto Login Script line. For moreinformation, see
“Row-level access control” in Chapter 11, “Managing User Permissions,”
of the System Administration Guide.
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*  Whenyou use sp_displaylogin to get information about your own account,
you do not need to use the loginame parameter. sp_displaylogin displays
your server user ID, login name, full name, any roles that have been
granted to you, date of last password change, default database, default
language, and whether your account is locked.

e IfyouareaSystem Security Officer or System Administrator, you can use
the loginame parameter to access information about any account.

Permissions Only a System Administrator or a System Security Officer can execute
sp_displaylogin with the loginame and expand parameters to get information
about other users’ login accounts. Any user can execute sp_displaylogin to get
information about his or her own login account.

Auditing Values in event and extrainfo columns from the sysaudits table are:
Command or access
Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current active roles
procedure » Keywords or options—NULL

¢ Previousvalue— NULL
¢ Current value— NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set
proxy in effect

See also Stored procedures sp_activeroles, sp_displayroles, sp_helprotect,
sp_modifylogin
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sp_displayroles

Description

Syntax

Parameters

Examples

220

Displays al roles granted to ancther role, or displays the entire hierarchy tree
of rolesin table format.

sp_displayroles [grantee_name [, mode]]

grantee_name
isthe login name of a user whose roles you want information about, or the
name of arole you want information about.

mode
is one of the following:

e expand_up — shows the role hierarchy tree for the parent levels
e expand_down — shows the role hierarchy tree for the child levels

» display_info — shows the login security-rel ated parameters configured
for the specified role

Example 1 Displaysall roles granted to the user issuing the command:
sp_displayroles

Role Name

supervisor role
Example 2 Displaysall roles granted to supervisor_role:
sp_displayroles "supervisor role"

Role Name

Example 3 Displaystheroles granted to login “susanne” and the roles below
it in the hierarchy:

sp_displayroles susanne, expand down

Role Name Parent Role Name Level
supervisor_role NULL 1
clerk role supervisor_role 2

Example 4 Displaystheroles granted to intern_role and the roles aboveit in
the hierarchy:

sp_displayroles "intern role", expand up
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Usage

Permissions

Auditing

Example 5 Shows the login security-related parameters configured for the
specified role:

sp_displayroles physician role, "display info"

Role name = physician role

Locked : NO

Date of Last Password Change : Oct 31 1999 3:33PM
Password expiration interval = 5

Password expired : NO

Minimum password length = 4

Maximum failed logins = 10

Current failed logins = 3

When you specify the optional parameter expand_up or expand_down al
directly granted roles contained by or containing the specified role name are
displayed.

Only a System Administrator can execute sp_displayroles to display

information on roles granted to any other user. All users can execute
sp_displayroles to see the roles granted to them.

Values in event and extrainfo columns from the sysaudits table are:

Event

Command or access

Audit option audited Information in extrainfo

38

See also

exec_procedure Execution of a ¢ Roles— Current active roles

procedure » Keywords or options—NULL
¢ Previousvalue— NULL
e Current value— NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set
proxy in effect

Documents See “User-Defined Login Security” in the System
Administration Guide for more information.
Commands alter role, create role, drop role, grant, revoke, set

System procedures sp_activeroles, sp_displaylogin, sp_helprotect,
sp_modifylogin

Reference Manual: Procedures 221



sp_dropalias

sp_dropalias
Description

Syntax

Parameters

Examples

Usage

Permissions

Auditing

222

Removes the alias user name identity established with sp_addalias.
sp_dropalias loginame [, force]

loginame
isthe name (in master.dbo.syslogins) of the user who was aliased to another

user.

force
allowsyou to drop an alias even if it owns database objects.

Example 1 Assuming that “victoria” was aliased (for example, to the Database
Owner) in the current database, this statement drops “victoria’ as an aliased
user from the database:

sp_dropalias victoria

Example 2 Dropstheaias“harry,” which owns a procedure namelist.
Adaptive Server drops the alias but issues a warning message:

sp_dropalias harry, force

Warning: You have forced the drop of the alias for login
'harry' which owns objects in the database. This may
result in errors when those objects are accessed from
or contain references to another database.

Alias user dropped.

(return status = 0)

e Executingthesp_dropalias procedure del etes an alternate suid mapping for
auser from the sysalternates table.

 Whenauser'sdiasisdropped, he or she no longer has access to the
database for which the alias was created.

*  Youcandrop the alias of auser who owns objectsin the database. You do
not need to first drop the objects before dropping the login.

Only the Database Owner or a System Administrator can execute sp_dropalias.

Values in event and extrainfo columns from the sysaudits table are:
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Command or access

Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current active roles
procedure « Keywordsor options—NULL
¢ Previousvalue— NULL
e Current value— NULL
¢ Other information — All input parameters
¢ Proxy information — Original login name, if set
proxy in effect
See also System procedures sp_addalias, sp_adduser, sp_droplogin, sp_dropuser,
sp_helpuser
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sp_drop_all _gplans

Description Deletes all abstract plansin an abstract plan group.

Syntax sp_drop_all_gplans name

Parameters name

is the name of the abstract plan group from which to drop all plans.

Examples sp_drop_all gplans dev_test

Usage e Todropindividual plans, use sp_drop_gplan.

e To seethe names of abstract plan groups in the current database, use
sp_help_gpgroup.

e sp_drop_all_gplans silently drops al plansin the group that belong to the
specified user, or al plansin the group, if it is executed by a System
Administrator or Database Owner.

Permissions Any user can execute sp_drop_all_gplans to drop plans that he or she owns.
Only a System Administrator or Database Owner can drop plans owned by
other users.

Auditing Valuesin event and extrainfo columns from the sysaudits table are:

Command or access
Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current activeroles
procedure » Keywords or options—NULL
¢ Previousvalue— NULL
e Current value—NULL
¢ Other information — All input parameters
* Proxy information — Original login name, if set
proxy in effect
See also System procedures sp_drop_gplan, sp_drop_qgpgroup
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sp_drop_qgpgroup

Description
Syntax

Parameters

Examples

Usage

Permissions

Auditing

Drops an abstract plan group.

sp_drop_gpgroup group

group
is the name of the abstract plan group to drop.

Drops the abstract plan group “dev_test”:
sp_drop_gpgroup dev_test
e You cannot drop the default groups, ap_stdin and ap_stdout.

*  You cannot drop agroup that contains plans. To drop all of the plansin a
agroup, use sp_drop_all_gplans. To seealist of groups and the number of

plans they contain, use sp_help_gpgroup.
*  sp_drop_gpgroup cannot be runin atransaction.

Only a System Administrator or Database Owner can execute
sp_drop_gpgroup.
Values in event and extrainfo columns from the sysaudits table are:

Event

Command or access
Audit option audited Information in extrainfo

38

See also

exec_procedure Execution of a ¢ Roles— Current active roles
procedure + Keywordsor options—NULL
¢ Previousvalue— NULL
e Current value—NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set

proxy in effect

System procedures sp_drop_all_gplans, sp_help_gpgroup
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sp_drop_qgplan

Description Drops an abstract plan.
Syntax sp_drop_gplan id
Parameters id

isthe ID of the abstract plan to drop.
Examples The abstract plan with the specified ID is dropped:
sp_drop_gplan 1760009301

Usage  TofindtheID of aplan, use sp_help_gpgroup, sp_help_gplan, or
sp_find_gplan. Plan IDs are also returned by create plan and are included
in showplan output.

e Todrop all abstract plansin agroup, use sp_drop_all_gplans.

Permissions Any user can execute sp_drop_gplan to drop a plan he or she owns. Only the
System Administrator or the Database Owner can drop plans owned by other
others.

Auditing Valuesin event and extrainfo columns from the sysaudits table are:

Command or access

Event Audit option audited Information in extrainfo

38 exec_procedure Execution of a ¢ Roles— Current activeroles
procedure + Keywords or options—NULL

¢ Previousvalue— NULL
e Current value—NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set
proxy in effect

See also Commands create plan

System procedures sp_drop_all_gplans, sp_find_gplan, sp_help_gpgroup,
sp_help_gplan
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sp_drop_resource_limit

Description Removes one or more resource limits from Adaptive Server.

Syntax sp_drop_resource_limit { name, appname }
[, rangename, limittype, enforced, action, scope]
Parameters name
isthe Adaptive Server login to which the limit applies. To drop resource
limitsthat apply to all users of aparticular application, specify the appname
and aname of NULL.

appname
is the application to which the limit applies. To drop resource limits that
apply to all applications used by the specified login, specify thelogin name
and an appname of NULL. To drop alimit that applies to a particular
application, specify the application name that the client program passes to
the Adaptive Server in the login packet.

rangename
isthetime range during which thelimit isenforced. Thismust be an existing
time range stored in the systimeranges system table or NULL to delete all
resource limits for the specified name, appname, limittype, action, and
scope, without regard to rangename.

limittype
isthe type of resource being limited. This must be one of the following:

e row_count —dropsonly limits that restrict the number of rows a query
can return.

* elapsed_time —dropsonly limitsthat restrict the number of secondsthat
aquery batch or transaction can run.

* io_cost —dropsonly limits that restrict actual or estimated query
processing cost.

* tempdb_space —dropsonly thelimits of the number of tempdb database
pages that a single session used or can have.

e NULL —drops all resource limits with the specified name, appname,
rangename, enforcement time, action, and scope, without regard to
limittype.
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enforced
determines whether the limit is enforced prior to or during query execution.
The following table lists the valid values for each limit type:

Enforced

code Description Limit type

1 Drops only limits for which action is taken when the estimated cost of execution io_cost
exceeds the specified limit.

2 Drops only limits for which action is taken when the actual row count, elapsed time,  row_count

or cost of execution exceeds the specified limit.

elapsed_time

i0_cost
3 Drops only limits for which action is taken when either the estimated cost (1) or the  io_cost
actual cost (2) exceeds the specified limit.
NULL Drops all resource limits with the specified name, appname, rangename, limittype,
and scope, without regard to when the action is enforced.
action

is the action taken when the limit is exceeded. This must be one of the

following:
Action code Description
1 Drops only limits that issue a warning.
2 Drops only limits that abort the query batch.
3 Drops only limits that abort the transaction.
4 Drops only limits that kill the session.
NULL Drops all resource limits with the specified name, appname, rangename, limittype, enforcement

time, and scope, without regard to the action they take.
scope

is the scope of the limit. This must be one of the following:
Scope code Description
1 Drops only limits that apply to queries.
2 Drops only limits that apply to query batches.
4 Drops only limits that apply to transactions.
6 Drops only limits that apply to both query batches and transactions.
NULL Drops all resource limits with the specified name, appname, rangename, limittype, enforcement

time, and action, without regard to their scope.

Examples Example 1 Dropsthe single resource limit that killsthe session whenever joe's
use of the payroll application runs a query during the friday_afternoon time
range that results in excessive execution-time 1/0 cost:
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sp_drop resource limit joe, payroll, friday afternoon, io cost, 2, 4, 1

Note |f no resource limit matches these selection criteria,
sp_drop_resource_limit returns without error.

Example 2 Dropsall limits that apply to joe's use of the payroll application:
sp_drop_resource limit joe, payroll

Example 3 Dropsall limits that apply to the user “joe”:
sp_drop_resource_ limit joe

Example 4 Drops all resource limits that apply to the payroll application:
sp_drop_resource limit NULL, payroll

Example 5 Dropsall resource limits on the payroll application whose action
istokill the session:

sp_drop_resource limit NULL, payroll, NULL, NULL, NULL, 4, NULL

Usage e Usethe sp_help_resource_limit System procedure to determine which
resource limits apply to a given user, application, or time of day.

e Whenyou usesp_droplogin to drop an Adaptive Server login, al resource
limits associated with that login are also dropped.

e Thedeletion of aresource limit causes the limits for each session for that
login and/or application to be rebound at the beginning of the next query

batch for that session.
Permissions Only a System Administrator can execute sp_drop_resource_limit.
Auditing Values in event and extrainfo columns from the sysaudits table are:
Command or access
Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current active roles
procedure « Keywordsor options—NULL

* Previousvalue— NULL
e Current value—NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set
proxy in effect

See also Documents See the System Administration Guide for more information on
resource limits.
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System procedures sp_add_resource_limit, sp_droplogin,
sp_help_resource_limit, sp_modify_resource_limit
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sp_drop_time_range

Description Removes a user-defined time range from Adaptive Server.
Syntax sp_drop_time_range name
Parameters name
is the name of the time range to be dropped.
Examples Removes the “evenings’ time range:
sp_drop_time range evenings
Usage e You cannot removethe “at all times” time range.
*  You cannot drop atime rangeif aresource limit exists for that time range.
< Dropping atime range does not affect the active time ranges for sessions
currently in progress.
Permissions Only a System Administrator can execute sp_drop_time_range.
Auditing Values in event and extrainfo columns from the sysaudits table are:
Command or access
Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current active roles
procedure + Keywordsor options—NULL

¢ Previousvalue— NULL

e Current value— NULL

¢ Other information — All input parameters

¢ Proxy information — Original login name, if set

proxy in effect

See also Documents For more information on time ranges, see the System

Administration Guide.

System procedures sp_add_resource_limit, sp_add_time_range,
sp_modify_time_range
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sp_dropdevice

Drops an Adaptive Server database device or dump device.

Description

Syntax

Parameters

Examples

Usage

Permissions

Auditing

sp_dropdevice logicalname

logicalname

isthe name of the device as listed in master.dbo.sysdevices.name.

Example 1 Drops the device named tape5 from Adaptive Server:

sp_dropdevice tapeb

Example 2 Dropsthe database device named fredsdata from Adaptive Server.
The device must not be in use by any database:

sp_dropdevice fredsdata

e Thesp_dropdevice procedure drops a device from Adaptive Server,
deleting the device entry from master.dbo.sysdevices.

e sp_dropdevice does not remove afile that is being dropped as a database
device; it makesthe file inaccessible to Adaptive Server. Use operating
system commands to delete a file after using sp_dropdevice.

Only a System Administrator can execute sp_dropdevice.

Values in event and extrainfo columns from the sysaudits table are:

Event

Command or access

Audit option audited Information in extrainfo

38

See also
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exec_procedure Execution of a .
procedure o

Commands drop database

Roles — Current activeroles

Keywords or options—NULL

Previous value — NULL

Current value— NULL

Other information — All input parameters

Proxy information — Original login name, if set
proxy in effect

System procedures sp_addumpdevice, sp_helpdb, sp_helpdevice

Adaptive Server Enterprise



CHAPTER 1 System Procedures

sp_dropengine

Description

Syntax

Parameters

Examples

Usage

Permissions

Auditing

Drops an engine from a specified engine group or, if the engineisthe last one
in the group, drops the engine group.

sp_dropengine engine_number, engine_group

engine_number
is the number of the engine you are dropping from the group. Values are
between 0 and a maximum equal to the number of configured online
engines, minus one.

engine_group
is the name of the engine group from which to drop the engine.

This statement drops engine number 2 from the group called DS_GROUP. If it
isthe last engine in the group, the group is also dropped:

sp_dropengine 2, DS_GROUP
e sp_dropengine can beinvoked only from the master database.

e Ifengine_number isthelast enginein engine_group, Adaptive Server also
drops engine_group.

e Theengine number you specify must exist in engine_group.
Only a System Administrator can execute sp_dropengine.

Values in event and extrainfo columns from the sysaudits table are:

Event

Command or access

Audit option audited Information in extrainfo

38

See also

exec_procedure Execution of a ¢ Roles— Current active roles

procedure + Keywordsor options—NULL
* Previousvalue— NULL
e Current value—NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set
proxy in effect

System procedures sp_addengine
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sp_dropexeclass

Description Drops a user-defined execution class.

Syntax sp_dropexeclass classname

Parameters classname

is the name of the user-defined execution class to be dropped.

Examples This statement drops the user-defined execution class DECISION:
sp_dropexeclass 'DECISION'

Usage »  Anexecution class hel ps define the execution precedence used by
Adaptive Server to process tasks. See the Performance and Tuning Guide
for more information on execution classes and execution attributes.

e classname must not be bound to any client application, login, or stored
procedure. Unbind the execution classfirst, using sp_unbindexeclass, then
drop the execution class, using sp_dropexeclass.

*  You cannot drop system-defined execution classes.

Permissions Only a System Administrator can execute sp_dropexeclass.

Auditing Valuesin event and extrainfo columns from the sysaudits table are:

Command or access
Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current activeroles
procedure + Keywords or options—NULL
¢ Previousvalue— NULL
e Current value—NULL
¢ Other information — All input parameters
¢ Proxy information — Original login name, if set
proxy in effect

See also System procedures sp_addexeclass, sp_bindexeclass, sp_showexeclass,

sp_unbindexeclass
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sp_dropextendedproc

Description Removes an extended stored procedure (ESP).
Syntax sp_dropextendedproc esp_name
Parameters esp_name
is the name of the extended stored procedure to be dropped.
Examples Removes xp_echo:
sp_dropextendedproc xp_echo
Usage *  sp_dropextendedproc must be executed from the master database.
e Theesp_name is case-sensitive. It must precisely match the name with
which the ESP was created.
Permissions Only a System Administrator can execute sp_dropextendedproc.
Auditing Values in event and extrainfo columns from the sysaudits table are:
Command or access
Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current active roles
procedure + Keywordsor options—NULL

¢ Previousvalue— NULL

e Current value— NULL

¢ Other information — All input parameters

¢ Proxy information — Original login name, if set

proxy in effect

See also Commands drop procedure

System procedures sp_addextendedproc, sp_freedll, sp_helpextendedproc
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sp_dropexternlogin

Description

Syntax

Parameters

Examples

Usage

Permissions

Auditing

236

Component Integration Services only Drops the definition of aremote
login previously defined by sp_addexternlogin.

sp_dropexternlogin server [, loginame [, rolename ]]

server
is the name of the remote server from which the local server is dropping
account access. The remote server is known to the local server by an entry
in the master.dbo.sysservers table.

loginame
isalogin account known to the local server. If loginame is not specified, the
current account is used. loginame must exist in the master.dbo.syslogins
table.

rolename
isthe Adaptive Server user’s assigned role.

Example 1 Drops the definition of an external login to the remote server
CI1S1012 from “bobj”. Only the “bobj” account and the “sa” account can add
or modify aremote login for “bobj”:

sp_dropexternlogin CIS1012, bobj

Example 2 Dropsthe definition of an external login to the remote server SSB
from users with the sa_role:

sp_dropexternlogin SSB, NULL, sa role

»  sp_dropexternlogin drops the definition of aremote login previously
defined to the local server by sp_addexternlogin.

* You cannot execute sp_dropexternlogin from within a transaction.
»  Theremote server must be defined to the local server by sp_addserver.

e Toaddand droplocal server users, use the system procedures sp_addalias
and sp_droplogin.

Only loginame or a System Administrator can execute sp_dropexternlogin.

Values in event and extrainfo columns from the sysaudits table are:
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Command or access

Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current active roles
procedure « Keywordsor options—NULL
¢ Previousvalue— NULL
e Current value— NULL
¢ Other information — All input parameters
¢ Proxy information — Original login name, if set
proxy in effect
See also System procedures sp_addexternlogin, sp_helpexternlogin, sp_addlogin,
sp_droplogin
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sp_dropglockpromote

Description

Syntax

Parameters

Examples

Usage

Permissions

Auditing

Removes lock promotion values from atable or database.

sp_dropglockpromote {"database" | "table"}, objname

database | table
specifies whether to remove the lock promotion thresholds from a database
or table. The quotes are required because these are Transact-SQL keywords.

objname
is the name of the table or database from which to remove the lock
promotion thresholds.

Removes the lock promotion values from titles. Lock promotion for titles now
uses the database or server-wide values:

sp_dropglockpromote "table", titles

e Usesp_dropglockpromote to drop lock promotion values set with
sp_setpglockpromote.

*  When you drop a database's lock promotion thresholds, tables that do not
have lock promation thresholds configured will use the server-wide
values.

»  When atable's values are dropped, Adaptive Server uses the database's
lock promotion thresholdsif they are configured or the server-wide values
if they are not.

e Server-wide values can be changed with sp_setpglockpromote, but cannot
be dropped.

Only a System Administrator can execute sp_dropglockpromote.

Valuesin event and extrainfo columns from the sysaudits table are:

Command or access

Event Audit option audited Information in extrainfo

38 exec_procedure Execution of a ¢ Roles— Current activeroles

See also

238

procedure + Keywords or options—NULL
* Previousvalue— NULL
e Current value—NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set
proxy in effect

System procedures sp_setpglockpromote
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sp_dropgroup

Description
Syntax

Parameters

Examples

Usage

Permissions

Auditing

Drops agroup from a database.
sp_dropgroup grpname

grpname

is the name of agroup in the current database.

The “purchasing” group has merged with the “accounting” group. These
commands move “martha’ and “george”, members of the “ purchasing” group,
to other groups before dropping the group. The group name “public” is quoted
because “public” isareserved word:

sp_changegroup accounting, martha
sp_changegroup "public", george
sp_dropgroup purchasing

e Executing sp_dropgroup drops a group name from a database's sysusers

table.

e You cannot drop agroup if it has members. You must execute
sp_changegroup for each member before you can drop the group.

Only the Database Owner, a System Administrator, or a System Security
Officer can execute sp_dropgroup.

Values in event and extrainfo columns from the sysaudits table are:

Event

Command or access

Audit option audited Information in extrainfo

38

See also

exec_procedure Execution of a .
procedure o

Roles— Current active roles

Keywords or options—NULL

Previous value — NULL

Current value— NULL

Other information — All input parameters

Proxy information — Original login name, if set
proxy in effect

System procedures sp_addgroup, sp_changegroup, sp_helpgroup
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sp_dropkey

Description

Syntax

Parameters

Examples

Usage

Permissions

240

Removes from the syskeys table a key that had been defined using
sp_primarykey, sp_foreignkey, Or sp_commonkey.

sp_dropkey keytype, tabname [, deptabname]

keytype
isthe type of key to be dropped. The keytype must be primary, foreign, or
common.

tabname
isthe name of the key table or view that contains the key to be dropped.

deptabname
specifies the name of the second table in the relationship, if the keytypeis
foreign or common. If the keytype is primary, this parameter is not needed,
since primary keys have no dependent tables. If the keytypeisforeign, thisis
the name of the primary key table. If the keytype is common, give the two
table names in the order in which they appear with sp_helpkey.

Example 1 Dropsthe primary key for the employees table. Any foreign keys
that were dependent on the primary key for employees are also dropped:

sp_dropkey primary, employees

Example 2 Dropsthe common keys between the employees and projects
tables:

sp_dropkey common, employees, projects
Example 3 Drops the foreign key between the titleauthor and titles tables:
sp_dropkey foreign, titleauthor, titles

e Executing sp_dropkey deletes the specified key from syskeys. Only the
owner of atable can drop akey from that table.

» Keysare created to make explicit alogical relationship that isimplicitin
your database design. Thisinformation can be used by an application.

» Dropping aprimary key automatically drops any foreign keys associated
withit. Dropping aforeign key has no effect on aprimary key specified on
that table.

e Executing sp_commonkey, sp_primarykey, or sp_foreignkey adds the key
to the syskeys system table. To display areport on the keys that have been
defined, execute sp_helpkey.

Only the owner of tabname can execute sp_dropkey.
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Auditing Values in event and extrainfo columns from the sysaudits table are:

Command or access

Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current active roles
procedure » Keywords or options—NULL
¢ Previousvalue— NULL
¢ Current value— NULL
¢ Other information — All input parameters
¢ Proxy information — Original login name, if set
proxy in effect
See also System procedures sp_commonkey, sp_foreignkey, sp_helpkey,

sp_primarykey
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sp_droplanguage

Description

Syntax

Parameters

Examples

Usage

Permissions

Auditing

Drops an alternate language from the server and removes its row from
master.dbo.syslanguages.

sp_droplanguage language [, dropmessages]

language
isthe official name of the language to be dropped.

dropmessages
drops all Adaptive Server system messagesin language. You cannot drop a
language with associated system messages without also dropping its
messages.

Example 1 Thisexample drops French from the availabl e alternate languages,
if there are no associated messages:

sp_droplanguage french

Example 2 Thisexampledrops French from the available alternate languages,
if there are associated messages:

sp_droplanguage french, dropmessages

e Executing sp_droplanguage drops alanguage from alist of aternate
languages by deleting its entry from the master.dbo.syslanguages table.

« If you try to drop alanguage that has system messages, the request fails
unless you supply the dropmessages parameter.

Only a System Administrator can execute sp_droplanguage.

Values in event and extrainfo columns from the sysaudits table are:

Command or access

Event Audit option audited Information in extrainfo

38 exec_procedure Execution of a ¢ Roles— Current activeroles

See also

242

procedure » Keywords or options—NULL
¢ Previousvalue— NULL
e Current value—NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set
proxy in effect

System procedures sp_addlanguage, sp_helplanguage
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sp_droplogin

Description

Syntax

Parameters

Examples

Usage

Permissions

Auditing

Drops an Adaptive Server user login by deleting the user’s entry from
master.dbo.syslogins.

sp_droplogin loginame

loginame

is the name of the user, as listed in master.dbo.syslogins.

Drops the “victoria’ login from Adaptive Server:

sp_droplogin victoria

Executing sp_droplogin drops auser login from Adaptive Server, deleting
the user’s entry from master.dbo.syslogins.

Adaptive Server reuses adropped login's server user 1D, which
compromises accountability. You can avoid dropping accounts entirely
and, instead, use sp_locklogin to lock any accounts that will no longer be
used.

If you need to drop logins, be sure to audit these events (using sp_audit) SO
that you have arecord of them.

sp_droplogin deletes all resource limits associated with the dropped login.

sp_droplogin failsif thelogin to be dropped isauser in any database on the
server. Usesp_dropuser to drop the user from adatabase. You cannot drop
auser from a database if that user owns any objects in the database.

Regardless, the login is dropped if the database is offline.

If the login to be dropped is a System Security Officer, sp_droplogin
verifiesthat at |east one other unlocked System Security Officer’s account
exists. If not, sp_droplogin fails. Similarly, sp_droplogin ensures that there
isaways at least one unlocked System Administrator account.

Only a System Security Officer can execute sp_droplogin.

Values in event and extrainfo columns from the sysaudits table are:
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sp_droplogin

Event

Command or access

Audit option audited Information in extrainfo

38

See also
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exec_procedure Execution of a .
procedure o

Roles— Current active roles

Keywords or options—NULL

Previous value— NULL

Current value— NULL

Other information — All input parameters

Proxy information — Original login name, if set
proxy in effect

System procedures sp_addlogin, sp_audit, sp_dropuser, sp_locklogin
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sp_dropmessage

Description Drops user-defined messages from sysusermessages.
Syntax sp_dropmessage message_num [, language]
Parameters message_num
is the message number of the message to be dropped. M essage nhumbers
must have a value of 20000 or higher.
language
is the language of the message to be dropped.
Examples Removes the French version of the message with the number 20002 from
sysusermessages:
sp_dropmessage 20002, french
Usage e Thelanguage parameter isoptional. If included, only the message with the
indicated message_num intheindicated languageisdropped. If you do not
specify alanguage, all messages with the indicated message_num are
dropped.
Permissions Only the Database Owner, a System Administrator, or the user who created the
message being dropped can execute sp_dropmessage.
Auditing Values in event and extrainfo columns from the sysaudits table are:
Command or access
Event Audit option audited Information in extrainfo
32 drop sp_dropmessage ¢ Roles— Current active roles
« Keywords or options—NULL
¢ Previousvalue— NULL
e Current value—NULL
¢ Other information — Message number
¢ Proxy information — Original login name, if set
proxy in effect
38 exec_procedure Execution of a ¢ Roles— Current active roles
procedure » Keywords or options—NULL
e Previousvalue— NULL
e Current value—NULL
¢ Other information — All input parameters
¢ Proxy information — Original login name, if set
proxy in effect
See also System procedures sp_addmessage, sp_getmessage

Reference Manual: Procedures 245



sp_dropobjectdef

sp_dropobjectdef

Description Component Integration Services only Deletesthe external storage
mapping provided for alocal object.

Syntax sp_dropobjectdef tablename

Parameters tablename
has the form dbname.owner.object, where:

» dbname isthe name of the database containing the object whose storage
location you are dropping. doname isoptional; if present, it must be the
current database, and the owner or a placeholder is required.

» owneristhename of the owner of the object whose storage location you
are dropping. owner isoptional; it isrequired if doname is specified.

* object isthe name of thelocal table for which external storage mapping
isto be dropped.

Examples Example 1 Deletes the entry from sysattributes that provided the external
storage mapping for atable known to the server asthe colleges tablein database
personnel:

sp_dropobjectdef "personnel.dbo.colleges"

Example 2 Deletesthe entry from sysattributes that provided the external
storage mapping for the andrea.fishbone object, where andrea isthe owner and
the local table nameis fishbone:

sp_dropobjectdef "andrea.fishbone"

Usage »  sp_dropobjectdef deletesthe external storage mapping provided for alocal
object. It replaces sp_droptabledef.

e Usesp_dropobjectdef after dropping a remote table with drop table.

»  Dropping atable does not remove the mapping information from the
sysattributes table if it was added using sp_addobjectdef. It must be
explicitly removed using sp_dropobjectdef.

e Thetablename can bein any of these forms:
*  object
*  owner.object
* dbname..object

* dbname.owner.object

246 Adaptive Server Enterprise



CHAPTER 1 System Procedures

Permissions Only the Database Owner or a System Administrator can execute
sp_dropobjectdef. Only a System Administrator can execute sp_dropobjectdef
to remove mapping information for another user’s object.

Auditing Values in event and extrainfo columns from the sysaudits table are:

Event Audit option

Command or access
audited

Information in extrainfo

38 exec_procedure

Execution of a
procedure

Roles — Current active roles

Keywords or options—NULL

Previous value — NULL

Current value— NULL

Other information — All input parameters

Proxy information — Original login name, if set

proxy in effect

See also Commands create existing table, create table, drop table

System procedures sp_addobjectdef
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sp_dropremotelogin

Description

Syntax

Parameters

Examples

Usage

Permissions

Auditing

248

Drops aremote user login.

sp_dropremotelogin remoteserver [, loginame [, remotename] |

remoteserver
is the name of the server that has the remote login to be dropped.

loginame
isthelocal server’suser namethat is associated with the remote server inthe
sysremotelogins table.

remotename
isthe remote user name that gets mapped to loginame when logging infrom
the remote server.

Example 1 Dropsthe entry for the remote server named GATEWAY:
sp_dropremotelogin GATEWAY

Example 2 Dropsthe entry for mapping remote logins from the remote server
GATEWAY to the local user named “churchy”:

sp_dropremotelogin GATEWAY, churchy

Example 3 Drops the login for the remote user “pogo” on the remote server
GATEWAY that was mapped to the local user named “ churchy”:

sp_dropremotelogin GATEWAY, churchy, pogo

e Executing sp_dropremotelogin drops a user login from aremote server,
deleting the user’s entry from master.dbo.sysremotelogins.

e For amore complete discussion on remote logins, see sp_addremotelogin.

e Toaddand droplocal server users, usethe system procedures sp_addlogin
and sp_droplogin.

Only a System Administrator can execute sp_dropremotelogin.

Values in event and extrainfo columns from the sysaudits table are:
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Command or access

Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current active roles
procedure « Keywordsor options—NULL

* Previousvalue—NULL
e Current value— NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set
proxy in effect

See also System procedures sp_addlogin, sp_addremotelogin, sp_addserver,
sp_droplogin, sp_helpremotelogin, sp_helpserver
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sp_droprowlockpromote

Description

Syntax

Parameters

Examples

Usage

Permissions

Auditing

250

Removes row lock promotion threshold values from a database or table.
sp_droprowlockpromote {"database" | "table"}, objname

database | table
specifies whether to remove the row lock promotion thresholds from a
database or table.

objname
is the name of the database or table from which to remove the row lock
promotion thresholds.

Removes the row lock promotion values from the sales table. Lock promotion
for sales now uses the database or server-wide values:

sp_droprowlockpromote "table", "sales"

e Usesp_droprowlockpromote to drop row lock promotion values set with
sp_setrowlockpromote.

*  When you drop a database’s row lock promotion thresholds,
datarows-locked tables that do not have row lock promotion thresholds
configured usethe server-wide values. Usesp_configure to check thevalue
of the row lock promotion configuration parameters.

*  When atable’'srow lock promotion values are dropped, Adaptive Server
uses the database’srow lock promotion thresholds, if they are configured,
or the server-wide values, if no thresholds are set for the database.

e Tochangethelock promotion thresholdsfor adatabase, you must be using
the master database. To change the lock promotion thresholds for atable
in adatabase, you must be using the database where the table resides.

e Server-wide values can be changed with sp_setrowlockpromote. This
changesthevaluesin therow lock promotion configuration parameters, so
there is no corresponding server option for sp_droprowlockpromote.

Only a System Administrator can execute sp_droprowlockpromote.

Values in event and extrainfo columns from the sysaudits table are:

Adaptive Server Enterprise



CHAPTER 1 System Procedures

Command or access

Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current active roles
procedure « Keywordsor options—NULL

* Previousvalue—NULL
e Current value— NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set
proxy in effect

See also System procedures sp_setrowlockpromote
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sp_dropsegment

Description Drops a segment from a database or unmaps a segment from a particular
database device.

Syntax sp_dropsegment segname, dbname [, device]

Parameters segname

is the name of the segment to be dropped.

dbname
is the name of the database from which the segment is to be dropped.

device
isthe name of the database device from which the segment segnameisto be
dropped. This parameter is optional, except when the system segment
system, default, or logsegment is being dropped from a database device.

Examples Example 1 Thiscommand dropsthe segment indexes from the pubs2 database.
sp_dropsegment indexes, pubs2

Example 2 This command unmaps the segment indexes from the database
device dev1:

sp_dropsegment indexes, pubs2, devl

Usage * You can drop asegment if it is not referenced by any table, index, or
partition in the specified database.

» If you do not supply the optional argument device, the segment is dropped
from the specified database. If you do supply a device name, the segment
isno longer mapped to the named database device, but the segment is not
dropped.

»  Dropping asegment drops all thresholds associated with that segment.

*  You can only execute sp_dropsegment for the logsegment system segment
in single-user mode.

Note This command may take along timeto completeinin very large
databases.

*  When you unmap a segment from one or more devices, Adaptive Server
drops any thresholdsthat exceed thetotal space onthe segment. Whenyou
unmap the logsegment from one or more devices, Adaptive Server
recal culates the | ast-chance threshold.
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e sp_placeobject changes future space allocations for atable or index from
one segment to another, and removes the references from the original
segment. After using sp_placeobject, you can drop the original segment
name with sp_dropsegment.

e For thesystem segments system, default, and logsegment, you must specify
the device name from which you want the segments dropped.

Permissions Only the Database Owner or a System Administrator can execute
sp_dropsegment.
Auditing Values in event and extrainfo columns from the sysaudits table are:
Command or access
Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current active roles
procedure » Keywords or options—NULL

¢ Previousvalue— NULL
¢ Current value— NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set
proxy in effect

See also System procedures sp_addsegment, sp_addthreshold, sp_helpsegment,
sp_helpthreshold, sp_placeobject
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sp_dropserver

Description

Syntax

Parameters

Examples

Usage

Permissions

Auditing

254

Drops a server from the list of known servers or drops remote logins and
external loginsin the same operation.

sp_dropserver server [, droplogins]

server
is the name of the server to be dropped.

droplogins
indicates that any remote logins for server should also be dropped.

Example 1 This command drops the remote server GATEWAY:
sp_dropserver GATEWAY

Example 2 Dropstheentry for theremote server RDBAM_ALPHA and drops
all remote logins and external logins for that server:

sp_dropserver RDBAM ALPHA, droplogins

e Executing sp_dropserver drops a server from the list of known servers by
deleting the entry from the master.dbo.sysservers table.

* Running sp_dropserver on aserver that has associated entriesin the
master.dbo.sysremotelogins table results in an error message stating that
you must drop the remote users before you can drop the server. To drop all
remote logins for a server when dropping the server, use droplogins.

*  Running sp_dropserver without droplogins against a server that has
associated entries in the sysattributes table results in an error. You must
drop the remote logins and external logins before you can drop the server.

»  The checks against sysattributes for external logins and for default
mapping to aserver apply when Component Integration Servicesis
configured.

Only a System Security Officer can execute sp_dropserver.

Values in event and extrainfo columns from the sysaudits table are:
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Command or access

Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current active roles
procedure « Keywordsor options—NULL
¢ Previousvalue— NULL
e Current value— NULL
¢ Other information — All input parameters
¢ Proxy information — Original login name, if set
proxy in effect
See also System procedures sp_addserver,sp_dropremotelogin, sp_helpremotelogin,

sp_helpserver
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sp_dropthreshold

Description

Syntax

Parameters

Examples

Usage

Permissions

Auditing

Removes a free-space threshold from a segment.
sp_dropthreshold dbname, segname, free_space

dbname
isthe database from which you are dropping the threshold. This must be the
name of the current database.

segname
is the segment whose free space is monitored by the threshold. Use quotes
when specifying the “default” segment.

free_space
is the number of free pages at which the threshold is crossed.

Removes a threshold from segment1 of mydb. You must specify the database,
segment, and amount of free space to identify the threshold:

sp_dropthreshold mydb, segmentl, 200
e You cannot drop the last-chance threshold from the log segment.

* You can usetheno free space acctg option of sp_dboption asan alternative
to sp_dropthreshold. This option disables free-space accounting on
non-log segments. You cannot disable free-space accounting on log
segments.

Only the Database Owner or a System Administrator can execute
sp_dropthreshold.

Valuesin event and extrainfo columns from the sysaudits table are:

Command or access

Event Audit option audited Information in extrainfo

38 exec_procedure Execution of a ¢ Roles— Current activeroles

See also
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procedure + Keywords or options—NULL
* Previousvalue— NULL
e Current value—NULL
¢ Other information — All input parameters

* Proxy information — Original login name, if set
proxy in effect

System procedures sp_addthreshold, sp_dboption, sp_helpthreshold,
sp_thresholdaction
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sp_droptype

Description Drops a user-defined datatype.
Syntax sp_droptype typename
Parameters typename
is the name of a user-defined datatype that you own.
Examples Drops the user-defined datatype named birthday:
sp_droptype birthday
Usage e Executing sp_droptype deletes a user-defined datatype from systypes.
e A user-defined datatype cannot be dropped if it is referenced by tables or
another database object.
Permissions Only the Database Owner or datatype owner can execute sp_droptype.
Auditing Values in event and extrainfo columns from the sysaudits table are:
Command or access
Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current active roles
procedure + Keywordsor options—NULL

¢ Previousvalue— NULL

e Current value—NULL

¢ Other information — All input parameters

¢ Proxy information — Original login name, if set

proxy in effect

See also Datatypes User-defined datatypes

System procedures sp_addtype, sp_rename
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sp_dropuser

Description Drops a user from the current database.
Syntax sp_dropuser name_in_db
Parameters name_in_db

isthe user’s namein the current database’s sysusers table.

Examples Drops the user “albert” from the current database. The user “albert” can no
longer use the database:

sp_dropuser albert

Usage e sp_dropuser drops auser from the current database by deleting the user’s
row from sysusers.

*  You cannot drop a user who owns objects in the database.
* You cannot drop a user who has granted permissions to other users.
*  You cannot drop the Database Owner from a database.

e If other users are aliased to the user being dropped, their aliases are al'so
dropped. They no longer have access to the database.

e You cannot drop auser from adatabaseif the user ownsastored procedure
that is bound to an execution class in that database. See sp_bindexeclass.

Permissions Only the Database Owner, a System Administrator, or a System Security
Officer can execute sp_dropuser.

Auditing Valuesin event and extrainfo columns from the sysaudits table are:
Command or access
Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current activeroles
procedure + Keywords or options—NULL

¢ Previousvalue— NULL
e Current value—NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set
proxy in effect

See also Commands grant, revoke, use

System procedures sp_addalias, sp_adduser, sp_bindexeclass,
sp_droplogin
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sp_dumpoptimize

Description

Syntax

Parameters

Specifies the amount of data dumped by Backup Server during the dump
database operation.

sp_dumpoptimize [ 'archive_space =
{maximum | minimum | default }']

sp_dumpoptimize [ 'reserved_threshold =
{nnn | default }' ]

sp_dumpoptimize [ 'allocation_threshold =
{nnn | default }' ]

archive_space
specifies the amount of the database you want dumped.

maximum
dumpsthe whole database without determining which pages are allocated or
not. Thetotal space used by the archive image or imagesis equal to the size
of the database. Using this option has the same effect as using the options
reserved_threshold=0 and allocation_threshold=0.

minimum
dumps only the allocated pages, which results in the smallest possible
archive image. This option is useful when dumping to archive devices for
which the throughput is much smaller than that of the database devices such
as QI C tapedrives. Using this option has the same effect as using the options
reserved_threshold=100 and allocation_threshold=100.

default
specifies that default values should be used.

When used with archive_space, this option dumps the database with the
reserved_threshold and allocation_threshold options set to their default
values. Use this to reset Backup Server to the default configuration.

When used with reserved_threshold, default specifies 85 percent.
When used with allocation_threshold, default specifies 40 percent.

reserved_threshold
dumps all the pages belonging to the database in a database disk if the
percentage of reserved pagesin the disk is equal to or greater than nnn. For
example, if you specify nnn as 60 and if adatabase disk has a percentage of
reserved pages egual to or greater than 60 percent, then the entire disk is
dumped without determining which pageswithinthat disk areallocated. The
default for this option is 85 percent.
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Examples

sp_dumpoptimize

Backup Server:

set to 0%.

Backup Server:

set to 0%.

sp_dumpoptimize

Backup Server:
set to 100%.
Backup Server:
set to 100%.

sp_dumpoptimize

Backup Server:
set to 85%.
Backup Server:
set to 40%.
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nnn

aninteger value between 0 and 100 that representsthe val ue of the threshold.
It is used to determine how much data to dump.

When used with reserved_threshold, if the percentage of reserved pagesin
the disk is greater than the value specified, all the pages of the databasein a
database disk are dumped.

When used with allocation_threshold, if the percentage of allocated pagesin
an alocation unit is greater than the percentage specified for
allocation_threshold, all the pages within an alocation unit are dumped.

allocation_threshold

dumpsall the pagesin theallocation unit if the percentage of allocated pages
intheunitisequal to or greater than nnn. For example, if nnnis specified as
70 and if the percentage of allocated pagesin an allocation unit is equal to
or greater than 70 percent, then the entire alocation unit is dumped without
determining whether pages within that allocation unit are allocated or not. If
the reserved_threshold setting causes the whole disk to be dumped, the
allocation_threshold setting isignored for the disk. The default for this option
is 40 percent.

Example 1 This causes the whole database to be dumped:
'archive space=maximum'

4.172.1.1: The value of 'reserved pages threshold' has been

4.172.1.2: The value of 'allocated pages threshold' has been

Example 2 This causes only the allocated pages to be dumped, thereby
resulting in the smallest archive image:

'archive space=minimum'

4.172.1.1: The value of 'reserved pages threshold' has been

4.172.1.2: The value of 'allocated pages threshold' has been

Example 3 This causes the reserved threshold to be set to 85 percent and the
allocation threshold to be set to 40 percent:

'archive space=default'

4.172.1.1: The value of 'reserved pages threshold' has been

4.172.1.2: The value of 'allocated pages threshold' has been
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Example 4 Those disksin the database whose percentage of reserved pagesis
greater than or equal to 60 percent are dumped without reading allocation
pages on this disk. For the remaining disks, the all ocation pages are read, and
the last set value for the allocation_threshold is used. If the allocation_threshold
was not set after Backup Server was started, default allocation_threshold of 40
percent is used:

sp_dumpoptimize 'reserved threshold=60"

Backup Server: 4.172.1.3: The value of 'reserved pages threshold' has been
set to 60%.

Example 5 This causes the reserved threshold to be set to 85 percent. It does
not affect the allocation page threshold:

sp_dumpoptimize 'reserved threshold=default'

Backup Server: 4.172.1.3: The value of 'reserved pages threshold' has been
set to 85%.

Example 6 Allocation pages are read for those disks whose reserved page
percentage is less than the last set value for the reserved_threshold and if an
allocation unit has 80 percent or more pages all ocated, then the whole
alocation unit is dumped:

sp_dumpoptimize 'allocation threshold=80"

Backup Server: 4.172.1.4: The value of 'allocated pages threshold' has been
set to 80%.

Example 7 This causesthe allocation page threshold to be set to the default of
40 percent. It does not affect the reserved pages threshold:

sp_dumpoptimize 'allocation threshold=default'

Backup Server: 4.172.1.4: The value of 'allocated pages threshold' has been
set to 40%.

Example 8 Those disksin the database whose percentage of reserved pagesis
greater than or equal to 60 percent are dumped without reading allocation
pages on thisdisk. For the remaining disks, the allocation pages areread and if
an allocation unit has 30 percent or more pages allocated, then the whole
alocation unit is dumped:

sp_dumpoptimize 'reserved threshold=60', 'allocation threshold=30'

Backup Server: 4.172.1.3: The value of 'reserved pages threshold' has been
set to 60%.
Backup Server: 4.172.1.4: The value of 'allocated pages threshold' has been

set to 30%.
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sp_dumpoptimize

Backup Server:
is 60%
Backup Server:
is 30%.

Usage

262

4.

4.

Example 9 Thisdisplays the current value of the thresholds:

171.1.1: The current value of 'reserved pages threshold'

171.1.2: The current value of 'allocated pages threshold'

*  Whenyou set valueswith sp_dumpoptimize, those values are immediately
in affect without the need to restart Backup Server. However, the changes
are effective only until the Backup Server is restarted. When Backup
Server isrestarted, the default values are used.

» If youissue sp_dumpoptimize multiple times, the thresholds specified by
the last instance are used by later dumps. For example, if you first set the
reserved_threshold value, and |ater issue archive_space=maximum, then
that value overwrites the previous value you set for reserved_threshold.

»  Dumpsof different databases can use different thresholds by changing the
sp_dumpoptimize values before each database dump.

»  The optimal threshold values can vary from one database to another.
Therefore, the performance of a dump depends on both the I/O
configuration and the amount of used space in the database. The DBA can
determine the appropriate configuration for a database by experimenting
with dumps using different values and choosing the one that resultsin the
shortest dump time.

*  You can use sp_dumpoptimize for both local and remote dumps.

* sp_dumpoptimize has no effect on the performance of atransaction log
dump or aload. Therefore, it need not be issued before dump transaction,
load database Or load transaction operations.

» If sp_dumpoptimize isissued without any parameters, the current value of
the thresholds is displayed on the client.

»  On configurations in which the archive device throughput is equal to or
higher than the cumulative throughput of all the database disks, using
archive_space=maximum may result in a faster dump. However, on
configurations in which the archive device throughput is less than the
cumulative throughput of all the database disks, using this option may
result in a slower dump.

»  The option names and the values for this procedure can be abbreviated to
the unique substring that identifiesthem. For example, ar = ma issufficient
to uniquely identify the option archive_space=maximum.
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e Therecanbezero or moreblank space charactersaround the equal sign (=)

in the option string.

e The option names and their values are case insensitive.

Permissions Only the System Administrator, the Database Owner, or users with the
Operator role can execute sp_dumpoptimize.

Auditing Values in event and extrainfo columns from the sysaudits table are:

Command or access

Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current active roles
procedure » Keywords or options—NULL
¢ Previousvalue— NULL
e Current value—NULL
¢ Other information — All input parameters
¢ Proxy information — Original login name, if set
proxy in effect
See also Documents See the System Administration Guide for information on
allocation pages.

Commands dump database, dump transaction, load database, load

transaction
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Sp_engine
Description

Syntax

Parameters

Examples

Enables you to bring an engine online or offline.

sp_engine {“online” | [offline | can_offline] [, engine_id] |

[“shutdown”, engine_id]}

“online”
bring an engine online. The value of sp_configure “max online engines” must
be greater than the current number of engines online. , Because “online” isa
reserved keyword, you must use quotes.

offline

bring an engine offline. You can also use the engine_id parameter to specify
a specific engine to bring offline.

can_offline
returnsinformation on whether an engine can be brought offline. can_offline
returns the Adaptive Server tasks with an affinity to this engine (for
example, during Omni or java.net tasks) if its state isonline . If you do not
specify an engine_id, the command describes the status of the enginein
sysengines with the highest engine id.

engine id
the ID of the engine. The engine_id parameter is optional. If you do not
specify an engine_id, sp_engine usesthe incremented or decremented value
for engine_id for the value of engine found within sysengines. That is, if
your system usesenginesO, 1, 2, and 3, and you do not specify an engineid,
sp_engine takes engine ID 3 offline, then engine ID 2, and so on.

“shutdown”
Forcesan engine offline. If there are any taskswith an affinity to thisengine,
they arekilled after afive-minute wait. You must use quotes, as shutdown is
areserved keyword.

Example 1 Brings engine 1 online. Messages are platform specific (in this
example, Sun Solaris was used):

sp_engine "online", 1
02:00000:00000:2001/10/26 08:53:40.61 kernel Network and device connection

limit is 3042.

02:00000:00000:2001/10/26 08:53:40.61 kernel SSL Plus security modules
loaded successfully.

02:00000:00000:2001/10/26 08:53:40.67 kernel engine 2, os pid 8624 online
02:00000:00000:2001/10/26 08:53:40.67 kernel Enabling Sun Kernel
asynchronous disk I/O strategy

00:00000:00000:2001/10/26 08:53:40.70 kernel ncheck: Network £c0330c8

online

264
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Example 2 Describes the steps in taking an engine offline that is currently
running tasks with an affinity for this engine:

select engine, status from sysengines

engine status
0 online
1 online
2 online
3 online

If you bring engine 1 offline:

sp_engine offline, 1
The following task(s) will affect the offline process:
spid: 19 has outstanding ct-1lib connections.

And then run the same query as above, it now showsthat engine 1isin an
offline state:

select engine, status from sysengines

engine status
0 online
1 in offline
2 online
3 online

As soon as the task that has an affinity to engine 1 finishes, Adaptive Server
issues a message similar to the following to the error log:

02:00000:00000:2001/10/26 09:02:09.05 kernel engine 1, os pid
8623 offline

Example 3 Determines whether engine 1 can be brought offline:
sp_engine can offline, 1

Example 4 Takesengine 1 offline:
sp_engine offline, 1

Adaptive Server eventually returns a message similar to the following:

01:00000:00000:2001/11/09 16:11:11.85 kernel Engine 1 waiting for
affinitated process(es) before going offline

01:00000:00000:2001/11/09 16:11:11.85 kernel Process 917518 is preventing
engine 1 going offline

00:00000:00000:2001/11/09 16:16:01.90 kernel engine 1, os pid

21127 offline
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Usage

Permissions

Auditing
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Example 5 Shutsdown engine 1 :
sp_engine shutdown, 1
*  You cannot offline or shut down engine 0.

*  You can determine the status of an engine, and which enginesare currently
online with the following query:

select engine, status from sysengines
where status = "online"

* online and shutdown are keywords and must be enclosed in quotes.

»  Engines can be brought online only if max online engines is greater then
the current number of engines with an online status, and if enough CPU is
available to support the additional engine.

» Anengine offline may fail or may not immediately take effect if there are
server processes with an affinity to that engine.

Using sp_engine “offline” versus sp_engine “shutdown”

Sometimes when you use sp_engine “offline", the engine does not immediately
go offline, and instead appearsto bein “ dormant” stateinthe enginetable. This
iscaused by processesthat are attached to your engine that cannot be migrated
to other engines. When this happens, the engine does not take new work, and

consumes minimal CPU cycles. When the process preventing the completion

of engine offline either end or become available for migration, the engine moves
from dormant to fully offline, and disappears from the engine table.

sp_engine "shutdown" isamore aggressive version of the offline command. The
sp_engine "shutdown" procedure actively kills any processes that are
preventing the engine from going offline, forcing it to shut down.

However, if you use sp_engine "shutdown" on an engine that has ct-lib or java
connections, you get the following error message:

Engine has outstanding ct-1lib/java connections and
cannot be offlined.

When this happens, repeat the command again every few minutes until the
connections are no longer there, and the engine can shut down.

You must be a System Administrator to bring engines online or offline.

Values in event and extrainfo columns from the sysaudits table are:
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Command or access

Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current active roles
procedure » Keywords or options—NULL

¢ Previousvalue— NULL
¢ Current value— NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set
proxy in effect
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sp_estspace

Description

Syntax

Parameters

Examples
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Estimates the amount of space required for atable and itsindexes, and thetime
needed to create the index.

sp_estspace table_name, no_of_rows, fill_factor,
cols_to_mayx, textbin_len, iosec, page_size
table_name
is the name of the table. It must already exist in the current database.

no_of _rows
is the estimated number of rows that the table will contain.

fill_factor
istheindex fillfactor. The default is null, which means that Adaptive Server
uses its default fillfactor.

cols_to_max
isacomma-separated list of the variable-length columnsfor which you want
to usethe maximum length instead of the average. The default isthe average
declared length of the variable-length columns.

textbin_len
isthe length, per row, of al text and image columns. The default valueisO.
You need to provide avalue only if the table stores text or image data. text
and image columns are stored in a separate set of data pages from the rest of
the table's data. The actual table row stores a pointer to the text or image
value. sp_estspace provides a separate line of information about the size of
the text or image pages for arow.

iosec
isthe number of disk 1/Os per second on thismachine. The defaultis30 1/0s
per second.

pagesize
allows you to estimate the space required for a given table—and all of its
indexes—if you migrate the table to a server of the specified page size. You
can either specify a page size (2048, 4096, 8192, 16384, or 2K, 4K, 8K,
16K) or NULL to use your current page size. If you do not use“K” asaunit
specifier, the default for pagesize isbytes. Because page all ocation all ocates
the same size page for various objects, the page_size value appliesto all
page types (index, data, text and so on).

Example 1 Calculatesthe spacerequirementsfor thetitles table and itsindexes,
and the time required to create the indexes. The number of rowsis 10,000, the
fillfactor is 50 percent, two variable-length columns are computed using the
maximum size for the column, and the disk 1/0 speed is 25 I/Os per second:
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sp_estspace titles, 10000, 50, "title,notes", 0, 25

name type idx level Pages Kbytes

titles data 0 3364 6728
titles text/image 0 0 0
titleidind clustered 0 21 43
titleidind clustered 1 1 2
titleind nonclustered 0 1001 2002
titleind nonclustered 1 54 107
titleind nonclustered 2 4 8
titleind nonclustered 3 1 2

Total Mbytes

8.68
name type total pages time mins
titleidind clustered 3386 13
titleind nonclustered 1060 5
titles data 0 2

Example 2 Usesthe average length of existing image datain the au_pix table
to calculate the size of the table with 1000 rows. You can also provide thissize
as a constant:

declare @i int
select @i = avg(datalength(pic)) from au pix
exec sp estspace au pix, 1000, null, null, 16, @i

au_pix has no indexes

name type idx level Pages Kbytes
au_pix data 0 31 63
au_pix text/image 0 21000 42000

Example 3 Calculatesthe size of thetitles table with 50,000 rows, using
defaults for al other values:

sp_estspace titles, 50000

name type idx level Pages Kbytes
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titles data 0 4912 9824
titleidind clustered 0 31 61
titleidind clustered 1 1 2
titleind nonclustered 0 1390 2780
titleind nonclustered 1 42 84
titleind nonclustered 2 2 4
titleind nonclustered 3 1 2
Total Mbytes

12.46
name type total pages time mins
titleidind clustered 4943 19
titleind nonclustered 1435 8

Example 4 Thisexampleisrun after adding a clustered index to the blurbs
table:

declare @i int
select @i = avg(datalength(copy)) from blurbs
exec sp estspace blurbs, 6, null, null, 16, @i, "lek"

name type idx level Pages Kbytes
blurbs data 0 8 128
blurbs text/image 0 6 96
blurbs ind clustered 0 1 16
blurbs ind clustered 1 1 16

Total Mbytes

0.25

name type total pages time mins
blurbs_ind clustered 10 0
blurbs data 6 0

Thisexampleisrun on a 2K server, and indicates that the blurbs table would
require .25MB after itismigrated to a16K server. Below isthe same query run
on a 16K server, which verifies the .25MB space requirement:

declare @i int
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select @i = avg(datalength(copy)) from blurbs
exec sp estspace blurbs, 6, null, null, 16, @i, "le6k"

name type idx level Pages Kbytes
blurbs data 0 8 128
blurbs text/image 0 6 96
blurbs_ind clustered 0 1 16
blurbs_ind clustered 1 1 16

Total_ Mbytes

0.25

name type total pages time mins
blurbs_ind clustered 10 0
blurbs data 6 0

Example 5 Thisexample estimatesthat, if the blurbs table had athousand rows
init onaZ2K server, it would require 1.99MB of space:

declare @i int
select @i = avg(datalength(copy)) from blurbs
exec sp estspace blurbs, 1000, null, null, 16, @i, "2k"

name type idx level Pages Kbytes
blurbs data 0 16 32
blurbs text/image 0 1000 2000
blurbs_ind clustered 0 1 2
blurbs_ind clustered 1 1 2

Total_ Mbytes

1.99
name type total pages time mins
blurbs_ind clustered 18 0
blurbs data 1000 0
Usage e To estimate the amount of space required by atable and its indexes:

a Createthetable.
b Createall indexes on the table.
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¢ Runsp_estspace, giving the table name, the estimated number of
rows for the table, and the optional arguments, as needed.

You do not need toinsert datainto thetables. sp_estspace usesinformation
inthe system tables—not the size of the datain the tables—to calcul ate the
size of tables and indexes.

e If the auto identity option is set in a database, Adaptive Server
automatically definesa10-digit IDENTITY columnin each new tablethat
is created without specifying a primary key, aunique constraint, or an
IDENTITY column. To estimate how much extra spaceisrequired by this
column:

a Inthe master database, use sp_dboption to turn on the auto identity
option for the database.

(o

Create the table.

Run sp_estspace on the table and record the results.
Drop thetable.

Turn the auto identity option off for the database.

N ¢] o O

Re-create the table.
g Rerunsp_estspace on thetable, and record the results.

»  For information about tables or columns, use sp_help tablename.

Permissions Any user can execute sp_estspace.
Auditing Valuesin event and extrainfo columns from the sysaudits table are:
Command or access
Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current activeroles
procedure » Keywords or options—NULL

¢ Previousvalue— NULL
e Current value—NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set
proxy in effect

See also Commands create index, create table

System procedures sp_dboption, sp_help
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Sp_export_gpgroup

Description

Syntax

Parameters

Examples

Exports al plans for a specified user and abstract plan group to a user table.

Sp_export_gpgroup usr, group, tab

usr
is the name of the user who owns the abstract plans to be exported.

group
isthe name of the abstract plan group that contains the plans to be exported.

tab
isthe name of atable into which to copy the plans. It must be atablein the
current database. You can specify a database name, but not an owner name,
in the form dbname..tablename. With large identifiers, the total length must
be no more than 255 characters.

Creates atable called moveplans containing all the plansfor the user “freidak”
that arein the ap_stdout group:

sp_export gpgroup freidak, ap_ stdout, "tempdb..moveplans"

Usage

Permissions

Auditing

e sp_export_gpgroup copiesplansfrom an abstract plan group to auser table.
With sp_import_gpgroup, it can be used to copy abstract plans groups
between servers and databases or to assign user IDs to copied plans.

e The user table name that you specify cannot exist before you run
sp_export_gpgroup. Thetableiscreated with astructureidentical to that of
sysqueryplans.

e sp_export_gpgroup USeS select...into to create the table to store the copied
plans. You must use sp_dboption to enable select into/bulkcopy/plisort in
order to use sp_export_gpgroup, or create the table in tempdb.

Only a System Administrator or the Database Owner can execute

Sp_export_gpgroup.

Values in event and extrainfo columns from the sysaudits table are:
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Command or access

Event Audit option audited Information in extrainfo

38 exec_procedure Execution of a .
procedure o

Roles— Current active roles

Keywords or options—NULL

Previous value— NULL

Current value— NULL

Other information — All input parameters

Proxy information — Original login name, if set
proxy in effect

See also System procedures sp_copy_all_gplans, sp_copy_gplan, sp_dboption,

sp_import_gpgroup
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sp_extendsegment

Description
Syntax

Parameters

Examples

Usage

Permissions

Auditing

Extends the range of a segment to another database device.
sp_extendsegment segname, dbname, devname

segname
isthe name of the existing segment previously defined with sp_addsegment.

dbname
is the name of the database on which to extend the segment. doname must
be the name of the current database.

devname
isthe name of the database device to be added to the current database device
range already included in segname.

Extends the range of the segment indexes for the database pubs2 on the
database device dev2:

sp_extendsegment indexes, pubs2, dev2
e A segment can be extended over several database devices.

e You can only execute sp_extendsegment for the logsegment system
segment in single-user mode.

e |If thelogsegment segment is extended, any other segments on the device
are dropped and the device is used for the log segment exclusively.

e When you extend the logsegment segment, Adaptive Server recal culates
its last-chance threshol d.

e Toassociate asegment with adatabase device, create or alter the database
with areferenceto that device. A database device can have more than one
segment associated with it.

e After defining asegment, you can useit inthecreate table and create index
commandsto place the table or index on the segment. If you create atable
or index on a particular segment, subsequent datafor the table or index is
located on that segment.

Only the Database Owner or a System Administrator can execute
sp_extendsegment.

Values in event and extrainfo columns from the sysaudits table are:
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Command or access

Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current activeroles
procedure + Keywords or options—NULL

* Previousvalue—NULL
e Current value— NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set
proxy in effect

See also Commands alter database, create index, create table

System procedures sp_addsegment, sp_dropsegment, sp_helpdb,
sp_helpdevice, sp_helpsegment, sp_placeobject
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Sp_extengine
Description

Syntax

Parameters

Examples

Usage

Permissions

Auditing

Starts and stops EJB Server. Displays status information about EJB Server.
sp_extengine 'ejb_server', '{ start | stop | status }

ejb_server
the logical name of the EJB Server.

start
starts the EJB Server.

stop
shuts down the EJB Server.

status
displays status information about the EJB Server.

Example 1 Informs user that the EJB Server SYB_EJB isrunning:
sp_extengine 'SYB EJB', 'status'
Enterprise java bean server is up and running.
Example 2 Shuts down the EJB Server SYB_EJB:
sp_extengine 'SYB EJB', 'stop'

e You must have avalid Adaptive Server EJB Server site license to use
sp_extengine.

Only a System Administrator can execute sp_extengine.

Values in event and extrainfo columns from the sysaudits table are:

Command or access

Event Audit option audited Information in extrainfo

38 exec_procedure Execution of a ¢ Roles— Current active roles

See also

procedure » Keywords or options—NULL
¢ Previousvalue— NULL
e Current value— NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set
proxy in effect

Documents Seethe User’s Guide to EJB Server for more information.
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sp_familylock

Description Reports information about all the locks held by afamily (coordinating process
and its worker processes) executing a statement in parallel.
Syntax sp_familylock [fpidl [, fpid2]]

Parameters fpidl
isthe family identifier for afamily of worker processes from the
master.dbo.sysprocesses table. Run sp_who or sp_lock to get the spid of the
parent process.

fpid2
isthe Adaptive Server process ID number for another lock.

Examples Displays information about the locks held by all members of the family with
an fid of 5:

sp_familylock 5

fid spid locktype table id page dbname class context
5 5 Sh intent 176003658 0 userdb Non cursor lock Sync-pt duration
request
5 5 Sh intent-blk 208003772 0 userdb Non cursor lock Sync-pt
duration request
5 6 Sh page 208003772 3972 userdb Non cursor lock Sync-pt duration
request
5 7 Sh page 208003772 3973 userdb Non cursor lock Sync-pt duration
request
5 8 Sh page 208003772 3973 userdb Non cursor lock Sync-pt duration
request

Usage e sp_familylock with no parameter reportsinformation on all processes

belonging to families that currently hold locks. The report isidentical to
the output from sp_lock; however, sp_familylock allows you to generate
reports based on the family 1D, rather than the process ID. It is useful for
detecting family deadlocks.

e Usetheobject_name system function to derive atable’s name from its 1D
number.

e The"“locktype” column indicates whether the lock is a shared lock (“ Sh”
prefix), an exclusivelock (“Ex” prefix) or an update lock, and whether the
lock isheld on atable (“table” or “intent”) or on a page (“ page’).
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The“blk” suffix in the “locktype’ column indicates that this processis
blocking another process that needs to acquire alock. As soon asthis
process completes, the other process(es) moves forward. The “demand”
suffix indicates that the process is attempting to acquire an exclusive lock.

* The“class’ column indicates whether alock is associated with a cursor. It
displays one of the following:

*  “Non cursor lock” indicates that the lock is not associated with a
cursor.

e “Cursor Id number” indicates that the lock is associated with the
cursor |D number for that Adaptive Server process ID.

e A cursor nameindicates that the lock is associated with the cursor
cursor_name that is owned by the current user executing sp_lock.

e The"“fid” columnidentifiesthefamily (including the coordinating process
and its worker processes) to which alock belongs. Valuesfor “fid” are:

e A zerovaueindicatesthat thetask represented by the spid isexecuted
in serial. It is not participating in parallel execution.

e A nonzero value indicates that the task (spid) holding the lock isa
member of afamily of processes (identified by “fid”) executing a
statement in parallel. If the valueis equal to the spid, it indicates that
the task is the coordinating processin afamily executing aquery in
paralel.

e The"context” column identifies the context of the lock. Worker processes
in the same family have the same context value. Values for “context” are:

e “NULL" meansthat the task holding thislock is either executing a
query in serial or isaquery being executed in parallél in transaction
isolation level 1.

e« “FAM_DUR" meansthat the task holding the lock will hold the lock
until the query is complete.

A lock’s context may be“FAM_DUR” if thelock isatablelock held
as part of aparallel query, if thelock isheld by aworker process at

transactionisolation level 3, or if thelock is held by aworker process
inaparallel query and must be held for the duration of the transaction.

Permissions Any user can execute sp_familylock.

Auditing Values in event and extrainfo columns from the sysaudits table are:
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Command or access

Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current activeroles
procedure + Keywords or options—NULL

* Previousvalue—NULL
e Current value— NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set
proxy in effect

See also Commands Kkill, select

System procedures sp_lock, sp_who
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sp_find_gplan

Description Finds an abstract plan, given a pattern from the query text or plan text.
Syntax sp_find_gplan pattern [, group ]
Parameters pattern

isastring to find in the text of the query or abstract plan.

group
is the name of the abstract plan group.

Examples Example 1 Reportson all abstract plansthat have the string “from titles” inthe
query:

sp_find gplan "%from titles%"

2 921054317 select count (*) from titles
2 921054317
( plan

( i_scan t_pub_id ix titles )

()
)
( prop titles

( parallel 1 )

( prefetch 16 )

( lru )

5 937054374 select type, avg(price) from titles group by type
5 937054374
( plan
( store Worktabl
( i _scan type price titles )
)
( t_scan ( work t Worktabl ) )

( prop titles
( parallel 1 )
( prefetch 16 )
( lru )

Example 2 Findsall plans that include a table scan operator:
sp_find gplan "%t scan%"

Example 3 Usesthe range pattern matching to look for strings such as
“tablel”, “table?2”, and so forth, in plansin the dev_plans group:
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Usage

Permissions

Auditing

sp_find gplan "%table[0-9]%", dev plans

Usesp_find_gplan to find an abstract plan that contains a particular string.
You can match strings from either the query text or from the abstract plan
text.

For each matching plan, sp_find_gplan printsthe group 1D, plan ID, query
text and abstract plan text.

If you include a group name, sp_find_gplan searches for the string in the
specified group. If you do not provide agroup name, sp_find_plan searches
all queriesand plansfor all groups.

You must supply the “%” wildcard characters, as shown in the examples,
unless you are searching for a string at the start or end of a query or plan.
You can use any Transact-SQL pattern matching syntax, such as that
shown in Example 3.

The text of queriesin sysqueryplans is broken into 255-byte column
values. sp_find_gplan may miss matchesthat span one of these boundaries,
but finds all matchesthat are less than 127 bytes, even if they span two
rows.

Any user can execute sp_find_gplan. It reports only on abstract plans owned by
the user who executes it, except when executed by a System Administrator or
the Database Owner.

Values in event and extrainfo columns from the sysaudits table are:

Event

Audit option

Command or access
audited Information in extrainfo

38

See also

282

exec_procedure

Execution of a ¢ Roles— Current active roles
procedure » Keywords or options—NULL
e Previousvalue— NULL
e Current value—NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set
proxy in effect

System procedures sp_help_gpgroup, sp_help_gplan
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sp_fixindex
Description

Syntax

Parameters

Examples

Usage

Permissions

Auditing

Repairs the index on one of your system tables when it has been corrupted.

sp_fixindex dbname, tabname, indid

dbname
is the database name

tabname
is the table name

indid
isthe ID of theindex you want to fix

In this example, sp_fixindex repairs the clustered index on the sysprocedures
table of the pubs2 database:

sp_fixindex pubs2, sysprocedures, 1

Warning! Do not run sp_fixindex on the clustered index of the sysobjects or
sysindexes tables or on user tables. If you do, sp_fixindex returns the following
error message:

The index with id 1 on sysobjects cannot be recreated.

Beforeyou run sp_fixindex, make sure your database is in single-user mode, and
is reconfigured to allow updates to system tables.

After you run sp_fixindex:

*  Usethe dbcc checktable command to verify that the corrupted index has
been fixed

* Disallow updates to system tables using sp_configure
e Turn off single-user mode
Do not run sp_fixindex on user tables.

Repairing a nonclustered index on sysobjects using sp_fixindex requires
additional steps.

Only SA can run sp_fixindex.

Values in event and extrainfo columns from the sysaudits table are:
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Command or access

Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current activeroles
procedure + Keywords or options—NULL

¢ Previousvalue— NULL

e Current value— NULL

¢ Other information — All input parameters

¢ Proxy information — Original login name, if set

proxy in effect
See also Documents For more information on sp_fixindex, See:

»  Chapter 2, “Encyclopedia of Tasks” in the Troubleshooting and Error
Message Guide.

»  Chapter 13, See“Indexing for Performance” in the Performance and
Tuning Guide: Basics.
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sp_flushstats

Description

Syntax

Parameters

Examples

Usage

Permissions

Auditing

Flushes statistics from in-memory storage to the systabstats and sysstatistics
system tables.

sp_flushstats objname

objname

is the name of atable.

Flushes statistics for the titles table:

sp_flushstats titles

Some statistics in the systabstats table are updated in in-memory storage
locations and flushed to systabstats periodically, to reduce overhead and
contention on systabstats.

If you query systabstats using SQL, executing sp_flushstats guarantees
that in-memory statistics are flushed to systabstats.

The optdiag command always flushes in-memory statistics before
displaying output.

The statisticsin sysstatistics are changed only by data definition language
commands and do not require the use of sp_flushstats.

Thein-memory datachange countersare persistently stored in sysstatistics.
These are flushed to disk when sp_flushstats is executed.

Only a System Administrator can execute sp_flushstats.

Values in event and extrainfo columns from the sysaudits table are:

Event

Audit option

Command oraccess
audited Information in extrainfo

38
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exec_procedure

Execution of a * Roles— Current active roles
procedure « Keywordsor options—NULL
¢ Previousvalue— NULL
e Current value—NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set
proxy in effect
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sp_forceonline_db

Description

Syntax

Parameters

Examples

Usage

Permissions

Auditing

286

Provides access to al the pages in a database that were previously marked
suspect by recovery.

sp_forceonline_db dbname,
{"sa_on" | "sa_off" | "all_users"}

dbname
is the name of the database to be brought online.

sa_on
allows only users with the sa_role access to the specified page.

sa_off
revokes access privileges created by a previous invocation of
sp_forceonline_page with sa_on.

all users
allows all users access to the specified page.

Example 1 Allowsthe System Administrator accessto all suspect pagesin the
pubs2 database:

sp_forceonline db pubs2, "sa on"

Example 2 Revokesaccessto all suspect pagesin the pubs2 database from the
System Administrator. Now, ho one can access the suspect pages in pubs2:

sp_forceonline db pubs2, "sa off"
Example 3 Allowsall users accessto all pagesin the pubs2 database:
sp_forceonline db pubs2, "all users"

* A pagethat isforced onlineis not necessarily repaired. Corrupt pages can
also be forced online. Adaptive Server does not perform any consistency
checks on pages that are forced online.

» sp_forceonline_page with all users cannot be reversed. When pages have
been brought online for all users, you cannot take them offline again.

» sp_forceonline_db cannot be used in a transaction.
» Tobring only specific offline pages online, use sp_forceonline_page.
Only a System Administrator can execute sp_forceonline_db.

Values in event and extrainfo columns from the sysaudits table are:
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Command or access

Event Audit option audited Information in extrainfo

38 exec_procedure Execution of a .
procedure o

See also System procedures sp_forceonline_page, sp_listsuspect_db,
sp_listsuspect_page, sp_setsuspect_granularity, sp_setsuspect_threshold
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Roles— Current active roles
Keywords or options—NULL
Previous value— NULL
Current value— NULL

Other information — All input parameters

Proxy information — Original login name, if set

proxy in effect
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sp_forceonline_object

Description

Syntax

Parameters

Examples

Usage

288

Provides access to an index previously marked suspect by recovery.

sp_forceonline_object dbname, objname, indid,
{sa_on | sa_off | all_users} [, no_print]
dbname
is the name of the database containing the index to be brought online.

objname
isthe name of the table.
indid
isthe index ID of the suspect index being brought online.

sa_on
allows only users with the sa_role to access the specified index.

sa_off
revokes access privileges created by a previous invocation of
sp_forceonline_object with sa_on.

all_users
allows all usersto access the specified index.

no_print
skips printing a list of other suspect objects after the specified object is
brought online.

Example 1 Allows a System Administrator to access the index with indid 3 on
the titles table in the pubs2 database:

sp_forceonline object pubs2, titles, 3 , sa on

Example 2 Revokes accessto theindex from the System Administrator. Now,
no one has access to thisindex:

sp_forceonline object pubs2, titles, 3, sa off

Example 3 Allowsall usersto accessthe index on thetitles table in the pubs2
database:

sp_forceonline object pubs2, titles, 3, all users

» If anindex on adata-only-locked table has suspect pages, the entire index
istaken offline during recovery. Offlineindexes are not considered by the
query optimizer. Indexes on allpages-locked tables are not taken
completely offline during recovery; only individual pages of theseindexes
are taken offline. These pages can be brought online with
sp_forceonline_page.
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Use sp_listsuspect_object to see alist of databases that are offline.

To repair asuspect index, use sp_forceonline_object with sa_on access.
Then, drop and re-create the index.

Note If theindex ison systabstats or sysstatistics (the only
data-only-locked system tables) call Sybase Technical Support for
assistance.

sp_forceonline_object with all_users cannot be reversed. When an index
has been brought online for all users, you cannot take it offline again.

Anindex that isforced online is not necessarily repaired. Corrupt indexes
can be forced online. Adaptive Server does not perform any consistency
checks on indexes that are forced online.

sp_forceonline_object cannot be used in atransaction.

sp_forceonline_object works only for databasesin which therecovery fault
isolation modeis“page.” Use sp_setsuspect_granularity to display the
recovery fault isolation mode for a database.

To bring all of a database's offline pages and indexes onlinein asingle
command, use sp_forceonline_db.

Permissions Only a System Administrator can execute sp_forceonline_object.
Auditing Values in event and extrainfo columns from the sysaudits table are:
Command oraccess
Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current active roles
procedure » Keywords or options—NULL
¢ Previousvalue— NULL
e Current value— NULL
¢ Other information — All input parameters
¢ Proxy information — Original login name, if set
proxy in effect
See also Documents For moreinformation on recovery fault isolation, seethe System
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Administration Guide.

System procedures sp_listsuspect_object, sp_setsuspect_granularity
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sp_forceonline_page

Description

Syntax

Parameters

Examples

Usage

290

Provides access to pages previously marked suspect by recovery.

sp_forceonline_page dbname, pgid,
{"sa_on" | "sa_off" | "all_users"}

dbname
is the name of the database containing the pages to be brought online.

paid
isthe page identifier of the page being brought online.

sa_on
allows only users with the sa_role access to the specified page.

sa_off
revokes access privileges created by a previous invocation of
sp_forceonline_page with sa_on.

all_users
allows all users access to the specified page.

Example 1 Allows a System Administrator access to page 312 in the pubs2
database:

sp_forceonline page pubs2, 312, "sa on"

Example 2 Revokesaccessto page 312 inthepubs2 database from the System
Administrator. Now, no one has access to this page:

sp_forceonline page pubs2, 312, "sa off"
Example 3 Allowsall users access to page 312 in the pubs2 database:
sp_forceonline page pubs2, 312, "all users"

»  sp_forceonline_page with all_users cannot be reversed. When pages have
been brought online for all users, you cannot take them offline again.

» A pagethat isforced onlineis not necessarily repaired. Corrupt pages can
also be forced online. Adaptive Server does not perform any consistency
checks on pages that are forced online.

» sp_forceonline_page cannot be used in atransaction.

»  sp_forceonline_page works only for databases in which the recovery fault
isolation mode is "page." Use sp_setsuspect_granularity to display the
recovery fault isolation mode for a database.

» Tobring al of adatabase’s offline pages online in a single command, use
sp_forceonline_db.
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Permissions Only a System Administrator can use sp_forceonline_page.
Auditing Values in event and extrainfo columns from the sysaudits table are:
Command or access
Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current active roles
procedure » Keywords or options—NULL
e Previousvalue— NULL
e Current value— NULL
¢ Other information — All input parameters
¢ Proxy information — Original login name, if set
proxy in effect
See also System procedures sp_forceonline_db, sp_listsuspect_db,

sp_listsuspect_page, sp_setsuspect_granularity, sp_setsuspect_threshold
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sp_foreignkey

Description

Syntax

Parameters

Examples

Usage

Permissions

292

Defines aforeign key on atable or view in the current database.

sp_foreignkey tabname, pktabname, coll [, col?] ...
[, col8]
tabname
isthe name of the table or view that contains the foreign key to be defined.

pktabname
isthe name of thetable or view that hasthe primary key to which theforeign
key applies. The primary key must already be defined.

coll
is the name of the first column that makes up the foreign key. The foreign
key must have at least one column and can have a maximum of eight
columns.

Example 1 The primary key of the publishers tableis the pub_id column. The
titles table also contains a pub_id column, which isaforeign key of publishers:

sp_foreignkey titles, publishers, pub id

Example 2 The primary key of the parts table has been defined with
sp_primarykey asthe partnumber and subpartnumber columns. The orders table
contains the columns part and subpart, which make up aforeign key of parts:

sp_foreignkey orders, parts, part, subpart

»  sp_foreignkey adds the key to the syskeys table. Keys make explicit a
logical relationship that isimplicit in your database design.

» sp_foreignkey does not enforce referential integrity constraints; use the
foreign key clause of the create table or alter table command to enforce a
foreign key relationship.

»  The number and order of columns that make up the foreign key must be
the same as the number and order of columns that make up the primary
key. The datatypes (and lengths) of the primary and foreign keys must
agree, but the null types need not agree.

» Theingtallation processrunssp_foreignkey on the appropriate columns of
the system tables.

» Todisplay areport on the keysthat have been defined, execute sp_helpkey.
*  You cannot use a Java datatype with sp_foreignkey.

Only the owner of thetable or view can execute sp_foreignkey.

Adaptive Server Enterprise



CHAPTER 1 System Procedures

Auditing Values in event and extrainfo columns from the sysaudits table are:
Command or access
Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current active roles
procedure » Keywords or options—NULL
¢ Previousvalue— NULL
¢ Current value— NULL
¢ Other information — All input parameters
¢ Proxy information — Original login name, if set
proxy in effect
See also Commands alter table, create table, create trigger

System procedures sp_commonkey, sp_dropkey, sp_helpjoins, sp_helpkey,

sp_primarykey
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sp_freedll
Description Unloads a dynamic link library (DLL) that was previously loaded into XP
Server memory to support the execution of an extended stored procedure
(ESP).
Syntax sp_freedll dll_name
Parameters dil_name
isthe file name of the DLL being unloaded from XP Server memory.
Examples Unloads the sqlsrvdil.dil DLL:
sp_freedll "sglsrvdll.dll"
Usage * sp_freedll cannot be executed from within atransaction.
e sp_freedll cannot free the DLL of a system ESP.
« AnadternativetounloadingaDLL explicitly, using sp_freedll, isto specify
that DLLs aways be unloaded after the ESP request that invoked them
terminates. To do this, set the esp unload dil configuration parameter to 1
or start xpserver with the -u option.
»  sp_freedll can beused to update an ESP functioninaDLL without shutting
down XP Server or Adaptive Server.
» If youusesp_freedll tounload aDLL thatisinuse, sp_freedll will succeed,
causing the ESP currently using the DLL to fail.
Permissions Only a System Administrator can execute sp_freedll.
Auditing Valuesin event and extrainfo columns from the sysaudits table are:
Command or access
Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current activeroles
procedure + Keywords or options—NULL

See also

294

¢ Previousvalue— NULL
e Current value—NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set
proxy in effect

System procedures sp_addextendedproc, sp_dropextendedproc,
sp_helpextendedproc
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sp_getmessage

Description

Syntax

Parameters

Examples

Usage

Permissions

Auditing

Retrieves stored message strings from sysmessages and sysusermessages for
print and raiserror statements.

sp_getmessage message_num, result output [, language]

message_num
is the number of the message to be retrieved.

result output
isthe variable that receives the returned message text, followed by a space
and the keyword output. The variable must have a datatype of char, unichar,
nchar, varchar, univarchar, Or nvarchar.

language
is the language of the message to be retrieved. language must be avalid
language name in syslanguages table. If you includelanguage, the message
with the indicated message_num and language is retrieved. If you do not
include language, then the message for the default session language, as
indicated by the variable @@langid, is retrieved.

Example 1 Retrieves message number 20001 from sysusermessages:

declare @myvar varchar (200)
exec sp_getmessage 20001, @myvar output

Example 2 Retrievesthe French language version of message number 20010
from sysusermessages:

declare @myvar varchar (200)
exec sp getmessage 20010, @myvar output, french

* Any application can use sp_getmessage, and any user can read the
messages stored in sysmessages and sysusermessages.

Any user can execute sp_getmessage.

Values in event and extrainfo columns from the sysaudits table are:
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Command or access

Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current activeroles
procedure + Keywords or options—NULL

* Previousvalue—NULL
e Current value— NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set
proxy in effect

See also Commands print, raiserror

System procedures sp_addmessage, sp_dropmessage
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sp_grantlogin

Description Windows NT only Assigns Adaptive Server roles or default permissionsto
Windows NT usersand groups when Integrated Security mode or Mixed mode
(with Named Pipes) is active.

Syntax sp_grantlogin {login_name | group_name}
["role_list" | default]
Parameters login_name
is the network login name of the Windows NT user.

group_name
isthe Windows NT group name.

role_list
isalist of the Adaptive Server roles granted. Therolelist can include one or
more of thefollowing rolenames: sa_role, sso_role, oper_role. If you specify
more than one role, separate the role names with spaces, not commas.

default
specifies that the login_name or group_name receive default permissions
assigned with the grant statement or sp_role procedure.

Examples Example 1 Assigns the Adaptive Server oper_role to the Windows NT user
“jeanluc”:
sp_grantlogin jeanluc, oper role

Example 2 Assignsthe default value to the Windows NT user “valle”. User
“valle” receives any permissions that were assigned to her viathe grant
command or sp_role procedure:

sp_grantlogin valle

Example 3 Assignsthe Adaptive Server sa_role and sso_role to all members
of the Windows NT administrators group:

sp_grantlogin Administrators, "sa_role sso_role"

Usage e You must create the Windows NT login name or group before assigning
roleswith sp_grantlogin. See your Windows NT documentation for details.

e sp_grantlogin isactive only when Adaptive Server isrunning in Integrated
Security mode or Mixed mode when the connection is Named Pipes. If
Adaptive Server is running under Standard mode or Mixed mode with a
connection other than Named Pipes, use grant and sp_role instead.

* If you do not specify arole_list or default, the procedure automatically
assigns the default value.
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e Thedefault value does not indicate an Adaptive Server role. It specifies
that the user or group should receive any permissions that were assigned
to it viathe grant command or sp_role procedure.

e Using sp_grantlogin with an existing login_name or group_name
overwrites the user’s or group’s existing roles.

Permissions Only a System Administrator can execute sp_grantlogin.
Auditing Values in event and extrainfo columns from the sysaudits table are:
Command or access
Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current activeroles
procedure » Keywords or options—NULL

¢ Previousvalue— NULL
¢ Current value—NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set
proxy in effect

See also Commands grant, setuser

System procedures sp_addlogin, sp_displaylogin, sp_droplogin,
sp_locklogin, sp_logininfo, sp_modifylogin, sp_revokelogin, sp_role
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sp_ha _admin

Description

Syntax

Parameters

Examples

Usage

Permissions

Performs administrative tasks on Adaptive Servers configured with Sybase
Failover in ahigh availability system. sp_ha_admin isinstalled with the
installhavss script on UNIX platforms or the insthasv script on Windows NT.

sp_ha_admnin [cleansessions | help]

cleansessions
removes old entries from syssessions. Old syssessions entries are typically
left behind because either Adaptive Server failed to clean up syssessions
during areboot, or because a client failed to connect to Adaptive Server.

help
displays the syntax for sp_ha_admin.

Example 1 Removes old entries from syssessions |eft by a client connection
that did not exit correctly:

sp_ha admin cleansessions
(return status = 0)

Example 2 Displaysthe syntax for sp_ha_admin:
sp_ha admin "help"

sp_ha admin Usage: sp _ha admin command [, optionl [,
option2]]

sp_ha admin commands:

sp_ha admin 'cleansessions'

sp_ha admin 'help'

(return status = 0)

e sp_ha_admin performs administrative tasks on Adaptive Server that are
configured for Sybase's Failover in ahigh availability system.
sp_ha_admin isnotinstalled using theinstallmaster script; instead, usethe
installhavss script that installs and configures for Sybase's Failover
(insthasv on Windows NT).

e sp_ha_admin returnsaO if it successfully cleaned up syssessions, and
returnsalif it encounters an error.

e sp_ha_admin enters amessage in the errorlog if it could not remove any
entries from syssessions (for example, if it could not get alock on
syssessions).

* Toview al the current entriesin syssessions, enter:
select * from syssessions

Only the a System Administrator with the ha_role can execute sp_ha_admin.
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Auditing Values in event and extrainfo columns from the sysaudits table are:
Command or access
Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current activeroles
procedure » Keywords or options—NULL
¢ Previousvalue— NULL
e Current value— NULL
¢ Other information — All input parameters
¢ Proxy information — Original login name, if set
proxy in effect
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sp_help

Description

Syntax

Parameters

Examples

Reports information about a database object (any object listed in sysobjects)
and about system or user-defined datatypes, aswell as computed columns and
function-based indexes. Column displays optimistic_index_lock.

sp_help [objname]

objname
is the name of any object in sysobjects or any user-defined datatype or
system datatype in systypes. You cannot specify database names. objname
can include tables, views, stored procedures, logs, rules, defaults, triggers,
referential constraints, and check constraints, but refers to tables when you
enabl e optimistic_index_lock. Use owner namesif the object owner isnot the
user running the command and is not the Database Owner.

Example 1 Displaysalist of objectsin sysobjects and displays each object’s
name, owner, and object type. Also displaysalist of each user-defined datatype
in systypes, indicating the datatype name, storage type, length, null type,
default name, and rule name. Null typeisO (null values not allowed) or 1 (null
values alowed):

sp_help

Example 2 Displaysinformation about a partitioned publishers table. sp_help
also lists any attributes assigned to the specified table and its indexes, giving
the attribute’s class, name, integer value, character value, and comments.

sp_help publishers

publishers

Column_name Type

Owner Object Type Create_date

dbo user table Oct 7 2005 11:14AM

Length Prec Scale ©Nulls Default name Rule name

Access_Rule name Computed Column_ object Identity
pub id char 4 NULL NULL 0 NULL pub_idrule
NULL NULL 0
pub name varchar 40 NULL NULL 1 NULL
NULL NULL 0
city varchar 20 NULL NULL 1 NULL
NULL NULL 0
state char 2 NULL NULL 1 NULL
NULL NULL 0

Object does not have any indexes.
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keytype object related objs object keys related keys
primary publishers -- none -- pub_did, *, * k& Kk ok ok ok ok ok ok ok ke ke
name type partition type partitions partition keys
publishers base table roundrobin 3 NULL

partition name partition id pages segment create date
publishers 608002166 608002166 1 default Oct 13 2005 11:18AM
publishers 1116527980 1116527980 1 default Oct 13 2005 11:18AM
publishers 1132528037 1132528037 1 default Oct 13 2005 11:19AM

Partition Conditions

Avg _pages Max pages Min pages Ratio(Max/Avg

1 1 1 1.0000000

Lock scheme Allpages

)  Ratio(Min/Avg)

1.0000000

The attribute ’‘exp row size" is not applicable to tables with allpages lock

scheme.

exp row reservepagegap fillfactor max rows per page

identity gap

concurrency opt threshold optimistic index lock dealloc first txtpg

Example 3 Displaysinformation about a partitioned titles table:

sp_help titles

Name Owner Object Typ

titles db user table
(1 row affected)

e Create_date

Oct 7 2005 11:14AM

Column_name Type Length Prec Scale Nulls Default name
Identity

Rule name Access_Rule name
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title id tid 6 NULL NULL 0 NULL
title idrule NULL 0
title varchar 80 NULL NULL 0 NULL
NULL NULL 0
type char 12 NULL NULL 0 typedflt
NULL NULL 0
pub id char 4 NULL NULL 1 NULL
NULL NULL 0
price money 8 NULL NULL 1 NULL
NULL NULL 0
advance money 8 NULL NULL 1 NULL
NULL NULL 0
total sales int 4 NULL NULL 1 NULL
NULL NULL 0
notes varchar 200 NULL NULL 1 NULL
NULL NULL 0
pubdate datetime 8 NULL NULL 0 datedflt
NULL NULL 0
contract bit 1 NULL NULL 0 NULL
NULL NULL 0

index name

index description

Object has the following indexes

index name
index fillfactor

title idx tota
0

index ptn name
pl

p2

p3
title idx 985051

keytype object
related keys

index keys

index description
index_ reservepagegap

1 sales clustered

index keys

index_max_ rows_per_ page
index created

index local

0 Oct 13 2005 5:20PM Local Index

index ptn seg

default
default
default
51 default

related _object

foreign roysched titles
title_id, *, *, *, *, * % %
foreign salesdetail titles

Reference Manual: Procedures

object keys

title id, *, *, *

title id, *, *, *

303



sp_help

304

title id, *, *, *, *, %, *

foreign titleauthor titles
title id, *, *, *,6 %, % x
foreign titles publishers
pub_id, koK ok ko ok ok k
primary titles -- none --

* * * * * * * *
’ ’ ’ ’

name

titles

base table

range

partition name

al 937051343
g2 953051400
a3 969051457
e 985051514

Partition Conditions

VALUES <= ("3/31/2006")

VALUES <= ("6/30/2006")

VALUES <= ("9/30/2006")

VALUES <= ("12/31/2006")

VALUES <= ("3’31’2006")

Avg pages Max pages Min pages
1 1 1

Lock scheme Allpages

partition id pages

default
default
default
default

Ratio (Max/Avg)

1.000000

partitions

partition keys

Oct 13 2005 5:20PM
Oct 13 2005 5:20PM
Oct 13 2005 5:20PM
Oct 13 2005 5:20PM

Ratio (Min/Avg)

1.000000

The attribute ’‘exp row size" is not applicable to tables with allpages lock

scheme.

fillfact

exp _row reservepagegap

concurrency_opt_threshold

or

max_rows_per_page

identity gap

optimistic_index lock dealloc_ first txtpg

Example 4 Displaysinformation about the trigger marytrig owned by user
“mary”. The quotes are needed, because the period is a special character:
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sp_help "mary.marytrig"

Name Owner Object type

not applicable Mar 20 2002 2:03PM
Example 5 Displaysinformation about the system datatype money:
sp_help money

Type name Storage type Length Prec Scale Nulls Defaul name

Rule name Access_Rule name Identity

money money 8 NULL NULL 1 NULL
NULL NULL 0

Example 6 Displaysinformation about the user-defined datatype identype.
The report indicates the base type from which the datatype was created,
whether it allows nulls, the names of any rules and defaults bound to the
datatype, and whether it hasthe IDENTITY property:

sp_help identype

Type name Storage type Length Prec Scale Nulls Defaul name

Rule name Access Rule name Identity

identype numeric 4 NULL NULL 1 NULL
NULL NULL 1

Shows a new column, indicating whether optimistic index locking is enabled.
1 indicates that the option is enabled; O indicates that it is not.

sp_help "mytable"

exp row_size reserve pagegap fillfactor max rows_per_page

1 0 0 0 0
concurrency opt_threshold optimistic_index lock
0 1

Example 7 Shows avirtual computed column:
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alter table authors add fullname as au fname + '
sp_help authors

Object has the following computed columns

Column_ Name Property

fullname virtual
Text
AS au fname + ' ' + au lname

' + au_lname

Example 8 Showsavirtual computed column to a materialized computed

column:

Usage

306

alter table authors modify fullname materialzied
sp_help authors

Object has the following computed columns

Column_ Name Property

fullname materialized

Text

AS au fname + ' ' + au_ lname
MATERIALIZED

sp_help looks for an abject in the current database only.
sp_help follows the Adaptive Server rules for finding objects:

*  If you do not specify an owner name, and you own an object with the
specified name, sp_help reports on that object.

» If you do not specify an owner name, and do not own an object of that
name, but the Database Owner does, sp_help reports on the Database
Owner’s object.

» If neither you nor the Database Owner owns an object with the
specified name, sp_help reports an error condition, even if an object
with that name exists in the database for a different owner. Qualify
objectsthat are owned by database users other than yourself and the
Database Owner with the owner’s name, as shown in Example 4.
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Permissions

Auditing

Reference Manual: Procedures

e If both you and the Database Owner own objects with the specified
name, and you want to access the Database Owner’s object, specify
the name in the format dbo.objectname.

sp_help works on temporary tables if you issue it from tempdb.

Columns with the IDENTITY property have an “Identity” value of 1;
othershavean“Identity” valueof 0. Inexample 2, thereareno IDENTITY
columns.

sp_help listsany indexes on atabl e, including indexes created by defining
unique or primary key constraints in the create table or alter table
statements. It also lists any attributes associated with those indexes.
However, sp_help does not describe any information about the integrity
constraints defined for atable. Use sp_helpconstraint for information
about any integrity constraints.

sp_help displays the following new settings:

e Thelocking scheme, which can be set with create table and changed
with alter table

e Theexpected row size, which can be set with create table and changed
with sp_chgattribute

e Thereserve page gap, which can be set with create table and changed
with sp_chgattribute

e Therow lock promotion settings, which can be set or changed with
sp_setpglockpromote and dropped with sp_droprowlockpromote

sp_help includes the report from:

e sp_helpindex —showing the order of the keys used to create the index
and the space management properties

e sp_helpartition — showing the partition information of the table

e sp_helpcomputedcolumn —showing the computed columninformation
of thetable

When Component Integration Servicesis enabled, sp_help displays
information on the storage location of remote objects.

Any user can execute sp_help.

Values in event and extrainfo columns from the sysaudits table are:
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Command or access

Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current activeroles
procedure + Keywords or options—NULL

¢ Previousvalue— NULL

e Current value— NULL

¢ Other information — All input parameters

¢ Proxy information — Original login name, if set

proxy in effect
See also Documents sp_help reportsinformation about SQL J stored procedures and
SQLJfunctions. See Java in Adaptive Server Enterprise for more information

about SQLJ routines.
Commands alter table, create table

System procedures sp_chgattribute, sp_droprowlockpromote,
sp_helpartition, sp_helpcomputedcolumn, sp_helpconstraint, sp_helpindex,
sp_setpglockpromote
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sp_help_resource_limit

Description

Syntax

Parameters

Reports on resource limits.

sp_help_resource_limit [name [, appname [, limittime
[, limitday [, scope [, action[, verbose]]]l]
name
isthe Adaptive Server login to which thelimits apply. For information about
limitsthat govern aparticul ar login, specify thelogin name. For information
about limits without regard to login, specify null.

Note If you are not a System Administrator, specify your own login, or alogin
of NULL, to display information about the resource limits that apply to you.

appname
is the name of the application to which the limit applies. For information
about limits that govern a particular application, specify the application
name that the client program passes to the Adaptive Server in the login
packet. For information about limits without regard to application, specify
null.

limittime
is the time during which the limit is enforced. For information about limits
in effect at agiven time, specify the time, with avalue between “00:00” and
“23:59”, using the following form:

"HH: MM"
For information about limits without regard to time, specify null.

limitday
isany day on which the limit is enforced. For information about resource
limitsin effect on a given day of the week, specify the full weekday name
for the default server language, as stored in the syslanguages system table of
the master database. For information about limits without regard to the days
on which they are enforced, specify null.

scope
is the scope of the limit. Specify one of the following:

Scope code For help on all limits that govern

1 Queries

2 Query batches (one or more SQL statements sent by the client to
the server)

4 Transactions
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Examples

Scope code For help on all limits that govern
6 Both query batches and transactions

NULL The specified name, appname, limittime, limitday, and action,
without regard to their scope

action
isthe action to take when the limit is exceeded. Specify one of the following:

Action code For help on all limits that

1 Issue awarning

2 Abort the query batch

3 Abort the transaction

4 Kill the session

NULL Govern the specified name, appname, limittime, limitday, and

scope, without regard to the action they take

verbose
when used, the output is displayed in the verbose mode, with value 1 or 0
(zero).

Example 1 Listsall resource limits stored in the sysresourcelimits system table;
sp_help resource limit

Example 2 Listsall limitsfor the user “joe_user”:
sp_help resource limit joe user

Example 3 Listsall limitsfor the application my_app:
sp_help resource limit NULL, my app

Example 4 Listsall limitsenforced at 9:00 am.:
sp_help resource limit NULL, NULL, "09:00"

Example 5 An alternative way of listing the limits enforced at 9:00 am.:
sp_help resource limit @limittype = "09:00"

Example 6 Listsall limits enforced on Mondays:
sp_help resource limit NULL, NULL, NULL, Monday

Example 7 Listsany limitin effect for “joe_user” on Mondays at 9:00 a.m.

sp_help resource limit joe user, NULL, "09:00", Monday
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Example 8 Tolist al limitsin verbose mode:

sp_help resource limit null,null,null,null,null,null,l
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Example 9 To list al resource limitsin verbose mode:
sp_help resource limit @verbose=1

Usage e sp_help_resource_limit reports on all resource limits, limits for agiven
login or application, limitsin effect at agiven time or day of the week, or
limits with a given scope or action.

Permissions Any user can execute sp_help_resource_limit to list his or her own resource
limits. Only a System Administrator can execute sp_help_resource_limit to list
limits that apply to other users.

Auditing Values in event and extrainfo columns from the sysaudits table are:

Command oraccess

Event Audit option audited Information in extrainfo

38 exec_procedure Execution of a ¢ Roles— Current active roles
procedure » Keywords or options—NULL

¢ Previousvalue— NULL
¢ Current value— NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set
proxy in effect

See also Documents See the System Administration Guide for more information on
resource limits.

System procedures sp_add_resource_limit, sp_drop_resource_limit,
sp_modify_resource_limit
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sp_help_qgpgroup

Description Reports information on an abstract plan group.

Syntax

sp_help_qgpgroup [ group [, mode ]]

Parameters group

isthe name of an abstract plan group.

mode
is the type of report to print, one of the following:

Mode

Information returned

full

The number of rows and number of plansin the group, the number of plans that use two or more rows,
the number of rows and plan IDs for the longest plans, and number of hash keys and hash key collision
information. Thisis the default report mode.

stats

All of the information from the “full” report, except hash key information.

hash

The number of rows and number of abstract plansin the group, the number of hash keys, and hash-key
collision information.

list

The number of rows and number of abstract plansin the group, and the following information for each
query/plan pair: hash key, plan ID, first few characters of the query, and the first few characters of the
plan.

queries

The number of rows and number of abstract plansin the group, and the following information for each
query: hash key, plan ID, first few characters of the query.

plans

The number of rows and number of abstract plansin the group, and the following information for each
plan: hash key, plan ID, first few characters of the plan.

counts

The number of rows and number of abstract plansin the group, and the following information for each
plan: number of rows, number of characters, hash key, plan ID, first few characters of the query.

Examples

312

Example 1 Reports summary information about all abstract plan groupsin the
database:

sp_help gpgroup

ap stdin 1 0
ap_stdout 2 0
dev_test 3 209

Example 2 Reports on the test_plans group:
sp_help gpgroup test plans

Query plans group ‘test plans’, GID 8

Total Rows Total QueryPlans
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sysqueryplans rows consumption, number of query plans
per row count

There is no hash key collision in this group.

Usage e When used with an abstract plan group name, and no mode parameter, the
default mode for sp_help_gpgroup isfull.

e Hash-key collisions indicate that more than one plan for a particular user
hasthe same hash-key value. When there are hash key collisions, the query
text of each query with the matching hash key must be compared to the
user’'s query text in order to identify the matching query, so performance
is dightly degraded.

Permissions Any user can execute sp_help_gpgroup.
Auditing Values in event and extrainfo columns from the sysaudits table are:
Command or access
Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current active roles
procedure » Keywords or options—NULL

¢ Previousvalue— NULL
¢ Current value— NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set
proxy in effect

See also System procedures sp_help_gplan
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sp_help_gplan

Description Reports information about an abstract plan.
Syntax sp_help_gplan id [, mode ]
Parameters id

isthe ID of the abstract plan.

mode
is the type of report to print, one of the following:

mode Information returned
full The plan ID, group ID, and hash key, and the full query and plan text.

brief The same asfull, but only prints about 80 characters of the query and
plan, rather than the full query and plan. Thisis the default mode.

list The hash key, 1D, and first 20 characters of the query and plan.

Examples Example 1 Printsthe brief abstract plan report:

sp_help gplan 800005881
gid hashkey id

5 2054169974 937054374

select type, avg(price) from titles group by type

( plan
( store Worktabl
( i _scan type price titles )
)

( t_scan (
Example 2 Printsthe full abstract plan report:
sp_help gplan 784005824, full
Usage e If you do not supply avalue for the mode parameter, the default is brief.

Permissions Any user can execute sp_help_gplan to see the abstract plan of a query that he
or she owns. Only the System Administrator and the Database Owner can
display an abstract plan owned by another user.

Auditing Values in event and extrainfo columns from the sysaudits table are:
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Command or access

Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current active roles
procedure « Keywordsor options—NULL

* Previousvalue—NULL
e Current value— NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set
proxy in effect

See also System procedures sp_find_gplan, sp_help_gpgroup
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sp_helpartition

Description

Syntax

Parameters

Examples

316

Lists partition-related information of atable or index.
sp_helpartition [ tabname [, { null | indexname | ‘all’ }[, partitionname ] ] ]

tabname
isthe name of atable in the current database.

null
specifies that information about base table partitionsis to be listed.

indexname
isthe name of an index in the current table. Information about this index

displays.
‘all’
specifiesthat all index partition information isto be listed.

partitionname
is the name of the partition in the base table or index.

Example 1 Returns summary and detailed i nformati on about the data partitions
inthetitles table.

sp_helpartition titles

name type partition type partitions partition keys
titles base table range 4 pubdate
partition name partition id pages segment create date

ql 1136004047 1 default Oct 13 2005 10:33AM
g2 1152004104 1 default Oct 13 2005 10:33AM
a3 1168004161 1 default Oct 13 2005 10:33AM
q4 1184004218 1 default Oct 13 2005 10:33AM

Partition Conditions

VALUES <=
VALUES <=
VALUES <=
VALUES <=
Avg_pages
1

“3/31/2006")
“6/30/2006")
“9/30/2006")
“12/31/2006")

Max_pages Min pages Ratio (Max/Avg) Ratio (Min/Avg)

1 1 1.000000 1.000000
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Example 2 Displays summary partition information about titles table and
detailed information about the g1 data partition.

sp_helpartition titles, null, gl

name type partition type partitions partition keys
titles  base table range s pubdate
partition name partition id pages segment create date

a 1136004047 1 default Oct 13 2005 10:33AM

VALUES <= (“3/31/2006")

Example 3 Displays summary and detailed information about the index
title_idx on the titles table.

sp_helpartition titles, title idx

name type partition type partitions partition keys
title idx 1local index range 4 pubdate

partition name partition id pages segment create date
title idx 1029575675 1029575675 1 default Oct 13 2005 10:33AM
title idx 1045575732 1045575732 1 default Oct 13 2005 10:33AM
title idx 1061575789 1061575789 1 default Oct 13 2005 10:33AM
title idx 1077575846 1077575846 1 default Oct 13 2005 10:33AM

Partition Conditions

VALUES <= (“3/31/2006")
VALUES <= (“6/30/2006")
VALUES <= (%9/30/2006")
VALUES <= (%“12/31/2006")
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Avg pages Max pages Min pages Ratio (Max/Avg) Ratio (Min/Avg)
1 1 1 1.000000 1.000000
Usage »  sp_helpartition lists partition related information at the table, index, and

partition level. The table- or index-level partition information includes
index type (whether it isalocal or global index), partition type, number of
partitions, and partition keys, if applicable. For each partition, the
information include partition name, id, number of pages, segment name,
create date, and the partition condition if applicable.

The summary information displays the number of pages per partition, the
minimum and maximum number of pages, and the ratio between the
average number of pages and the maximum or minimum number.

» |If atablenameis not supplied, sp_helpartition lists the owner, table name,
number of partitions, and the partition type of all user tablesin the current
database.

» If ‘all is specified instead of an index name or null, sp_helpartition lists the
table- and index-level partition information for each index of the specified
table and of the base table.

» If aparticular index is specified, sp_helpartition lists the index-level
information for that index.

» If the partition name is not specified, sp_helpartition displays the
partition-level information for all partitionsin the index, and
summary information for the partitions.

» If the partition name is specified, sp_helpartition displays only the
partition-level information for that partition.

» If only the table nameis specified, sp_helpartition displays table-level
index partition information for the base table and partition-level
information for al partitionsin the base table.

* If null is specified instead of an index name, and a partition nameis
specified, sp_helpartition displaystable-level partition information for the
base table and partition-level information for the named partition—uwith
no summary information.

» Partitions are created using create table, alter table, and select into. See
these commands for more information about partitioning.

» Usesp_helpsegment to display the number of used and free pages on the
segment on which the partition is stored.
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Accuracy of results

The values reported in the “pages’ column may differ from the actua
values. To determine whether the count isinaccurate, run sp_statistics and
sp_helpartition to compare the data page count. The count provided by
sp_statistics is always accurate.

If the page count reported by sp_statistics differs from the sum of the

partition pages reported by sp_helpartition by morethen 5 percent, run one
of these commands to update the partition statistics:

dbcc checkdb
dbcc checktable
update all statistics

update table statistics

Then, rerun sp_helpartition for an accurate report.

Permissions Any user can execute sp_helpartition.

Auditing Values in event and extrainfo columns from the sysaudits table are:

Event Audit option

Command oraccess
audited

Information in extrainfo

38 exec_procedure Execution of a ¢ Roles— Current active roles
procedure « Keywordsor options—NULL
* Previousvalue— NULL
e Current value— NULL
¢ Other information — All input parameters
¢ Proxy information — Original login name, if set
proxy in effect
See also Catalog system procedures sp_statistics

Commands alter table, create table, select into

System procedures sp_helpsegment
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sp_helpcache

Description

Syntax

Parameters

Examples

Usage

320

Displays information about the objects that are bound to a data cache or the
amount of overhead required for a specified cache size.
sp_helpcache {cache_name | "cache_size[P|K|M|G]"}

cache_name
isthe name of an existing data cache.

cache_size
specifies the size of the cache, specified by P for pages, K for kilobytes, M
for megabytes, or G for gigabytes. The default is K.

Example 1 Displaysinformation about items bound to pub_cache:
sp_helpcache pub_cache

Example 2 Shows the amount of overhead required to create an 80OMB data
cache:

sp_helpcache "80M"
Example 3 Displaysinformation about all cachesand al items bound to them:
sp_helpcache

* Toseethesize, status, and /O size of all data caches on the server, use
sp_cacheconfig.

*  Whenyou configure datacacheswith sp_cacheconfig, all the memory that
you specify is made available to the data cache. Overhead for managing
the cache istaken from the default data cache. The sp_helpcache displays
the amount of memory required for a cache of the specified size.

» To bind objects to a cache, use sp_bindcache. To unbind a specific object
from a cache, use sp_unbindcache. To unbind all objectsthat are bound to
a specific cache, use sp_unbindcache_all.

e The procedure sp_cacheconfig configures data caches. The procedure
sp_poolconfig configures memory pools within data caches.

e sp_helpcache computes overhead accurately up to 74GB.

e Although you can still use sp_bindcache on a system tempdb, the binding
of the system tempdb is now non-dynamic. Until you restart the server, the
changes do not take effect, and sp_helpcache reports a status of “P” for
pending, unless you have explicitly bound the system tempdb to the
default data cache, in which case the statusas“ V" for valid, because by
default the system tempdb is already bound to the default datacache.
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Permissions Any user can execute sp_helpcache.

Auditing Values in event and extrainfo columns from the sysaudits table are:

Event Audit option

Command or access
audited

Information in extrainfo

38 exec_procedure

Execution of a
procedure

Roles — Current active roles

Keywords or options—NULL

Previous value — NULL

Current value— NULL

Other information — All input parameters

Proxy information — Original login name, if set

proxy in effect

See also System procedures sp_hindcache, sp_cacheconfig, sp_poolconfig,
sp_unbindcache, sp_unbindcache_all
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sp_helpcomputedcolumn

Description Reports information on the computed columnsin a specified table.
Syntax sp_helpcomputedcolumn {tabname}
Parameters tabname
names the table that contains computed columns.
Examples This exampl e reports the computed columns in the mytitles table:
sp_helpcomputedcolumn mytitles
Column_Name Property
sum_sales materialized
Text
AS price * total sales materialized
(return status = 0)
Usage
Permissions Any user can use sp_helpcomputedcolumn.
Auditing Values in event and extrainfo columns from the sysaudits table are:
Command or access
Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current activeroles
procedure » Keywords or options—NULL
¢ Previousvalue— NULL
e Current value— NULL
¢ Other information — All input parameters
¢ Proxy information — Original login name, if set
proxy in effect
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sp_helpconfig

Description Reports help information on configuration parameters.
Syntax sp_helpconfig "configname”, ["size"]
Parameters configname
is the configuration parameter being queried, or a non-unique parameter
fragment.
size

isthe size of memory, specified by B (bytes), K (kilobytes), M (megabytes),
G (gigabytes), or P (pages). Used without the type of size specified, size
specifiesthe number of the entity being configured using this parameter, for
examples, locks, open indexes, and so on. sizeisignored if configname is
not a unique parameter name.

Examples Example 1 Returnsareport on all configuration optionsthat start with “allow”:
sp_helpconfig "allow"

Configuration option is not unique.
option name config value run value
allow backward scans
allow nested triggers
allow procedure grouping
allow remote access
allow resource limits
allow sendmsg
allow sgl server async i/o
allow updates to system tables

Or OO R R R R
OrOoOOR R PR R

Example 2 Returns areport on how much memory is needed to create a
metadata cache for 421 object descriptors:

sp_helpconfig "open objects", "421"

number of open objects sets the maximum number of database objects that are
open at one time on SQL Server. The default run value is 500.

Minimum Value Maximum Value Default Value Current Value Memory Used

100 2147483647 500 500 243

Configuration parameter, 'number of open objects', will consume 207K of
memory 1f configured at 421.
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Example 3 Returns areport on how many database descriptors would fill a
1MB database cache:

sp_helpconfig "open databases", "1M"

number of open databases sets the maximum number of databases that can be
open at one time on SQL Server. The default run value is 12.

Minimum Value Maximum Value Default Value Current Value Memory Used

5 2147483647 12 12 433
Configuration parameter, 'number of open databases', can be configured to
28 to fit in 1M of memory.

Example 4 Returns areport on how many locks will use 512K of memory:
sp_helpconfig "number of locks", "512K"
number of locks sets the number of available locks. The default run value

is 5000.

Minimum Value Maximum Value Default Value Current Value Memory Used

1000 2147483647 5000 5000 528
Configuration parameter 'number of locks', can be configured to 4848 to fit
in 512K of memory.

Example 5 Returnsareport on the status of the allow updates to system tables
configuration parameter:

sp_helpconfig "allow updates to system tables"
allow updates to system tables allows system tables to be updated directly.

The default is 0 (off).

Minimum Value Maximum Value Default Value Current Value Memory Used
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Usage

e sp_helpconfig reports help information on configuration parameters, such
as how much memory would be needed if the parameter were set to a
certain value. sp_helpconfig also displays the current setting, the amount
of memory used for that setting, the default value, and the minimum and
maximum settings.

Note The“maximum value” setting refers to the largest number that the
parameter’s datatype can accept, rather than to an actual configurable
value.

In many cases, the maximum allowable values for configuration
parameters are extremely high. The maximum value for your server is
usualy limited by available memory and other resources, rather than by
configuration parameter limitations.

e If you use anonunique parameter fragment for configname, sp_helpconfig
returns alist of matching parameters with their configured values and
current values. See Example 1.

Planning metadata cache configuration

»  Usesp_helpconfig when you are planning a metadata cache configuration
for aserver.

For example, suppose you were planning to move a database that
contained 2000 user indexes to a different server. To find how much
memory you would need to configure for that server so that it would
accommodate the database’s user indexes, enter the following command:

sp_helpconfig "open indexes", "2000"
number of open indexes sets the maximum number of indexes that can be

open at one time on SQL Server. The default run value is 500.

Minimum Value Maximum Value Default Value Current Value Memory Used

100 2147483647 500 500 208
Configuration parameter, ’‘number of open indexes’, will consume 829k of
memory 1f configured at 2000.

Alternatively, suppose you had 1IMB of memory available for the index
cache, and you needed to know how many index descriptorsit would
support. Run the following command:

sp_helpconfig "open indexes", "1M"

number of open indexes sets the maximum number of indexes that can be
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open at one time on SQL Server. The default run value is 500.

Minimum Value Maximum Value Default Value Current Value Memory Used

100 2147483647 500 500 208
Configuration parameter ’‘number of open indexes’, can be configured to
2461 to fit in 1M of memory.

Based on thisoutput, if you have 1M B of memory, you can create an index
descriptor cache that can contain a maximum of 2461 index descriptors.
To create this cache, set the number of open indexes configuration
parameter as follows:

sp_configure "number of open indexes", 2461

Using sp_helpconfig with sybdiagdb (Sybase Technical Support only)

Note Sybase Technical Support may create the sybdiagdb database on your
system for debugging purposes. This database holds diagnostic configuration
data, and is for use by Sybase Technical Support only.

The following configname options have been added to sp_helpconfig for
Sybase Technical Support to use with the sybdiagdb database:

*  number of cchs—the number of configurable action point control blocks
available to aid debugging.

e capsper cch—the maximum number of configurabl e action pointsthat can
be configured at any one time within one configurable action point.

e average cap size — the estimated number of bytes of memory required to
store the information associated with atypical configurable action point.

For example:

sp_helpconfig "number of ccbs"

Minimum Value Maximum Value Default Value Current Value Memory Used

sp_helpconfig "caps per ccb"

Minimum Value Maximum Value Default Value Current Value Memory Used
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sp_helpconfig "average cap size"

Minimum Value Maximum Value Default Value Current Value Memory Used

Permissions The options specified in “Using sp_helpconfig with sybdiagdb (Sybase
Technical Support only)” on page 326 can be used only by Sybase Technical
Support. Any user can execute sp_helpconfig with other configname options.

Auditing Values in event and extrainfo columns from the sysaudits table are:
Command or access
Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current active roles
procedure « Keywordsor options—NULL
¢ Previousvalue— NULL
e Current value—NULL
¢ Other information — All input parameters
¢ Proxy information — Original login name, if set
proxy in effect
See also System procedures sp_configure, sp_countmetadata, sp_monitorconfig
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sp_helpconstraint

Reports information about integrity constraints used in the specified tables.

sp_helpconstraint [objname] [, detail]

isthe name of atablethat has one or more integrity constraints defined by a
create table Or alter table statement.

returns information about the constraint’s user or error messages.

Description

Syntax

Parameters objname
detail

Examples

328

Example 1 Displays the constraint information for the store_employees table

inthe pubs3 database. Thestore_employees table hasaforeign key to the stores
table (stor_id) and a self-reference (mgr_id references emp_id):

sp_helpconstraint store employees

store empl stor i 272004000

store_empl mgr_id 288004057

store_empl 2560039432

(3 rows affected)
Total Number of Referential

Details:

store_employees FOREIGN KEY
(stor_id) REFERENCES stores (stor id)
store employees FOREIGN KEY

(mgr_id) SELF REFERENCES
store_employees (emp_ id)

UNIQUE INDEX( emp id)

NONCLUSTERED, FOREIGN REFERENCE

Constraints: 2

-- Number of references made by this table: 2
-- Number of references to this table: 1
-- Number of self references to this table: 1

Formula for Calculation:

Total Number of Referential
= Number of references made
+ Number of references made
- Number of self references

Constraints

by this table

to this table
within this table

Example 2 Displays more detailed information about the pubs3..salesdetail
constraints, including the constraint type and any constraint error messages.

sp_helpconstraint titles, detail

name

type
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datedflt default value
create default datedflt as getdate()

typedflt default value
create default typedflt as "UNDECIDED"

titles pub id 96003373 referential constraint
titles FOREIGN KEY (pub_id) REFERENCES publishers (pub_id)
standard system error message number : 547

roysched title 144003544 referential constraint
roysched FOREIGN KEY (title id) REFERENCES titles(title id)
standard system error message number : 547

salesdetai title 368004342 referential constraint
salesdetail FOREIGN KEY (title id) REFERENCES titles(title id)
standard system error message number : 547

titleautho title 432004570 referential constraint
titleauthor FOREIGN KEY (title id) REFERENCES titles(title id)
standard system error message number : 547

titles 800033162 unique constraint
UNIQUE INDEX ( title id) : NONCLUSTERED, FOREIGN REFERENCE
standard system error message number : 2601

(7 rows affected)
Total Number of Referential Constraints: 4

Details:

-- Number of references made by this table: 1
-- Number of references to thisg table: 3

-- Number of self references to this table: 0

Formula for Calculation:

Total Number of Referential Constraints

= Number of references made by this table

+ Number of references made to this table

- Number of self references within this table.

Example 3 Displaysalisting of all tablesin the pubs3 database:
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sp_helpconstraint

id name Num referential constraints
80003316 titles
16003088 authors
176003658 stores
256003943 salesdetail
208003772 sales
336004228 titleauthor
896006223 store employees
48003202 publishers
128003487 roysched
400004456 discounts
448004627 au pix
496004798 blurbs

PR R RRPDODODNDWWWD

(11 rows affected)

Usage *  sp_helpconstraint printsthe name and definition of theintegrity constraint,
and the number of references used by the table. The detail option returns
information about the constraint’s user or error messages.

*  Running sp_helpconstraint with no parameters lists all the tables
containing references in the current database, and displays the total
number of referencesin each table. sp_helpconstraint lists the tablesin
descending order, based on the number of referencesin each table.

*  sp_helpconstraint reports only the integrity constraint information about a
table (defined by a create table or alter table statement). It does not report
information about rules, triggers, or indexes created using the create index
statement. Use sp_help to see information about rules, triggers, and
indexes for atable.

»  For constraints that do not have user-defined messages, Adaptive Server
reports the system error message associated with the constraint. Query
sysmessages to obtain the actual text of that error message.

* You can use sp_helpconstraint only for tablesin the current database.

» If aquery exceeds the configured number of auxiliary scan descriptors,
Adaptive Server returns an error message. You can use sp_helpconstraint
to determine the necessary number of scan descriptors. See the System
Administration Guide or more information on the number of aux scan
descriptors configuration parameter.
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A System Security Officer can prevent the source text of constraint
definitions from being displayed to most users who execute
sp_helpconstraint. To restrict select permission on the text column of the
syscomments table to the object owner or a System Administrator, use
sp_configure to set the select on syscomments.text column parameter to 0.
This restriction is required to run Adaptive Server in the evaluated
configuration. See the System Administration Guide for more information
about the evaluated configuration.

Permissions Any user can execute sp_helpconstraint.

Auditing Values in event and extrainfo columns from the sysaudits table are:

Event Audit option

Command or access
audited

Information in extrainfo

38 exec_procedure

Execution of a
procedure

Roles — Current active roles

Keywords or options—NULL

Previous value — NULL

Current value— NULL

Other information — All input parameters

Proxy information — Original login name, if set
proxy in effect

See also Commands alter table, create table

System procedures sp_configure, sp_help, sp_helpdb, sp_monitorconfig
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sp_helpdb

Description Reports information about a particular database or about all databases.
Syntax sp_helpdb [ dbname [, order] ]
Parameters dbname
is the name of the database on which to report information. Without this
optional parameter, sp_helpdb reports on all databases. dbname can include
wildcard characters to return all databases that match the specified pattern.
order
The default order of the output is by Istart, which is the order in which the
databases were created or atered. Use device_name along with dbname to
display the output of sp_helpdb ordered by device_name.
Examples Example 1 Displaysinformation about all the databases in Adaptive Server.
sp_helpdb
name db size owner bid created status
master 24 .0 MB sa 1 Jan 07, 2004 mixed log and data
model 8.0 MB sa 3 Jan 07, 2004 mixed log and data
pubs2 8.0 MB sa 4 Jan 21, 2004 trunc log on chkpt,

sybsystemdb 8

mixed log and data

.0 MB sa 31513 Jan 07, 2004 mixed log and data

sybsystemprocs 112.0 MB sa 31514 Jan 07, 2004 trunc log on chkpt, mixed

tempdb

(1 row affected)
(return status =

1> use pubs2
2> go

log and data

8.0 MB sa 2 Feb 24, 2004 select into/bulkcopy/

pllsort, trunc log on
chkpt, mixed log| and
data

0

Example 2 Issued from within pubs2, displays information about the pubs2
database, and includes segment information:

1> sp_helpdb pubs2

2> go

name db size

(1 row affected)
pubs2
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owner dbid created status
sa 4 Apr 13, 2005 trunc log on chkpt, mixed log
and data

Adaptive Server Enterprise



CHAPTER 1 System Procedures

device fragments size usage created free kbytes
master 10.0 MB data and log Apr 13 2005 10:29AM 2304
pubs 2 dev 10.0 MB data and log Apr 13 2005 10:33AM 9888
device segment

master default

master logsegment

master system

pubs_2_ dev default

pubs 2 dev logsegment

pubs 2 dev system

pubs 2 dev titlesegl

pubs_2_ dev titleseg2

pubs_2_ dev titleseg3

pubs_2_ dev titleseg4

pubs_2_ dev titlesegb

return status = 0)

Example 3 Not issued from within pubs2, displays information about the

pubs2 database:
sp_helpdb pubs2
name db size owner dbid created status
pubs2 20.0 MB sa 4 Jan 21, 2004 trunc log on chkpt, single
user,

mixed log and data

(1 row affected)
device fragments size usage created free kbytes
master 10.0 MB data and log Apr 13 2005 10:29AM 2304
pubs 2 dev 10.0 MB data and log Apr 13 2005 10:33AM 9888
(return status = 0)

Example 4 Specifies device_name for the order parameter to display the
device fragments for mydb in alphabetical order, overriding the default sort
order of sp_helpdb.

sp_helpdb mydb, device name

name db_size owner dbid created status

mydb 4.5 MB sa 5 Feb 27, 2003 no options set
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(1 row affected)

device fragments size usage created free kbytes
A 1.5 MB data only Feb 27 2003 7 :50AM 1530

B 1.0 MB log only Feb 27 2003 7:50AM not applicable
C 2.0 MB data only Feb 27 2003 7 :50AM 846

Example 5 Displaysthe row lock promotion attributes set for the pubtune
database:

sp_helpdb pubtune

name attribute _class attribute int_value char_value comments
pubtune lock strategy row lock promotion NULL PCT = 95, LWM = 300,
HWM = 300

Example 6 Displayswhether or not a database is a user-created temporary
database under the status column:

sp_helpdb "mytempdb3"

name db size owner dbid created status

mytempdb 32.0 MB sa 7 Dec 2, 2001 select into/bulkcopy/pllsort, trunc
log on chkpt, user created temp db

Usage » sp_helpdb reports on the specified database when dbname is given. If no
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valueissupplied for dbname, sp_helpdb reports on all the databases listed
in master.dbo.sysdatabases.

»  If you enable asynchronouslog service on adatabase, the attribute column
in the sp_helpdb output displays “async log srv”.

For more information about asynchronous log service, see sp_dboption,
and Chapter 3, “ Advanced Optmizing Tools’ in Performance and Tuning:
Optimizer.

e For log segment disk piecesin a dedicated log database, sp_helpdb issues
“not applicable” for the free space field in its per-disk-piece report.
sp_helpdb also includes a column titled free pages, which is the value for
the number of free pages the log segment has.

» dbname caninclude wildcard charactersto return all databases that match
the specified pattern. See Chapter 4, “Expressions, Identifiers, and
Wildcard Characters’ in Reference Manual: Building Blocks for details
about using wildcard characters.
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Executing sp_helpdb dbname from dbname includes free space and
segment information in the report.

sp_helpdb displays information about a database's attributes, giving the
attribute’s class, name, integer value, character value, and comments, if
any attributes are defined. Example 3 shows cache binding attributes for
the pubs2 database.

sp_helpdb reports if a databaseis offline.

sp_helpdb reportsrow lock promotionthresholds, if any are defined for the
database.

A database created with the for load option has a status of “don’t recover”
in the output from sp_helpdb.

When Component Integration Servicesis enabled, sp_helpdb lists the
default storage location for the specified database or all databases. If there
is no default storage location, the display indicates“NULL".

Permissions Any user can execute sp_helpdb.
Auditing Values in event and extrainfo columns from the sysaudits table are:
Command or access
Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current active roles
procedure » Keywords or options—NULL
¢ Previousvalue— NULL
e Current value— NULL
¢ Other information — All input parameters
¢ Proxy information — Original login name, if set
proxy in effect
See also Documents Chapter 3, “Advanced Optmizing Tools’ in Performance and

Reference Manual: Procedures

Tuning: Optimizer, Chapter 4, “ Expressions, | dentifiers, and Wildcard
Characters” in Reference Manual: Building Blocks,

Commands alter database, create database

System procedures sp_configure, sp_dboption, sp_rename
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sp_helpdevice

Description Reports information about a particular device or about all Adaptive Server
database devices and dump devices.

Syntax sp_helpdevice [devhame]

Parameters devname
isthe name of the device about which to report information. If you omit this
parameter, sp_helpdevice reports on all devices.

Examples Example 1 Displaysinformation about all the devices on Adaptive Server:

sp_helpdevice

device name physical name description
tapedumpl  /dev/rmta disk, dump device 16
tapedump?2 /dev/rst0 tape, 625MB, dump device 3
master /work2/Devices/mart8K.dat special, dsync on,

directio off, defaultdisk, physical disk, 250.00MB

pubs 2 dev /work2/Devices/pubs 2 dev.dat special, dsync on,
directio off, physical disk, 10.00MB

status cntrltype vdevno vpn_low vpn_high
16 2 0 0 20000

16 3 0 0 20000

3 0 0 0 127999
16386 0 1 0 5119

(4 rows affected)

Example 2 Reports information about the dump device named diskdump:
sp_helpdevice diskdump

Usage »  sp_helpdevice displaysinformation on the specified device, when
devnameis given, or on all devices in master.dbo.sysdevices, when no
argument is given.

*  The sysdevices table contains dump devices and database devices.
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Database devices can be designated as default devices, which means that
they can be used for database storage. This can occur when a user issues
create database Or alter database and does not specify a database device
name or gives the keyword default. To make a database device a default
database device, execute the system procedure sp_diskdefault.

Add database devicesto the system with disk init. Add dump devices with
sp_addumpdevice.

If you issue sp_helpdevice against asingle device, it displaysalist of
allocated fragments on that device.

Thenumber inthe“status’” column correspondsto the status descriptionin
the “description” column.

The“cntritype” column specifiesthe controller number of the device. The
“cntritype” is 2 for disk or file dump devices and 3-8 for tape dump
devices. For database devices, the “cntritype” isusually 0 (unless your
installation has a special type of disk controller).

The “vdevno” columnis O for dump devices, O for the master database
device, and 1 or higher for other database devices.

The“vpn_low” and “vpn_high” columns represent virtual page numbers,
each of which is unique among all the devicesin Adaptive Server.

Permissions Any user can execute sp_helpdevice.
Auditing Values in event and extrainfo columns from the sysaudits table are:
Command or access
Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current active roles
procedure » Keywords or options—NULL
¢ Previousvalue— NULL
e Current value— NULL
¢ Other information — All input parameters
¢ Proxy information — Original login name, if set
proxy in effect
See also Commands disk init, dump database, dump transaction, load database, load
transaction

System procedures sp_addumpdevice, sp_deviceattr, sp_diskdefault,
sp_dropdevice, sp_logdevice
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sp_helpextendedproc

Description

Syntax

Parameters

Examples

Usage

Permissions

Auditing

338

Displaysextended stored procedures (ESPs) in the current database, along with
their associated DLL files.

sp_helpextendedproc [esp_name]

esp_name
is the name of the extended stored procedure. It must be a procedure in the
current database.

Example 1 Liststhe xp_cmdshell ESP and the name of the DLL filein which
its function is stored:

use sybsystemprocs
go
sp_helpextendedproc xp_ cmdshell

ESP Name DLL Name

xp_cmdshell sybsyesp

Example 2 Listsall the ESPsin the current database, along with the names of
the DLL filesin which their functions are stored:

sp_helpextendedproc

ESP Name DLL Name

xp_freedl sybsyesp
xp_cmdshell sybsyesp

» If theesp_nameis omitted, sp_helpextendedproc lists all the extended
stored procedures in the database.

* Theesp_nameiscasesensitive. It must matchtheesp_name used to create
the ESP.

Only a System Administrator can execute sp_helpextendedproc to see all the
ESPsin the database. All users can execute sp_helpextendedproc to see ESPs
owned by themselves or by the Database Owner.

Values in event and extrainfo columns from the sysaudits table are:
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Command or access
Event Audit option audited

Information in extrainfo

38 exec_procedure Execution of a
procedure

Roles— Current active roles

Keywords or options—NULL

Previous value— NULL

Current value— NULL

Other information — All input parameters

Proxy information — Original login name, if set

proxy in effect

See also Commands create procedure, drop procedure

Extended system procedure xp_cmdshell

System procedures sp_addextendedproc, sp_dropextendedproc

Reference Manual: Procedures
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sp_helpexternlogin

Description

Syntax

Parameters

Examples

Usage

Permissions

Auditing

340

Component Integration Services only Reports information about external
login names.

sp_helpexternlogin [ server [, loginame [, rolename ] ] ]

server
isthe name of the remote server that has been added to the local server with
sp_addserver.

loginame
isalogin account on the local server.

rolename
isthe Adaptive Server user’s assigned role.

Example 1 Displays all remote servers, local login names, role names, and
external logins:

sp_helpexternlogin

Example 2 Displayslocal login names, role names, and external loginsfor the
server named SSB:

sp_helpexternlogin SSB

Example 3 Displaysremote servers, local login names and external logins for
the user named “milo”:

sp_helpexternlogin NULL, milo

Example 4 Displays external logins for remote server SSB where the local
user nameis “trixi”:

sp_helpexternlogin SSB, trixi

Example 5 Displaysexternal loginsfor remote server SSB for local userswith
sa role:

sp_helpexternlogin SSB, NULL, sa role

*  sp_helpexternlogin displaysall remote servers, the user’slocal login name,
role name, and the user’s external login name.

» Addremote serverswith sp_addserver. Add local loginswith sp_addlogin.
Any user can execute sp_helpexternlogin.

Values in event and extrainfo columns from the sysaudits table are:
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Command or access

Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current active roles
procedure « Keywordsor options—NULL

* Previousvalue—NULL
e Current value— NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set
proxy in effect

See also System procedures sp_addexternlogin, sp_addlogin, sp_addserver,
sp_dropexternlogin, sp_helpserver
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sp_helpgroup

Usage

Description Reports information about a particular group or about all groupsin the current
database.
Syntax sp_helpgroup [grpname]
Parameters grpname
is the name of agroup in the database created with sp_addgroup.
Examples Example 1 Displaysinformation about all groupsin the current database:

sp_helpgroup

Group_name Group id
hackers 16384
public 0

Example 2 Displaysinformation about the group “hackers’:

sp_helpgroup hackers

Group name Group id Users_in group Userid
hackers 16384 ann 4
hackers 16384 judy 3
» Toget areport on the default group, “public,” enclose the name “ public”

in single or double quotes (“public” is areserved word).

If there are no membersin the specified group, sp_helpgroup displaysthe
header, but lists no users, asfollows:

Group_name

Permissions Any user can execute sp_helpgroup.

Auditing
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Users_in_group

Userid

Values in event and extrainfo columns from the sysaudits table are:
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Command or access

Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current active roles
procedure « Keywordsor options—NULL

* Previousvalue—NULL
e Current value— NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set
proxy in effect

See also Commands grant, revoke

System procedures sp_addgroup, sp_changegroup, sp_dropgroup,
sp_helprotect, sp_helpuser
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sp_helpindex

Description Reports information about the indexes created on atable. Reportsinformation on
computed column indexes and function-based indexes.

Syntax sp_helpindex objname

Parameters objname
isthe name of atable in the current database.

Examples Example 1 Displaysthe types of indexes on the sysobjects table:
sp_helpindex sysobjects

index name index keys index description index max rows per page
index fillfactor index reservepagegap index created
index local

sysobjects id clustered, unique 0
0 0 Apr 12 2005 2:38PM
Global Index
ncsysobjects name, uid nonclustered, unique
0 0 Apr 12 2005 2:38PM
Global Index

(2 rows affected)

index pt name index ptn seg
sysobjects 1 system
ncsysobjects 1 system

Example 2 Displaysinformation about theindex on thetitles tablein the pubs2
database. Thetitles tableis partitioned, but the index titleind is not. titleind isa
nonclustered (single-partitioned), global index.

sp_helpindex titles

index_name index keys index description index max_rows_per page
index fillfactor index reservepagegap index created
index local

titleind title nonclustered 0
Global Index

(1 row affected)
index pt name index ptn seg

titleind 1232004389 default
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Example 3 Displaysindex information about the mysalesdetail table.
mysalesdetail is partitioned by hash on the ord_num column. A clustered, local
index, with three partitions, has a so been created on ord_num.

sp_helpindex mysalesdetail

index name index keys index description index max rows per page
index fillfactor index reservepagegap index created
index local

clust_idx ord_num clustered 0
0 0 Apr 12 2005 2:38PM
Local Index
(1 row affected)
index pt name index ptn_seg
clust_idx_1344004788 default
clust idx 1360004845 default
clust idx 1376004902 default

Example 4 Displays afunction-based index:

create index sum sales on mytitles (price * total sales)
sp_helpindex mytitles

Object has the following indexes

index name index keys index description index max rows per page
index fillfactor index reservepagegap index created
index local

sum_sales sybfi2 1 nonclustered 0
0 0 Oct 12 2005 3:34PM
Global Index

(1 row affected)
index ptn name index ptn_ seg

sum_sales 1724867646 default
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(1 row affected)

Object has the following functional index keys

Internal Index Key Name

sybfi2 1
(1 row affected)
Expression

price * total sales

(return status = 0)

Usage »  sp_helpindex lists any indexes on atable, including indexes created by
defining unique or primary key constraints defined by acreate table or alter
table statement.

Permissions

Auditing
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»  sp_helpindex displays any attributes (for example, cache bindings)
assigned to the indexes on a table.

*  sp_helpindex displays:

Partition information for each index.

Whether the index islocal or global, clustered or nonclustered.
The max_rows_per_page setting of the indexes.

Information about clustered indexes on data-only locked tables.

Theindex ID (indid) of aclustered index in data-only locked tablesis
not equal to 1.

The column order of the keys, to indicate whether they arein
ascending or descending order.

Space manage property values.

The key column name followed by the order. Only descending order
isdisplayed. For example, if thereis an index on column a ASC, b
DESC, c ASC, “index_keys’ shows“a, b DESC, c”.

Any user can execute sp_helpindex.

Values in event and extrainfo columns from the sysaudits table are:
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Command or access

Event Audit option audited Information in extrainfo
38 exec_procedure Execution of a ¢ Roles— Current active roles
procedure « Keywordsor options—NULL

* Previousvalue—NULL
e Current value— NULL
¢ Other information — All input parameters

¢ Proxy information — Original login name, if set
proxy in effect

See also Commands create index, drop index, update statistics

System procedures sp_help, sp_helpkey, sp_helpartition

Reference Manual: Procedures 347



sp_helpjava

sp_helpjava

Description

Syntax

Parameters

Examples

Displaysinformation about Java classes and associated JARsthat areinstalled
in the database.

sp_helpjava ["class" [, java_class_name [, “detail” | “depends”]1] |
"jar" [, jar_name [, “depends”]]]

“class" | "jar"
specifieswhether to display information about aclassor aJAR. Both “class”
and “jar” are keywords, so the quotes are required.

java_class_name
the name of the class about which you want information. The class must be
asystem class or a user-defined class that isinstalled in the database.

detail
specifies that you want to see detailed information about the class.

depends
lists all the database objects that depend on the specified class or classesin
the JAR, including SQLJ functions, SQL J stored procedures, views,
Transact-SQL stored procedures, and tables.

jar_name
the name of the JAR for which you want to see information. The JAR must
be installed in the database using installjava.

Example 1 Displaysthe namesof al classes and associated JAR filesinstalled
in the database:

sp_helpjava
Example 2 Displaysthe name of all classes:
sp_helpjava "class"

Example 3 Displays detailed information about the Address class:

sp_helpjava "class", Address, detail

Class

(1 row affected)
Class Modifiers

public synchronized

Implemented Interfaces

348
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java.io.Serializable

Extended Superclass

java.lang.Object

Constructors
public Address ()
public Address(java.lang.String, java.lang.String)

public final native java.lang.Class java.lang.Object.getClass ()
public native int java.lang.Object.hashCode ()

public boo