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About This Book

Audience

How to use this book

Related documents

Administration Guide

The Risk Analytics Platform Administration Guide is intended for
Sybase® Professional Services, Risk Analytics Platform Administrators,
and Risk Analytics Platform Operators. Familiarity with Sybase Adaptive
Server® Enterprise, Sybase Replication Server®, Sybase 1Q, data
warehousing, and other related topicsis assumed.

This document includes three chapters:

Chapter 1, Sybase Risk Analytics Platform Operations Console,
describes Risk Analytics Platform Operations Console, and includes
installation instructions and basic setup procedures.

Chapter 2, Administering Operations Console, breakdown of an
administrator’sresponsibilities, introduces the working environment,
and takes you through each task you perform to administer
Operations Console.

Chapter 3, Monitoring System Operations, provides a breakdown of
an operator’s responsibilities, introduces the working environment,
and describes the tools you use to monitor specific system activities.

Before you use this book, refer to the Release Bulletin Risk Analytics
Platform for any last-minute information about this product.

For more information, see:

Release Bulletin Risk Analytics Platform

Risk Analytics Platform Installation and Configuration Guide
Risk Analytics User’s Guide

Sybase 1Q 12.6 product documentation

Adaptive Server Enterprise 15.0 product documentation
OpenSwitch 15.0 product documentation

PowerDesigner® 11.1 product documentation

Vil



Other sources of
information

Sybase certifications

on the Web

Viii

Replication Server 12.6 product documentation

Note This product includes software developed by Apache Software
Foundation. See The Apache Software Foundation at http://www.apache.org/.

Use the Sybase Getting Started CD, the Sybase Infocenter Web site, and the
Sybase Product Manuals Web site to learn more about your product:

The Getting Started CD contains the release bulletin, installation and
configuration guide, administration guide, and user’ sguidein PDF format.
It isincluded with your software. To read or print documents on the
Getting Started CD, you need Adobe Acrobat Reader, which you can
download at no charge from the Adobe Web site using alink provided on
the CD.

The Sybase Infocenter Web site is an online version of the product
manual s that you can access using a standard Web browser.

To access the Infocenter Web site, go to Sybooks Online Help at
http://infocenter.sybase.com/help/index.jsp

The Sybase Product Manuals Web siteis an online version of the SyBooks
CD that you can access using a standard Web browser. In addition to
product manuals, you will find links to EBFs/Maintenance, Technical
Documents, Case Management, Solved Cases, newsgroups, and the
Sybase Developer Network.

To access the Sybase Product Manuals Web site, go to Product Manuals at
http://www.sybase.com/support/manuals/.

Technical documentation at the Sybase Web site is updated frequently.

[JFinding the latest information on product certifications

1

Point your Web browser to Technical Documents at
http://www.sybase.com/support/techdocs/.

Click Certification Report.

In the Certification Report filter select aproduct, platform, and timeframe
and then click Go.

Note The Product Family for Risk Analytics Platform 3.0 is Sybase 1 Q.

Click a Certification Report title to display the report.

Risk Analytics Platform
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[IFinding the latest information on component certifications

1 Point your Web browser to Availability and Certification Reports at
http://certification.sybase.com/.

2  Either select the product family and product under Search by Base
Product; or select the platform and product under Search by Platform.

3 Select Search to display the availability and certification report for the
selection.

[ ICreating a personalized view of the Sybase Web site (including support
pages)

Set up aMySybase profile. MySybaseisafree servicethat allowsyou to create
apersonalized view of Sybase Web pages.

1 Point your Web browser to Technical Documents at
http://www.sybase.com/support/techdocs/.

2 Click MySybase and create a MySybase profile.

Sybase EBFs and
software
maintenance

[IFinding the latest information on EBFs and software maintenance
1 Point your Web browser to the Sybase Support Page at

http://lwww.sybase.com/support.

2 Select EBFs/Maintenance. If prompted, enter your MySybase user name
and password.

Select a product.

4 Specify atime frame and click Go. A list of EBF/Maintenance releasesis
displayed.

Padlock icons indicate that you do not have download authorization for
certain EBF/Maintenance releases because you are not registered as a
Technical Support Contact. If you have not registered, but have valid
information provided by your Sybase representative or through your
support contract, click Edit Roles to add the “ Technical Support Contact”
role to your MySybase profile.

5 Click the Info icon to display the EBF/Maintenance report, or click the
product description to download the software.

Administration Guide iX
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Accessibility
features

If you need help

This document isavailablein an HTML version that is specialized for
accessibility. You can navigate the HTML with an adaptive technology such as
ascreen reader, or view it with a screen enlarger.

The Risk Analytics Platform 3.0 documentation complies with U.S.
government Section 508 Accessibility requirements. Documents that comply
with Section 508 generally also meet non-U.S. accessibility guidelines, such as
the World Wide Web Consortium (W3C) guidelines for Web sites.

For information about accessibility support in the Sybase 1 Q plug-infor Sybase
Central, see “Using accessihility features’ in Chapter 1, “Introducing Sybase
IQ” in Introduction to Sybase 1Q. The online help for Sybase IQ, which you
can navigate using a screen reader, also describes accessibility features,
including Sybase Central keyboard shortcuts.

Note You might need to configure your accessibility tool for optimal use.
Some screen readers pronounce text based on its case; for example, they
pronounce ALL UPPERCASE TEXT asinitials, and MixedCase Text as
words. You might find it helpful to configure your tool to announce syntax
conventions. Consult the documentation for your tool.

For information about how Sybase supports accessibility, see Sybase
Accessibility at http://www.sybase.com/accessibility. The Sybase Accessibility
siteincludes links to information on Section 508 and W3C standards.

Each Sybase installation that has purchased a support contract has one or more
designated people who are authorized to contact Sybase Technical Support. If
you cannot resolve aproblem using the manuals or online help, please have the
designated person contact Sybase Technical Support or the Sybase subsidiary
inyour area.

Risk Analytics Platform
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Sybase Risk Analytics Platform

Operations Console

This chapter provides an overview of the Sybase Risk Analytics Platform

Operations Console.

Topic Page
Overview 1
Installing Operations Console 4
Postinstallation tasks 10
Starting Web Monitor 15
Stopping Web Monitor 16
Uninstalling Operations Console 16



Overview

Overview

Operations Console monitors the availability, performance, and status of the
Sybase Risk Analytics Platform. Operations Consol e deploys agents and
listeners. Agents continually broadcast information about specific system
components. Listenersintercept and write thisinformation to a central
repository.

A Web-based management consol e interfaces with the repository and provides
distinct views to operators with privileges determined by the Operations
Console Administrator. Operations Console continually refreshes these views
at intervals determined by those operators.

Unified Agent Framework

Agent plug-ins

Agent plug-in

Operations Console requires the Sybase Unified Agent Framework (UAF),
which provides acommon set of services, as well as the ability to host agent
plug-ins to manage server resources or to perform various operations. These
agent plug-ins can perform product-specific commands, and have control and
discovery capabilitiesincluding: status, start, stop, and restart.

Agents are installed as plug-ins to Operations Console's modular framework.
During installation, you can decide which plug-ins you want to install:

Description

Application Services

Provides application functionality such as alert generation, audit reporting, and
detection of exceptions. Generally, this agent takes datafrom the repository asinput and
generates output for users.

Batch File Monitor

Monitorsinput directories for incoming batch files, logs delivery and size of the
incoming files, and identifiesincomplete file transfers.

Batch File Monitor pushes data to the Operations Console repository based on local
system performance and resource reguirements.

Data Synch

Tracks differences between the cache and VL DB databases at specific pointsin timefor
auditing and planning purposes. These agents also timestamp activities at specific
intervalsto record the states of the databases at specific intervals

Data Synch also collects statistics that track database transaction times, data sources,
and record counts. An additional option lets you del ete data from the cache database.

Risk Analytics Platform
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Agent plug-in

Description

File Load Monitor

Monitors processes that |oad incoming dataand | ogs datal oads, including thefile name,
record count, data set transaction times, type of data (tick data, end-of-day data, quote,
trade), load start and completion times.

File Load Monitor identifies file load failures and file load performance degradations.

Query Status Monitors connections that route queriesto the cache database. Collects execution times
of thelast query, records per second of the last query, and the running status of the cache
database, and collects the server running status of the historical database.

Server status Monitors the status of the cache database, including memory usage, number of
connections, and server running status.

Repository Agent Intercepts broadcasts from monitoring agents, and writes the information to the

repository database.

Operations Console repository

Administration Guide

Agents begin broadcasting as soon as you start them. Agents write the results
of their findings to a repository database, which stores information about the
behavior an operator expects to see and the rules that generate an exception.
Writing to the repository makes it possible to establish and measure
performance standards over time.

The repository also stores performance statistics, configuration parameters,
and exception and alert definitions. Operations Console uses this information
to detect abnormal conditions and produce a corresponding response.



Web Monitoring Console

Web Monitoring Console

Modes

Administration

Operations

The Web Monitoring Console is a Web-based management application that
interfaces with the repository and provides distinct views to operators whose
privileges are determined by the Operations Console Administrator.

Start Timer

SYSTEM | Agerls | DataFies | Alets | Panels | ¥

Review the health of the systern running RAP processes.
System Status

Data Files Agents Alerts
Status OK (Codz 1) Status: SEVERE (Code 4) Status OK (Code 1)
Count Total 0 Count: Totsl 12 Count Total 0

ok 0 0k 0 Ok 0

Warning: 0 Warning: 0 Warning:

Emor 0 Ermar 0 Emor 0

Severe: 0 Severe: 12 Severe: [
Last Last: Last

Refresh

Web Monitor supports two basic modes: Administration and Operations. The
class to which a user belongs determines which mode that user can access at
login. Administratorslog in to Administration mode; operators log in to
Operations mode.

Administrators manage Operations Console configuration, aerts, and access.
The Operations Console Administrator aso determines the roles and
responsibilities of individual operators. Thereisone default administrator with
full administrator privileges: rapadmin.

Operators monitor the status of system operations. There is one default
operator: rapuser.

Risk Analytics Platform
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The view of an operator within Operations mode is determined by privileges
granted by the Operations Console Administrator. Generally, an administrator
associates an operator with one or more agents, which gives that operator
accessto all of the monitoring properties of those agents. An operator’s view
isdetermined by which of those propertiesthe administrator ultimately permits
the operator to see.

An operator can aso have administrator privileges within Operations mode.
An operator with administrator privileges can access another operator’s views.

Installing Operations Console

Administration Guide

You can install Operations Console on a UNIX, Linux, or Windows system.
The installation reguires that RAPCache or ASE aready beinstalled on an
accessible machine, as RAPCache or another ASE server hosts the Operations
Console repository.



Installing Operations Console

Resource requirements

Web Monitor requires 400MB of disk space for afull installation.
Sybase recommends at least 512MB RAM for Web Monitor.

Web Monitor supports the Web browsers Microsoft® Internet Explorer®
6.0 and Mozilla Firefox® 1.5.

Web Monitor isHTML 4.01 compliant.

If areinstalling Operations Console on Windows, and plan to install the
File Monitor agent and Batch Monitor agent, you to deploy

Windows may require additional NFS connectivity software
If you plan to install Operations Console on Windows, you may heed

additional NFS connectivity software. Installing the File Monitor and
Batch Monitor agents requires a mapped drive from Windows to your
UNIX or Linux host. You may need additional third-party softwareto
access these resources from Windows.

Repository characteristics

If you choose to depl oy the Repository Agent, the Installer creates arepository
database with the following characteristics:

Full install

Repository sizes

Devicesize* 250MB
Database size 200MB
Log size 40MB

*one database allowed per device

A Full install installs all Operations Console agents and the Unified Agent
Framework on the same machine as a previoudly installed RAPCache server.
By default, the target installation directory is $SRAP30/RAPCache.

Risk Analytics Platform



CHAPTER 1 Sybase Risk Analytics Platform Operations Console

Custom install

A Custom install allows you to install Operations Console on a machine that
does not have a previously installed RAPCache server. A Custom install lets
you choose what you want to install.

On UNIX systems, y

¢ You can choose an existing ASE server to host the Operations Console
repository or create a new ASE server to host the repository.

¢ Youcaneither install Unified Agent Framework or specify thelocation of
an existing UAF installation.

¢ You can choose which features you want to install, such as Application
Services, monitoring agents, the repository, and the Web Monitor.

A Custom install givesyou theflexibility to install specific agents on different
servers. You can run the install multiple times to customize the locations of
servers and the combinations of agents and the servers they monitor.

Installation layout

Administration Guide

InaFull install, the Operations Console installation directory istypically the
same directory as the RAP installation directory. The layout of the Operations
Console installation directory contains the following subdirectories:

Directory Contents

WebMonitoringConsole The graphical user interface for Operations Console

_Opsconsole_jvm Java™ 2 Runtime Environment

ua Sybase Unified Agent

_uninst Operations Console uninstall information

shared Java Runtime Environment 1.4.2 (for the Sybase
Unified Agent Framework)
Java Software Development Kit 1.5 (for Web
Monitor)

In a Custom install, you choose the server you want to install and where you
want to install this server. The subdirectory structure remains the same, but
includes only the server you chose to install.
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Installing on UNIX and Linux

Follow this procedure to install Operations Console on UNIX and Linux.
Before you run the Installer, start the servers you want Operations Console to
monitor.

[installing Operations Console on UNIX or Linux
1 Insert the Operations Consoleinstallation CD into the CD drive.
If the Risk Analytics Installer does not start automatically:
*  Mount the drive.
»  Usethis command to start the Installer:
/cdrom/setup<Platform>.bin

where <Platform> isthe name of your operating system. For
example, use the command /cdrom/setupSolaris.bin On Sun
Solaris.

2 Click Next on the Welcome screen.
3 Choose alocation, read and accept the license agreement, and click Next.

If you do not find alicense agreement that matches your location, or if the
license agreement is unreadabl e on your system, you can read al available
license agreements on the Sybase Web site at
http://www.sybase.com/softwarelicenses.

4 Choose one of the following:

*  Full install. Choose this option if you want to install Operations
Console on the same machine as a previously installed RAPCache
server. Click Next, then proceed to step 8.

e Custom install. Choose this option if you want to install Operations
Console on amachine without a previously installed RAPCache
server. A Custom install gives you the option to create anew ASE
server to host the Operations Console repository. Click Next.

5 Do oneof the following:

» If you aready installed Unified Agent Framework, click | already
have UAF installed at the location below, then identify the installation
directory in the Directory Name box. Click Next.

« If Unified Agent Framework isnot installed, click | would like to install
UAF for the first time at the location below, then identify theinstallation
directory in the Directory Name box. Click Next.

8 Risk Analytics Platform
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10

11
12

Choose the components you want to install, and click Next.
Do one of the following:

« If youaready have an ASE server running and want to use this server
to host the Operations Console repository, choose Use an existing
RAPCache server to host the Operations Console repository. On the
next screen, identify the RAPCache server information.

e If youwant to create a new ASE server for the Operations Console
repository, choose Create a new ASE server to host the Operations
Console repository.

On the next screen, enter the name of the directory in which the ASE
server isinstalled.

Identify the servers you want the Operations Consol e agents to monitor.
(The servers must be running.)

Add the ASE information to configure the Operations Console repository.

Identify the location of the RAPCache automated file load directory,
Auto_File Load, and the logical names of the RAPCache and VLDB
servers. Click Next.

Review the summary information and click Install.

After the Operations Console device and database are created, click Next.
After the plug-ins are configured, click Next. Read the summary
information and click Finish.

Installing on Windows

Follow this procedure to install Operations Console on Windows. Before you
run the Installer, map a drive to the RAPCache automated file load directory
$RAP_HOME/Auto_File Loadinthe RAPinstallationdirectory. Also start the
servers you want Operations Console to monitor.

Administration Guide

Note Because the Batch File and File Load agent plug-ins need to be
separately installed on aUNIX or Linux machine, do not install these plug-ins
on Windows.




Installing Operations Console

[installing Operations Console on Windows
1 Insert the Operations Console installation CD into the CD drive.
If the Risk Analytics Installer does not start automatically:
* Click Start, choose Run.
» Browseto select your CD drive letter, choose setup.exe.
2 Click Next on the Welcome screen.
3 Choose alocation, accept the license agreement, and click Next.

If you do not find alicense agreement that matches your location, or if the
license agreement isunreadable on your system, you can read all available
license agreements on the Sybase Web site at
http://lwww.sybase.com/softwarelicenses.

4  When the Installer prompts you for the installation type, choose Custom
Install, then click Next.

5 Do one of thefollowing:

» If youalready haveinstalled United Agent Framework, click | already
have UAF installed at the location below, then identify the installation
directory in the Directory Name box.

* If United Agent Framework isnot installed, click | would like to install
UAF for the first time at the location below, then identify theinstallation
directory in the Directory Name box.

6  Choose the components you want to install, and click Next.

7  Addthe connection information for the RAPCacheand VL DB serversyou
want Operations Consoleto monitor. You must specify the host name, port
number, user name, and password for each server. Click Next.

8 Add the connection information for the Operations Console repository.
You must specify the host name, port number, user name, password, and
database name. Click Next.

9 Identify thelocation of the SRAP_HOME/Auto_File Load directory and
click Next.

10 Review the summary information and click Install.

11 After the Operations Console device and database are created, click Next.
After the plug-ins are configured, click Next. Read the summary
information and click Finish.

10 Risk Analytics Platform
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Postinstallation tasks
This section identifies post installation tasks.

Sourcing bcp and dbisqgl for UNIX and Linux users only

Before starting UA, you must set up the environment for the bep and dbisql
utilities if you have not already done so.

[ ISourcing bcp environmental variables
1 Open acommand window.
2  Changeto the $RAP30/RAPCache directory.
3 Runthe appropriate shell command:
source SYBASE.csh
or
. /SYBASE.sh
[—ISourcing dbisql
1 Openacommand window.
2 Changeto the $SRAP30/VLDBServer/AS Q-12_6 directory.
3 Runthe appropriate shell command:
ASIQ-12_6.sh
or

ASIQ-12_6.csh

Changing information about the repository database

Host namesand port numbersfor the cacheand VL DB databases are set during
installation. If these values change, use the Configurations panel in
Administration mode to update theseitems. If the repository database location
changes, you must manually update the Repository agent, AppSvc agent, and
WebM onitoringConsole property files.

Administration Guide 11
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[ Updating the repository agent
1 Change to the directory where you installed Operations Console.

2 Change to ua\plugins\com.sybase.rap.repository on Windows, or
ua/plugins/com.sybase.rap.repository on UNIX or Linux.

Open agent-plugin.xml with an editor.
4  Update the following line:

<set-property property="repository.database.url"
value="jdbc:sybase:Tds:<host names:
<port names>/<repository database name>" />

[Updating the AppSvc agent
1 Change to the directory where you installed Operations Console.

2 Change to ua\plugins\com.sybase.rap.appsvc on Windows, or
ua/plugins/com.sybase.rap.appsvc on UNIX or Linux.

Open agent-plugin.xml with an editor.
4  Update the following line:

<set-property property="appsvc.database.url"
value=="jdbc:sybase:Tds:<host name>:
<port names>/<repository database name>" />

[IUpdating the WebMonitoringConsole properties
1 Change to the directory where you installed Operations Console.

2 Change to \WebMonitoringConsole\bin on Windows, or
/WebMonitoringConsole/bin on UNIX or Linux.

3 Open opsconsole.properties with an editor.
4  Update the following line:

database url=jdbc\:sybase\:Tds\:<hostmachines>\:
<port numbers>/<repository database name>

12 Risk Analytics Platform
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Monitoring RAPCache query performance
There are two ways that you can monitor query performance.

Method Description

Default Run list queries contained in file

<OpsConsolel nstall>/ua/plugins
/com.sybase.rap.querystatus/QuerySatusMsg.xml Each
query isrun against the RAPCache database at the
specified collection interval.

Use an editor and modify file QueryStatusM sg.xml to add
or delete queries.

Capture performance | Refer to the chapter “Monitoring Tables’ in the ASE book
statistics from ASE Performance and Tuning: Monitoring and Analyzing
Monitor tables Quick Sart Guide for more information on monitor tables.

Note
Performance is affected with this option.

Installing RAPCache Monitor MDA tables

«  Themonitoring tablesare not created by default, but must be created using
the installmontables script. You can find this script in the
$RAP30/RAPCache/ASE-15 0O/scripts directory on UNIX or LINUX, or
%RAP30\RAPCache\ASE-15 O\scripts directory on Windows.

* Addtheloopback server to sysservers:
sp_addserver loopback, NULL, <srvnetname>
e Grantthemon roleroleto sa role:
sp_role 'grant', mon role, sa_role
* Mapthesa login aswell asthelogin of the DBA with mon_role:

sp_addexternlogin @server="loopback",
@loginame="gsa",@externname="sa"

¢ Install the monitoring tables with the installmontables script (located in
SRAP30/RAPCache/ASE-15_0/scripts):

$SSYBASE/$SYBASE OCS/bin/isgl -Usa -P
-1 $SYBASE/SSYBASE ASE/scripts/installmontables

Administration Guide 13



Postinstallation tasks

Setting Monitor parameters

sp_configure
go
sp_configure
go
sp_configure
go
sp_configure
/* will need
go
sp_configure
go
sp_configure
go
sp_configure
go
sp_configure
go
sp_configure
go
sp_configure

"sgql text pipe active",1
"statement pipe active",1l
"statement statistics active",1

"max SQL text monitored",2000
to restart server for this one */

"SQL batch capture",1l

"sgql text pipe max messages",2000
"per object statistics active",1
"statement pipe max messages",2000
"per object statistics active",1

Monitor

/* this command will display all the Monitor

parameters */

go

Running Monitor parameters

This command starts the monitor. If the monitor is not running, the Query
Status agent starts. Stopping the agent also stops the monitor.

sp_configure
go

"enable monitoring",1l

This command stops the monitor

sp_configure
go

Changing the agent attributes

14

1
2

"enable monitoring", 0

Change to the directory where you installed Operations Console.

Change to the ua/plugins/com.sybase.rap.querystatus directory on
Windows, or ua/plugins/com.sybase.rap.querystatus directory on UNIX

or Linux.

Risk Analytics Platform
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3 Open agent-plugin.xml with an editor.
4 Change the value attribute on the following line to true.

<set-property
property="querystatus.use.monitor.tables"
value="false" />

Changing the query strings to monitor

Query propertiesreside in thisfile:

<OpsConsol el nstall>\ua\plugins\com.sybase.rap.querystatus\
QuerySatusMsg.xml. To list the query strings to monitor, refer to
QueryStatusM sg.xml.monitor for examples.

Query Status agent will look up the query string in the mda tables and report
statistics. From the last time the query wasrun. If the query did not run within
the last collection Time, there will be no statistics for that query.

Modifying agent start properties

Applies to

Administration Guide

Agents begin broadcasting as soon as you start UAF. Changing the start
properties of agents prevents them from broadcasting statistics.

Theseinstructions apply to the following agents: Batch File Monitor, File Load Agent,
Server Status, Data Synch, Query Status.

[IChanging the start properties of an agent

1 Openacommand window.

2 Changeto the directory where you installed Operations Console.

3 Changeto ua\plugins on Windows, or ua/plugins/on UNIX or Linux.
4

Choose an appropriate domain or directory.

Choose this domain To modify this agent
com.sybase.rap.rapbfap Batch File Monitor
com.sybase.rap.rapflap File Load Agent
com.sybase.rap.server status Server Status
com.sybase.rap.datasynch Data Synch
com.sybase.rap.querystatus Query Status

5 Open agent-plugin.xml with an editor.

15



Starting Web Monitor

6 Change the value attribute on the following line to false:

<set-property property="<agents>.start.agent.onload
value="true" />"

Starting Web Monitor

Use these instructions to start Web Monitor.
UNIX or Linux
[IStarting the Web Monitoring Console on UNIX or Linux
1 Openatermina window.
2 Change to the Operations Console installation directory.
3 Change to /MEbMonitoringConsol e/bin.
4 Usethis command to start the Web Monitor application server:
startup.sh
5 Sart your Web browser and point to this address:
http://<hostname>:8080/
Where <hostname> is the name of the machine running Web Monitor.
Windows

[IStarting Web Monitor on Windows
Use the shortcuts on your desktop to control agents and start Web Monitor.

1 Click the Start Risk Analytics Platform 3.0 Agents shortcut on your desktop.

2  Click the start Web Console shortcut.

3 Sart your Web browser and point to this address:
http://<hostname>:8080/

Where <hostname> is the name of the machine running Web Monitor.

16 Risk Analytics Platform



CHAPTER 1 Sybase Risk Analytics Platform Operations Console

Stopping Web Monitor

UNIX or Linux

Close your Web browser.

Open aterminal window.

Change to the Operations Console installation directory.
Change to the /WebMonitoringConsole/bin directory.

ga b~ W N P

./shutdown.sh stop

Uninstalling Operations Console

UNIX and Linux

Windows

Administration Guide

Before you uninstall Operations Console, stop Web Monitor.

To uninstall Operations Console on UNIX and Linux, run

Use this command to stop the Web Monitor application server:

$RAP30/_uninst2/Uninstall.sh. The uninstall program deletes only local files.

Note All selected features are uninstalled, even if the feature name does not

appear on the summary list.

To uninstall Operations Console on Windows, use Add or Remove Programs

in Control Panel.
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About this Chapter

Contents

Administration Guide

Administering Operations
Console

The Operations Console Web Monitor includes all the tools required to
configure, fine-tune, and maintain Operations Console. This chapter
provides a breakdown of an administrator’s responsibilities, introduces

the working environment, and takes you through each task you perform to

administer Operations Console.

Topic Page
Overview 18
Agents 23
Configuration Properties 33
Monitoring Properties 31
Panels 29
Operators 26
System Exceptions 37
Console 43
Debugging 45
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Overview

Overview

An Operations Console Web Monitor administrator’s activities include
postinstallation configuration, performance analysis, and maintenance. A
summary of these tasks appears below.

Task

Description

Define the agent plug-ins and
services you want to monitor

Agent plug-ins monitor and report on specific system activities.

Defining an agent initializes alistener that intercepts all messages broadcast
by that agent.

See “Agents’ on page 23 for more information.

Configure optional components
and services

Although most configuration properties are set during installation, you may
want to update some properties to reflect your environment. For example,
properties for the primary cache server are always set during installation;
properties for a secondary cache server must be configured manually.

See “ Configuration Properties” on page 26 for more information.

Identify the monitoring properties
of specific agents

Defining an agent initializes alistener that intercepts all messages broadcast
by that agent. A monitoring property represents a single thread of all
messages broadcast by that agent.

See “Monitoring Properties’ on page 29 for more information.

Create panel sthat contain views of
system operations

A panel contains al the monitoring properties that define a view. For
example, you may want to add a panel that contains all elementsrequired to
alert an operator when a batch file delivery occurs.

See “Panels” on page 31 for more information.

Associate operators with specific
agents and panels

An operator can be a user, group or class of users. You can configure Web
Monitor to notify specific operators about system conditions.

See “Operators” on page 33 for more information.

Define exceptions and alerts about
critical system conditions

When an event occurs outside of normal operating parameters, Web Monitor
generates an exception and notifies an operator that something unexpected
happened.

See “ System Exceptions” on page 37 for more information.

Monitor operations and services

Console panel provides a current system snapshot.
See “Console’ on page 43 for more information.

Debug problems with Web
Monitor

18

Web Monitor stores debugging information in the rap_opsconsole.log. All
log entries are based on settings in the log4j.propertiesfile.

See “Debugging” on page 45 for more information.
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[ILogging in as administrator

1 Start your Web browser and point to this address:
http://<hostname>:8080/

2 Inthe User box, type rapadmin.

3 Click Signin.

Administration mode

Administration Guide

Logging in as rapadmin opens Web Monitor Administration mode.
Administration mode consists of a banner, seven tabbed panels, Workspace,
and an optional set of page tools. When an administrator logsin to Web
Monitor, the Agent panel isin focus. To change the focus to another panel,
click that panel's tab.

SYBASE

Risk Analytics Platform v3 - Operations Console

Last sign on: WOB7-21THA036.515 2 Adminictration banus

You'e sighed on 2=+ “rapadrin * | Si

) e S | [ Siisse o)

Agents ’ Operators | Panels Monitaring Configuration System i Console
Properties Froperties Exceptions
Define manitoring agents
Monitoring Agent Plugins
Plugin Status Agent Host=]
€ com sybase rap appsic Stat [ Connection in progress... {code 0) wehberm-xp
Stop
Restart
€ com sybase rap appsvc Start [ Connection in progress... (code 0) woody
Stop
Restart
@ com syhase rap raphfap Stat T Connection in progress . (cads 0) wie-itnpact syhase com
Stop
Restart
@ com.sybase.rap.datasynch Stat [ Connection in progress... (code 0 wanwimpact. sybage.com
Stop
Restart
€ com sybase rap senverstatus Start [ Connection in progress . (cade ) w-impact sybase com
Stop
Restart
| 1 El ] rowstpageli@ | Relaad | Refissh
Add agents
Host Mame ,7

Plugin Application Serices Plugin

Add Plugin | Discover With UDP I
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Panels

Workspace banner

Workspace

20

Panels are associated with specific tasks.

Panel Task

Agents Define the agent plug-ins and services you want
to monitor.

Operators Create panels that contain views of system
operations.

Panels Associate operators with specific agents and

panels.

Monitoring Properties

Identify the monitoring properties of specific
agents.

Configuration Properties

Configure optional components and services.

System Exceptions

Define exceptions and aerts abouit critical

system conditions.
Console Monitor operations and services.

The Workspace banner is a static region at the top of the page that includes a
menu bar with shortcuts to some common functions.

Shortcut Description

Administration Menus Toggles Web Monitor between Administrator and User
views

Sign off Logs you off and displays the Welcome page

Home Displays the Welcome page

Settings Open the A pplication Settings page, which displaysthe
repository settings

Sybase.com Opens the Sybase home page

A panel can contain one or more panes that define the Workspace. The Agents
panel, for example, contains a single pane that contains all defined agent plug-
ins. Other panels contain multiple panes. For example, the Monitoring
Properties panel includes a panefor available monitoring propertiesand apane
that for selected properties.

Risk Analytics Platform
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In many cases, sel ecting an object moves that object from one pane to another.
On the Monitoring Properties panel, for example, choosing an Available
Monitoring Property moves that property to the Selected Monitoring
Properties pane.

Display options

Panels can also contain different display options, including filters and sel ected
property options.

Option Description

Filters Web Monitor’s default behavior isto display all object
properties. Applying afilter can limit the view to objects
whose properties you want to see.

Selected property | Selected property options differ from panel to panel. Some
options options restrict your view to specific properties; others drill
deeper into a particular property.

Ilcons
Panels share a common set of icons.
Ilcon Name
U Add
ﬁ.) Deete
; Details
2
IH Save
s Update
@ Validate
Page tools

Page tools appear below the Workspace. They include navigation and display
objects.

¢ Thenumber of rows per page determines how many objects appear on a
page. Increasing or decreasing the number of rows can also increase or
decrease the number of pages.
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Overview

Security key

Settings
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* Navigation controls move you from page to page. You can navigate by
page number or arrow control. Single-arrow controls move one page at a
time. Double-arrow controls move to the first or last page in a page
sequence.

» Display options include the Reload and Refresh buttons. Click Reload to
reload objects on the page. Click Refresh to make sure you have the latest
version of the page.

{e:i{i 1 ‘"’l*”lRDWSa"pagE:hU Reload | Refresh |

Some panel s include functions that require a security key. By default, the
security key is sybase.

The settings panel displays application settings for the Operations Console
repository. Operations Console setstheseinitial application settings during the
install.

Application Settings

Datahase Ut debc:sybase:Tds:<host>:<p0n>f<database name:

Database User Name: Isa

Database User Password: |

Database Driver. [com. sybase jdbe3.jdbe. SybDriver
Monitor Threads Count: |5

tanitor Images Width: img

Monitar Images Height: ISDD

Maximum number of records returned: Img

Security key:l""" Confitn Security key:l
so
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[IChanging the application settings
1 Onthe menu bar below the product name, click Settings.

On the Application Settings panel, change the appropriate values.
In the Confirm Security key box, type the Security key.

Click Save.

Click Done.

ga b~ W N

Agents

Agents monitor and report on specific system activities. Although agents begin
broadcasting as soon as you start them, you must define each agent whose
activities you want Web Monitor to track.

Defining an agent plug-in allows you to monitor the status of that agent.

Agents | Operators Panels Monitoring | Configuration System | Console
Properties Praperties Exceptions |
Define monitoring agents
Monitoring Agent Plugins
Plugin Status Agent Host™]
6 com sybase rap repository  Stat T Connection in progress. . (code 0) www-impact sybase com
Stop
Restart
gcom sybase.rap querystatus Stat [ Connection in progress. . (code 0) wow-impact syhase com
Stop
Restart
@ corm sybase rap appsve Stat [ Connection in progress  (code 0) wwrw-impact syhase com
Stop
Restart
15| 1 21| Rowsipage:10 Reload | Refresh
Add agents
Host Name
Plugin Application Senices Plugin »
Add Plugin | Discover With UDP |
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Agents

Defining Agents

You can define individual agents on a specific host or use a discovery
mechanism to locate all available monitoring agents.

Adding specific agents

To add specific agentsto Web Monitor, you must identify the host and name of
each agent plug-in you want to define. After you define an agent plug-in, Web
Monitor tries to establish a connection to that plug-in. Messages in the Status
column indicate the state of connection.

[J1Adding agents to Web Monitor

Click Agents.

Specify the host name.

Choose a plug-in from the drop-down box.
Click Add Plug-in.

a A W N P

Repeat these steps for each agent you want to define.

Discovering agents with UDP

Agents broadcast messages on a subnet using User Datagram Protocol (UDP).
As an dternative to adding agents manually, you can use a UDP discovery
mechanism to detect agents broadcasting on the subnet.

Clicking Discover with UDP opens alistener on the subnet and broadcasts a
request for information. Any agents that respond to the request become part of
Web Monitor.

Starting and stopping agents

Once you establish a successful connection to an agent, Web Monitor listensto
that agent as long as the agent remains active. You can, however, change the
status of the agent, or remove it from the panel entirely.

If you want to... Do this...

Stop an Agent Click Stop in the cell next to the plug-in name.
Start an Agent Click Start in the cell next to the plug-in name.
Restart an Agent Click Restart in the cell next to the plug-in name.
Remove an Agent Click the Delete icon next to the plug-in name.
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Monitoring the state of an agent

Status

Status codes

Administration Guide

Web Monitor displays status messages and codes that describe the state of an
agent.

Status messages tell you about the state of an agent:

e Running
* Not loaded
e Stopped

« Anything else that flags a potential problem

Status codesindicate the state of an agent or the severity of apotential problem:
* Code0: OK

e Code 100: warning

*  Code 200: error

e Code 300: severe
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Configuration Properties

Although most configuration properties are set during installation, you may
want to update some properties to reflect your environment. For example,
properties for the primary cache server are always set during installation;
properties for a secondary cache server must be configured manually.

CONFIGURATION |

PROPERTIES
Configure propetties used by the monitoring agents
Filters I/
Configuration Properties
Property Namel=l Component Name Property Value Unit

LogicalServer SecondaryCacheSmr |

LogicalServer PrimaryCacheSmr IRAPASE

Pagsword SecondaryCacheSmwr |»~

Password PrimaryCacheSnr !*

Part PrimaryCacheSnr |4mn

Port SecondaryCacheSmr |

Server SecondaryCacheSmr I

Server PrirnaryCacheSmr !woody

User SecondaryCacheSmr I

User PrimaryCacheSmnr |sa

Sawve Changes

el s . | Rowsﬂ'page:lZD_ Refresh | Count:66

Component categories

26

Configuration properties are grouped by category. Each category is associated
with an agent plug-in.

Category Description

Cache Server Primary and secondary cache server properties
Batch File Agent Inbound data monitor properties

Data Synchronization Agent Collection time interval

File Load Agent VLDB and Cache server load properties.
Historical Server VLDB server properties

Query Status Agent Collection timeinterval

Quote Database Quote database name properties

Server Status Agent Collection timeinterval

Stock Quote Data VLDB and Cache stock quote table properties
Stock Trade Data VLDB and Cache stock trade table properties
Trade Database VLDB and Cache trade database properties

Risk Analytics Platform
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Applying Filters
By

default, Web Monitor displays configuration propertiesfor all components.

Applying afilter limitsthe view to the components you want to see. To display
alist of filters, click Filters, then choose the component or components whose
properties you want to see.

Updating properties

CONFIGURATION
PROPERTIES

Configure properties used by the monitaring agents
Filiers
Filters
Compaonent Categories
' Cache Server
™ Batch File Agent

Configuration Properties
Property Namel=] Component Name Property Value
LogicalServer  SecondaryCacheSnr |

<

LogicalServer  PrimaryCacheSnr  [RARASE

™ Data Synchronization Agent Passward Secondary CacheSnr -
™ File Load Agent Password PrimaryCacheSnr [
™ Historical Server Port PrimaryCacheSne  [4100
-
SRSl e Port SecondaryCacheSr |
™ Quote Database
Server SecondaryCacheSnr [
™ Server Status Agent
B e Server PrimaryCacheSrw  fuoady
™ Stock Trade Data User SecondaryCacheSnr [
I” Trade Database User PrimatyCacheSrr Isa
Sawve Changes
<« | <

1[5 | 55 |Rowsspagezn Fefresh | Count:66

All configuration properties are stored in the repository, and any configuration
change you make updatestherepository. You must restart the appropriate agent
plug-in for configuration changes to take place.

[ lUpdating configuration properties

1

o 0o b~ W

Administration Guide

Click Configuration Properties, then click Filters.

On the Filters pane, choose the component whose properties you want to
change.

Update the appropriate property or properties.
Click Save Changes.

Click Agents.

Restart the appropriate agent plug-in.
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Deleting data from the cache database

You may want to set the configuration properties of the DataSynch agent to
periodically purge records from the RAPCache database.

Method for deleting data in CacheDB

You can assign four possible valuesto the Method for deleting data in
CacheDB property.

Value Description

Double quotation marksisthedefault value. SettingMethod for
deleting data in CacheDB to thisvalue meansthat no data
is deleted from the cache database.

hour The earliest hour of datawill be deleted at startup and then every
hour after that.

day The earliest day of datawill be deleted once per day at the
scheduled time.

truncate Thisoption truncatesthe trade and quotetables once per day at the
scheduled time.

Minimum amount of data to retain in CacheDB

TheéMinimum amount of data to retain in CacheDB for types hours
and days property determineshow long Operations Consol eretainsdatain the
cache database. For exampleif theMethod for deleting data in CacheDB

= hour and you want to keep at least 4 hours of datain the cache database this
value should be 4.

Time of day to run delete

TheTime of day (HH:MM) to run delete for types day and truncate
property determines when Operations Console del etes and truncates the cache
database. Format is (hh : mm) on atwenty-four hour clock (valid hn values: o1-
24 value MM values 00-59).
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Monitoring Properties

Defining an agent initializesalistener that intercepts all messages broadcast by
that agent. Operations Console writes all of these messages to the repository
database at collection intervals determined by the operator. A monitoring
property represents a single thread of all messages broadcast by that agent.

Although al monitoring properties are available, you must define each
property you want Web Monitor to observe, and then add the propertiesto a
panel. Monitoring properties become available only when the system runs and
publishesitsfirst statistics.

MONITORING PROPERTIES

This panel offers management functionality for deciding which properties can be used by panels
Display selectad properties ¥ Description
Selected Properties

Custom Property Namel=I Property  Component Task Latest Value
Description  Description Description
@d i\/LDB Cluote Table RecordsPerSecond (Records/Zecond) Records per VLDB Quote  Load VLDB 172410
second Table Server Stock Records/Second
Quote Table
€3 [VLDE Trade Table RecordsPerSecand (Recards/Secand) Records per  VLDBTrade  Load VLDB 100000
second Table Server Stock Records/Second
Trade Table

Femaove Al
<[ «| 1 5| > |Rows/page|10 Refresh | Count.4

Display maore proparties P Fitters 7 Dascription ¥

All Remaining Monitoring Properties

Property Description Component Description Task Description Latest Value
ﬁj File Finished Loading Time WLDE Trade Table Load ¥LDE Server Stock Trade Table  2006-06-07T13:15:56.000
@ File Finished Loading Time WLDE Quote Table Load VLDE Server Stock Quote Table  2008-06-07T13:16:54.000
u File Finished Loading Time Primary Cache Quote Table Load Primary Server Stock Quaote Table 2008-06-07T13:21:46.000
(;j File Finished Loading Time Primary Cache Trade Table Load Primary Server Stock Trade Table 2008-08-07T13:20:08.000

Add Al
< |« | 1 3| 33 |Rows/page:|10 Refresh | Count:4
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Applying Filters

By default, Web Monitor displays monitoring properties for all components.
Applying afilter limitsthe view to the components whose properties you want
to see. To display alist of filters, click Filters, then choose the component or

components whose properties you want to see.

Display mare propetties ¥ Fitters ¥

Filters All Remaining Monitoring Properties
Component Categories Property Name[*! Component Name ~ Task Name Value
O\ ache Sener @ DataSourceofEatliestTransaction VidbQuoteTable  VidbStockQuateStats STOCK_QUOTE

Q DataSourcenfEariestTransaction VidbTradeTable
@DataSuurcequaleslTransactlun VidbTradeTable
0DataSUurceoﬂ_atestTransaction WidbQuoteTable

I Batch File Agent
V' Data Synchronization Agent
I File Load Agent

Do () EarliestTransactionTime VidbTradeTable
Doty €2 EarliestTransactionTime VidbQuoteTable
uery Status Agent
i 1y o 4 €2 LatestTransactionTime VidbQuoteTable
- gun 2 ; 2 ai\e ) LatestTiansactionTime VidbTradeTable
: erver Status Agent 2 RecordGount VidbTradeTable
Stock Quate Data ) RecordCaunt YidbQuateTable

I Stack Trade Data
Add All

[ Trade Database

Available and selected properties

idhStockTradeStats STOCK TRADE
VidhStockTradeStats STOCK_TRADE
idbStock QuateStats STOCK_QUOTE
VidhStockTradeStats 2003-11-03 08:00:00.0
YidhStock QuoteStats 2003-11-03 07:30.00.0
idbStockQuoteStats 2003-11-05 20:00.02.0
‘idhStockTradeStats 2003-11-05 19:53:33.0
VidbStockTradeStats 1914650

YldhStock QuoteStats 4475314

< | <| 1 5| 2 |Rows/page|10 Retrash | Count:56

The Monitoring Properties panel includesalist of custom or selected properties
and an available or remaining properties list. To monitor an agent’s property,
you choose an item from the available property list. Web Monitor creates a
custom property definition based on the monitoring property you selected.

[JAdding monitoring properties

1 From thelist of remaining properties, click the Add icon next to the

property you want to monitor.

Web Monitor adds a custom property to the selected properties list. The
custom property hame is a concatenation of the component name and
property name of the monitoring property you selected. You can change

the property nameif you want.

2 Click the Save icon to save the new property.

Removing monitoring Click the Deleteicon next to the property you want to delete. Deleting an item
properties from the sel ected properties list returnsthat item to the avail able properties|ist.
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Property view

You can restrict theitemsthat appear on the monitoring properties panel. Click
Display selected properties t0 see only those items you selected. Click Display
all properties to display deselected items.

Panels
After you define the properties you want to monitor, you attach some or all or
those properties to one or more panels. A panel is acontainer object you can
use to create distinct operational views. For example, you can create a panel
with properties that monitor input directories for incoming batch files, and
another panel that monitors the status of the cache database.
PANELS
PANELS Panel Properties
Manage pane-is and attach mnnitoriﬁg properties.
Panels
Name Active Description Refresh rate (ms)
@":’ default panel ¥ Default panel for RAP OpsConsole. 5000
MNew FPanel l
New Panels

You must add a new panel for each operational view you want to create. New
panels do not contain monitoring properties. You attach monitoring properties
to apanel on the Panel Properties panel.

[1Adding a new panel
1 Click Panels| New Panel.
| dentify the new Panel.
Determine whether you want the panel to be active or inactive.

Determine the refresh interval in milliseconds.

ga b~ W N

Describe the panel. Thisis optional.
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6 Click Save.
Modifying panels Administrators can modify or delete a panel.

» Tochange apanel’s properties, click the Detailsicon next to the panel.
Change the appropriate values on the properties page.

» Todelete apanel, click the Delete icon next to the panel.

Panel properties

Onthe Panel Properties pane, you associate apanel with monitoring properties.
The Panel Properties panel includes a panel properties pane and monitoring
properties pane. To associate a panel with a property, choose an appropriate
panel, and then select an appropriate property.

PANELS
Panels PANEL PROPERTIES |

Attach properties to a panel

Properties for Panel: | Load Performance ~| <&

Custom Property Name Property Name Component Name Task Name Latest Value
0 Primary Cache Quate Table RecordsP ond RecordsP ond PrimaryCacheQuoteTable FL_PrimaryStockQuote 40650
(Records/Second) Records/Second
@ Primary Cache Trade Table RecordsPerSecond RecordsPerSecond PrimaryCacheTradeTable FL_PrimaryStockTrade 1937.0
(Records/Second) Records/Second
79 VLDB Quote Table RecardsPerSecond RecordsPerSecond VidbQuoteTable FL ¥ldbStockQuote  17241.0
(Records/Secand) Records/Second
@VLDE Trade Table RecordsPerSecond RecordsPerSecond VidhTradeTable FL_“ldbStockTrade 10000.0
(Records/Second) Records/Second

Select properties below to add them to the current panel. Fitters I Description [
Monitering Properties

Custom Property Namel=) Property Name C: Name Task Name Value
@ Primary Cache Quote Table BytesP BytesP PrimaryCacheQuoteTable FL_PrimaryStockQuote 2625320
(Bytes/Secand) Bytes/Second
ﬁ} Pritary Cache Quote Table RecordsPer nd RecordsPer nd PrimaryCacheQuoteTable FL_PriraryStockQuote 4065.0
(Records/Second) Records/Second
u PFrimary Cache Trade Tahle Ry dsP Ri dsP PrimaryCacheTradeTable FL_PrimaryStockTrade 1937.0
(Records/Second) Records/Second
@\/LDB Quote Table BytesPer nd Byt ond)  BytesPer nd IdbQuoteTable FL_VidbStockGuote  1113752.0
Bytes/Second
QVLDB Quote Table RecardsPerSecond RecordsPerSecond YidbQuoteTable FL_VidbStockQuote  17241.0
(Records/Second) Records/Second
@\/LDB Trade Tahle BytesP: Byt nd)  BytesP! VidbTradeTable FL_VidhStackTrade BB7266.0
Biytes/Second
@\/LDB Trade Table RecordsPerSecond RecordsPerSecond YidbTradeTable FL_VIdbStockTrade 10000.0
(Recorde/Second) Records/Second

<« |« 1 > | 22 |Rows/page:|10 Refrash | Count:6

Display monitoring properties used by all panels
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Applying Filters

Modifying panel
properties

Operators

Administration Guide

By default, Web Monitor displays al available monitoring properties.
Applying afilter can limit the view to the propertiesyou want to see. To display
alist of filters, click Filters, and then choose an agent to see the properties for
that agent.

*  For more information about properties, components, and tasksin the
monitoring properties list, click Description.

« Todisplay alist of monitoring propertiesattached to other panels, click the
Display monitoring properties used by all panels.

[1Adding properties to a panel
1 Click Panels| Panel Properties.
2  From the Properties for Panel drop-down, choose a panel.
3 Click the Add icon next to the property you want to add to the panel.
4 Repeat step 3 for each additional property you want to add.
Administrators can modify or delete a panel’s monitoring properties.

e To delete aproperty from apanel, click the Delete icon next to the
property.

¢ Tomodify apanel’s properties, choose the panel you want to change, then
make the appropriate changes.

Operators monitor statistics, the data-file load process, system alerts, and
monitoring agents. You can restrict an operator’s view to specific agents and
panels.
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Operators

New Operators

34

To create an operator whose responsibilities include monitoring the status of
the cache servers, for example, you associate the operator with the Server
Status agent plug-in, and a panel that contains ServerStatus monitoring
properties.

OPERATORS

OPERATORS | Operator Agents | Operator Panels |

Ianage operators that can log in and monitar panels

Operators
Operator Name Active Admin Description Last Login Date
0: 1-rapadmin =~ ¥ [F  Default RAP OpsConsole administrator. 2008-07-19707:24:458.1%5

@f:" 2 - rapuser F [T Default RAP OpsConsole operator.  2008-07-18T10:07:35.663

New Operatar

A new operator can represent a user, group or class of users. An operators can
be an administrator or user, but operators as a class can access only Operator
mode. Only the default administrative user, rapadmin can access
Administrative mode, create new operators, assign roles, and create views.

[1Adding new operators

Click Operators | New Operator.
On the properties page, identify the new Operator.
Create a password. Thisis optional.

Describe the operator. Thisis optional.
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Determine the operator's status. Operators can be active or inactive.
Inactive operators cannot log in to Web Monitor.

6 Identify the operator's user class:
*  Click the Admin box to create an Administrator.
e Clear the Admin box to create arapuser.

7 Click Save.
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Modifying operators

Displaying panels for
all operators

Operator Agents

Administrators can modify or delete an operator.

«  To change an operator’s properties, click the Detailsicon next to the
operator. Change the appropriate val ues on the properties page.

¢ To delete an operator, click the Delete icon next to the operator.

Click Display panels for all operators to see alist of panels associated with each
operator.

You can associ ate an operator with one or more agents. Associating an operator
with an agent gives that operator accessto all of the monitoring properties of
the agent.

To create an operator whose responsibilities include monitoring the status of
the cache servers, for example, you associate that operator with the Server
Status agent plug-in.

OPERATORS |

Operators OPERATOR AGENTS | Operator Panels |

Select agent plugins for operators to monitor,

Agents for Operator: I rapadmin vI &l

Plugin 1D Host Name

Select agent pluging below to add them to the current operator

Agent Plugins
Plugin ID Agent Host
Q com.sybase. rap. appsve warw-impact. sybase.com

@com.syhase.rap.repository wwaw-impact. sybase com
Q com. sybase rap. serverstatus www-impact. sybase com

[1Assigning an agent to an Operator

Administration Guide

1 Click Operators | Operator Agents.

2  Choose an Operator from the drop-down box.

3 Click the Add icon next to the plug-in you want to assign to the operator.
4 Repeat step 2 for each plug-in you want to assign to the operator.

If you want to remove an agent currently assigned to the operator, click the
Deleteicon next to the plug-in name.
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Removing assigned
agents

Operator Panels

Administrators can remove an agent associated to an operator:

» Toremove an agent currently assigned to the operator, click the Delete
icon next to the plug-in name.

Although an operator can see only information from an agent associated with
that operator, apanel can contain multiple views and different perspectives. A
view isrestricted to those items associated with a particular operator. A
perspective is aview restricted to one operator who shares the same panel as
another operator.

For exampl e, three operators might share the same panel. The first operator
monitors the status of the RAPCache server; the second monitors the status of
the VLDBServer; and the third watches batch file deliveries. All operators
share the same panel, but see only what they are supposed to see. Agent
associ ations determine the operator perspective.

OPERATORS |

Operators Operator Agents OPERATOR PANELS |

Attach panels to the selected operator.

Fr—
Panels for Operator: I rapadmin 'i i)

Name Display Type
@ default panel C:Tabular (¥ Axis)
Select panels below to add them to the current operatar
Panels
Name Active Description Refresh rate {ms)
@ default panel F Default panel for RAP OpsConsale. 5000

Display panels for all operatars [

[1Assigning a panel to an Operator

Deleting panels

36

1 Click Operators | Operator Panels.

2 Choose an Operator from the drop-down box.

3 Click the Add icon next to the panel you want to assign to the operator.
4  Repeat step 3 for each additional panel you want to assign to the operator.
Administrators can remove a panel associated with an operator:

* Todelete apanel, click the Delete icon next to the panel.
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System Exceptions

An alert exception defines one or more conditions. When conditionsdefined in
the exception are met, Web Monitor generates an alert. Although Web Monitor
includes a number of standard exceptions, you can use the options on the
System Exceptions panel to create alerts specific to your environment.

SYSTEM EXCEPTIONS |
Configure system exceptions used by the Application Senices for generating alerts.
System Exceptions
- Exception IDZ]  Active Topic Definition

r LOAD_ERROR [ ILDad datato servers 0 alerts and 0 handler events to date.
™ il & MEMORY_UTILIZATION I [Primary Cache Saver Memory Usage 0 alents and O handler events to date.
r = SERVER_RUMNING [T |Primary Cache Server Not Running 15 alerts and 15 handler events to date.
i TRANSFER_ERROR [ IFiIe Transter to lnading area 0 alerts and O handler events to date.

Delete Selected I New Exception |
€« | < | 1 E | >3 |Rows!page:!T Fefrash

Display statistic properties [ Display configuration propertiss [

Adding new exceptions

Web Monitor configures each dert initsown XML file, and registersthe alert
in the repository database. Alert exceptions are written in XML. See the
.\plugins\com.sybase.rap.appsvc\systemExceptionsSampl es directory for
sample exception files.

[ICreating a new exception
1 Click System Exceptions | New Exception.
Web Monitor inserts anew item in the list of system exceptions.

2 Replacethe New Exception string in the Exception ID column with an
appropriate Exception ID.

3 Replacethe New Topic string in the Topic column with ashort description
of the exception.

4 Click the Details icon to open a configuration window.

5 Configure the exception.

Administration Guide 37



System Exceptions

6 Click the Detailsicon to close the definition.
7 Click the Saveicon
Modifying exceptions Administrators can change or delete exceptions.

»  Tochangean exception’s status, click the check box in the Active column.
Application services agents recognize only active exceptions.

* Todeletean exception, click the check box next to the exception, and click
Delete Exception.

»  Tochange an exception, click the Detailsicon, change the rules, close the
definition window, and save your changes.

Processing complex exceptions
You may need to increase the number of worker threadsin the

com.sybase.rap.appsvc plug-in to process complex exceptions. See “ Creating
complex exceptions’ on page 42 for more information.

Understanding the structure of exceptions and alerts

All exceptions and alerts are written in XML. An exception configuration has
four nodes: exception, acquire, handler and dispatcher.

<?xml version="1.0" encoding="UTF-8"?>
<exception version="1.1" interval="5000">
<acquire/>
<handler logic="AND"/>
<dispatcher/>
</exceptions>

Exception

The root of the exception XML is exception where the version attributeis 1.1
(fixed for thisrelease) and interval attribute is sooo in milliseconds (user can
enter any value). The interval attribute determines how often Web Monitor
checks the exception conditions against the data to generate alerts.
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Acquire

Handler

Administration Guide

The acquire node describes statistics (data) collected from the repository to test
the exceptions. You can a so define constants. For example, an acquire nodein
the XML may look like this:

<acquires>
<statistic name="RC">
<propertyName>RecordCount</propertyName>
<componentName>BF BatchFileMon</componentName>
<taskName>BF BatchFileMon Taskl</taskName>
</statistic>
<constant name="RCMax">
<type>java.lang.Double</type>
<value>30000</value>
</constant>
<constant name="RCMin">
<type>java.lang.Double</type>
<value>10000</value>
</constants>
</acquire>

In this example, the statistic €lement defines the data the exception definition
collects. The statistic element includes aname attribute. The propertyName is
an element that defines the property whose value will be collected. A property
is distinguished from other same name properties by the componentName and
taskName elements. So, a property with acomponentName element and
taskName element isidentified uniquely. For alist of configuration properties,
component name and task name, see Appendix A, “Operations Console
Properties.”

A constant element is a child of the acquire element. constant elements are
defined for a specific purpose. In this example we have two constants, RcMax
(Record Count Max) and rcmin (Record Count Min), defined as double. The
type element isachild of the constant element. type elements define aJavadata
type, such as Integer or Double.

The handler element evaluates the expression or conditions for the alert. An
expression can be active or disabled. Each expression (evaluation) is defined
using valid operators which are defined as: 1esser, lesser equal, equal,
greater equal,greater and lesser greater. There can be morethan one
expression in this section.
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logic attribute

source element

target element

Example

Dispatcher

40

logic isan attribute of the handler el ement. The logic attribute defines how Web
Monitor evaluates the expressions.

*  If logic=0r, then any expression evaluated as true raises the aert.
e |f logic=anD, then all expressions must be true to raise an alert.

* If logic=xoR, then if one of the expression isfalse and oneistrue then it
raisesthe alert.

» If thereisonly one expression then or, xor and anp have the same result.

The source element is a child of the handler element. In the expression
evaluation, source defines the name of the statistics group defined in the
acquire section.

Thetarget element is achild element of the handler element. The target points
to the constant which the expression is evaluated.

The XML below evauates the following:

RecordCont <= 10000
RecordCount >= 30000

If any one of these conditions are satisfied, an alert is generated.

<handler logic="OR">
<eval active="True">
<source>RC</source>
<operand>lesser equal</operands>
<target>RCMin</target>
</eval>
<eval active="True">
<source>RC</source>
<operand>greater equal</operands>
<target>RCMax</target>
</eval>
</handler>

The dispatcher node determines what happens when an aert is generated:
» Display the aert in Web Monitor Console.
*  Execute acommand on a machine where an agent is running.

* Notify an operator about the aert by E-mail.
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Severity levels

Console element

rsh element

Example

<dispatchers>

Only active dispatchers handle aerts. You can have more than one type of
dispatcher for each aert. For example, if two active dispatchers are set to send
e-mail and execute acommand for an aert, then dispatchers are executed when
alert occurs

Alert has four different severity levels: DEBUG, INFO, WARNING and ERROR.
ERROR isthe highest severity level. The audit attribute indicates whether Web
Monitor saves the alert in the repository database. If audit=true, thedertis
saved inthe database. Only alertsthat you can audit are saved in the monitoring
database and displayed on the Alerts panel.

Theconsole element displaysalertsintheagent log files. The message element
isachild of the console element that defines the message the user wantsto
display. The printException element is a child of the console element that
defineswhether you want to print the stack tracein thelog. You can a so choose
to display an exception in the XML by setting the xmIType attribute to true.

Thersh element isachild of the dispatcher element that asks aremote agent to
execute acommand on that machine/host. The command element is a child of
thersh element that identifies the command you want to execute when the al ert
occurs. The command element can also include the script name and any
additional arguments.

TheworkingDirectory element identifiesthe directory from which the command
is executed. The synchronous element defines whether command will be
executed synchronously and asynchronously. In synchronous mode, the caller
waitsto get the result back from the command execution (success, exceptions).
The user and password elements contain login information to the host. The url
defines the host element and port number that the agent is running. For
example: url="rmi://localhost:9999".

This example demonstrates how you can setup an E-mail receiver to notify an
operator an alert. Besides the appropriate E-mail ids, this example shows you
how to include SMTP information, subject and description lines, and Mime
Type. You can send E-mail aertsin text, HTML, and XML format.

<console active="True" severity="INFO" audit="False" available="">
<message>Occurs console alert</message>
<printException xmlType="False">True</printException>

</console>

<rsh active="False" severity="INFO" audit="False" available="">
<description>RAP Sample script test.cmd</descriptions>
<command>c:\test.cmd any arguments like Hello world!</commands>
<workingDirectory>c:\</workingDirectory>
<synchronous>True</synchronous>

Administration Guide
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System Exceptions

<urls>[host namel] </urls>
<user>uafadmin</user>

<password />

</rsh>

<mail active="True" severity="INFO" audit="True" available="">
<severityserror</severity>
<host>smtp. [domain name] </host>
<from> [sender’s email address]</from>
<to>[recipient’s email address]l</to>

<cc />
<bcc />

<header>keyl=valuel</header>
<subject>RAP3.0 AppSvc - Statistic email alert vl.2</subject>
<description>This sample email alert is generated from RAP
application services and is intended for internal use only. This
code can be customized by users for each exception. below the
exception content as HTML.</descriptions
<mimeType>text/html</mimeType>

</mails>
</dispatchers>

Creating complex exceptions

The AppSvc plug-in uses two worker threads to process exceptions. You may
need to increase the number of worker threads handle complex exception, or a
large number of exceptions. Insufficient number of threads doesnot yield to an
error, but can delay the processing of system exceptions. The AppSvc plug-in
will warn of insufficient number of threads into the agent log file.

42

[increasing the number of worker threads

1
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Click Agents.

Stop the com.sybase.rap.appsvc plug-in.

Open a command window.

Change to the directory where you installed Operations Console.

Change to ua\plugins\com.sybase.rap.appsvc on Windows, or
ua/pluging/com.sybase.rap.appsvc on UNIX or Linux.

Open agent-plugin.xml with an editor.
Increase the value of .threads count attribute on the following lines:

<set-property
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Console

Administration Guide

property="appsvc.acquire.worker.threads count"
value="2" />

<set-property
property="appsvc.dispatcher.worker.
threads count" value="2" />

<set-property
property="appsvc.handler.worker.
threads count" value="2" />

Set the number of threads for about one per exception until is amax
number of 6 or 7. The total amount of threads necessary to run UA and its
plug-ins should not exceed the maximum number allowed by the UAF
VM.

You can tune the VM with additional command line arguments. Threads
in AppSvc plug-in are only used when needed then released for similar
tasks to execute, so redlistically 6 threads per module should be sufficient
to run hundreds of exceptions.

Console panel provides a current system snapshot.

Console |
.Rewews us‘era currently In‘gged in andﬂrunmng manitors.
Current Sessions
User Is Sign-on since Last sign-on Host Browser
Name  Admin
[

Current Monitors:
Actions Panel Information Refresh Interval (ns) Next Refresh In (ms): Paused Polling Started Date Refresh Count

refresh
Current Agents:
URL Actions Created: Can connect? Refresh Count
Stop
refrash
Maintenance tasks

Data older than (days) Security Key

refresh

| Display Analysis for Alerts and Statistics O
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Session monitor
The Console session monitor tracks four activity areas:

Activity Description

Current Sessions Identifies the name, status, history, and host name of
current system users. Administratorscan click logout
to log out current system users.

Click rRefresh to update your view of the current
session.

Current Monitors I dentifies active monitoring panels. Administrators can
start or pause apanel while an agent reloads, or
resume apanel you temporarily stopped.

Click Refresh to update your view of current
monitoring panels.

Current Agents Checks the current status of agents and agent plug-ins.
Administrators can Stop, Pause, Refresh an agent.
Maintenance tasks Clears statistics and aerts that are older than x number

of days. To set this property:

1 Inthe Days Older than... box, specify how you want
to delete the statistics.

2 Inthe Security Key box, type the security key.
3 ClickRefresh.
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Alerts and statistics analysis

Debugging

File locations

UNIX or Linux
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Click Display Analysis for Alerts and Statistics to see a cumulative statistics and
aerts count for the number of daysin the Days Older than...box. The graphic
below shows a 10-day cumulative count.

Display Analysis for Alets and Statistics ¥

Analysis for Statistic Count Analysis for alerts count

Days Ago Day Cumulative Remaining Days Ago Day Cumulative Remaining
1 0 0 8465 10 1] 15

2 0 0 8465 20 1] 15

3 0 o 5465 30 1] 15

4 0 o 5465 4 1 1] 15
545827 4827 3641 a 1] 15

6 0O 4827 3641 6 0 1] 15
70 4827 3641 F i 1] 15

8 0 4827 3641 g 0 1] 15

9 0 4827 3641 9 0 1] 15
10 0 4827 3641 m 0 1] 15

Web Monitor stores debugging information in therap_opsconsole.log. All 1og
entries are based on settings in the log4j.properties file. Web Monitor logs al
properties with severity level of 1nFo or higher. You can update the default
settings any time after installation.

Depending on installation options, directory locations may vary. Default paths
are listed below.

On UNIX or Linux installations, you can find a copy of rap_opsconsole.login
the $RAP30/WebMonitoringConsol e/l ogsdirectory. Thelogdj.propertiesfileis
stored in the $RAP30/\WebMonitoringConsol e/webapps/ROOT/WEB-
INF/classes directory.
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Windows On Windows, you can find a copy of rap_opsconsole.log in the
%RAP30\WebMonitoringConsole\logs directory. The logdj.propertiesfileis
stored in the %RAP30\WebMonitoringConsol e\webapps\ROOT\WEB-
INF\classes directory.

Structure of log4j.properties

The default values of the propertiesin log4j.properties appear in the listing
bel ow. For moreinformation on how to configure log4j.properties, pleaserefer
to the Short introduction to log4j at
http://logging.apache.org/log4j/docs/manual.html.

log4j .debug=false
log4j.threshold=DEBUG
log4j.rootLogger=INFO, stdout, rap

log4j.logger.com.sybase.ua=0FF

log4j.logger.com. sybase.security=0FF
log4j.logger.org.apache.commons.modeler=0FF

log4j.logger.com. sybase.rap.management .console=INFO
log4j.logger.com.sybase.rap.management .console.beans=INFO
log4j.logger.com.sybase.rap.management.console.jsf=INFO
log4j.logger.com.sybase.rap.management .console.jsf.component=INFO
log4j.logger.com. sybase.rap.management .console.jsf.events=INFO
log4j.logger.com. sybase.rap.management .console.jsf.model=INFO
log4ij.logger.com. sybase.rap.management .console.jsf.renderer=INFO
log4j.logger.com.sybase.rap.management.console.jsf.taglib=INFO
log4j.logger.com.sybase.rap.management .console.util=INFO
log4j.logger.com.sybase.rap.management .console.model=INFO
log4j.logger.com. sybase.rap.management .console.model . spi=INFO

log4j.logger.sun.rmi.transport=0FF
log4j.logger.sun.misc=0FF

# console appender

log4j .appender.stdout=org.apache.log4j.ConsoleAppender
log4j.appender.stdout.layout=org.apache.log4j.PatternLayout
log4j.appender.stdout.layout.ConversionPattern=%d $-5p [%t] %c{1} (%F:%L) - %m%n

# file appender (size-based rolling) for RAP

log4j .appender.rap=org.apache.log4j.RollingFileAppender
log4j.appender.rap.File=3{catalina.base}/logs/rap opsconsole.log
log4j.appender.rap.layout=org.apache.log4j.PatternLayout
log4j.appender.rap.layout.ConversionPattern=%d [%-5p] [%t] %c.%M(SF:
log4j.appender.rap.MaxFileSize=5MB

log4j .appender.rap.MaxBackupIndex=5

o\©

L) -

o
3
o
fa}
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Overview

Overview

Task

Operators monitor the Sybase Risk Analytics Platform with privileges
determined by the Operations Console system administrator. An operator’s
view may represent a subset of all system operations, and include accessto
specific panels, agents, and control operations.

Although specific responsibilities may vary, an operator task breakdown
appears below.

Description

Review system status

Review summary status information about the data file loading processes,
the monitoring agents, and the system alerts.

See “System” on page 52 for more information.

Monitor agents

Review the runtime health of the monitoring agents.
See“Agents’ on page 53 for more information.

Monitor datafile processing Review information related to the data loading process.

See “DataFiles’ on page 54 for more information.

Check alerts

Review system aerts.
See “Alerts’ on page 55 for more information.

Set pand display options Review and modify current display options for panels.

48

See “Panels’ on page 56 for more information.

[JLogging in as an Operations Console user
1 Start your Web browser, and point to this address:
http://<host name>:8080/
Where <hostname> is the name of the machine running Web Monitor.

2 Onthe Welcome screen, type your user name and password. The default
user israpuser.

3 Click Signin.
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Operator mode

Operator mode consists of apage banner, six tabbed panels, Workspace, and an
optional set of page tools. When you log in to Web Monitor, the System panel
isinfocus. To change the focus to another panel, click the tab of the panel.

Start Timer

SYSTEM

Status:
Count:

Last:

Refrash |

Agents Data Files

Revigw the health of the system running RAP processes.

Data Files
OK {Code 1)
Total: 0
Ol 0
Warning: 0
Errar: 0
Severe: 0

Alets |

Parels | 3

|} || |

System Status
Agents Alerts

Status: SEVERE (Code 4) Status: OK (Code 1)
Count: Total: 12 Count: Total 00

Ok 0 Ok 0

Warning: 0 Warning: 0

Eror: O Error: 0

Severe: 12 Severs: 0
Last: Last:

Workspace banner

Refresh timer

Administration Guide

The Workspace banner is a static region at the top of the page, and includes a
menu bar with shortcuts to some common functions.

Shortcut Description

Sign off Logs you out and displays the Welcome page
Home Displays the Wel come page

Sybase.com Opens the Sybase home page on the Web
Start/Stop timer Toggles the interval timer on and off.

Web Monitor checks the status of the system at intervals determined by each
operator. The default interval is set at 5000 milliseconds. Options on the
Interval panel let you to control the refresh rate.
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[ISetting the refresh interval
1 Click the Interval panel.

2 Change the Refresh Interval value to an appropriate number in
milliseconds.

You can use the controls on the Interval panel to start or stop the timer, or
click the shortcut on the Workspace banner.

Start Timer

System | Agents | Data Files | Alerts _' Panels _. it

The refresh timer will refresh the current page at the specified interval.

Refresh Timer Option

Refresh Interval (ms) | SO0
Start | Stap |

Workspace

A panel can contain one or more panes that define the Workspace. The Agents
panel, for example, contains a single pane that identifies the status of al
defined agent plug-ins.

Display options

Panels can also contain different display options, including filters and selected
property options.

Option Description

Filters Operations Console default behavior is to display all object
properties. Applying afilter can limit the view to objects
whose properties you want to see.

Selected property | Selected property options differ from panel to panel. Some
options options restrict your view to specific properties; others drill
deeper into a particular property.
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Alerts
Alerts are color-coded to indicate their severity.
»  Alertsthat appear against anormal background indicate that the status
falls within the normal operating range.
e Alertsthat appear against ayellow background indicate a warning.
e Alertsthat appear against ared background indicate a severe error.
Icons
Some panel s share a common set of icons.
Icon Name
: Details
2
Monitor
s
Page tools

Page tools appear below the Work Area. Page tools include navigation and
display objects.

¢ Thenumber of rows per page determines how many objects appear on a
page. Increasing or decreasing the number of rows can also increase or
decrease the number of pages.

« Navigation controls move you from page to page. You can navigate by
page number or arrow control. Single-arrow controls move one page at a
time. Double-arrow controls move to the first or last page in a page
sequence.

« Display optionsinclude the Reload and Refresh buttons. Click Reload to
rel oad objects on the page. Click Refresh to make sure you have the latest
version of the page.

:c:l:l 1 ;I}:’iﬁnwsfpage:!m R'elnadl Refresh

Administration Guide 51



System

System

The System panel identifies the current status of the system, and notifies you

about potential problems.

Start Timer

SYSTEM | Agents | DataFiles | Alets | Panels | 3 |

Review the health of the system running RAP processes.
System Status

Refresh

Data Files Agents Alerts
Status: Ok (Code 1) Status: SEVERE (Code 4) Status: Ok (Code 1)
Count: Total O Count: Total: 12 Count: Total: O

Ok 0 Ok 0 Ok 0

Waming: 0 Warning: 0 Warning: 0

Error. 0 Errar. 0 Errar: 0

Severe: 0 Severe: 12 Severe: 0
Last: Last: Last:

Status pane

The System Status pane includes three columns: Data Files, Agents, and

Alerts.

Pane

Description

DataFiles

Summarizes the status of the inbound data directory.
Statistics include a count, status, and state of all data
deliveries.

Web Monitor also identifies the size, time, and record
count of the last inbound file.

Agents

Identifies the status of all monitoring agents. Statistics
includethe status, and state of all agentsrunning onyour
system.

If the status of an agent changes from Code 1 (OK) to
Code 2 (Warning), or Code 3 (Severe), Web Monitor
identifies the agent, host, and problem.

Alerts

52

Identifies potential problems and summarizes past
alerts. Statistics include atally of past alerts.

If areal or potential problem occurs, Web Monitor
displays a message that explains the problem and tells
you when the exception occurred.
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Agents

The Agents panel identifies the agents associated with a particular view. A
view determines what activities you see when you log in to the system.

The

Operations Console Web Administrator creates a view by associating an

operator with one or more agents, which gives that operator accessto all the
monitoring properties of those agents. A view may reflect some or al of the

mon

itoring properties of those agents.

System

Plugin
corn.sybase.rap. appsvc

Cum.Sgbase.rag.aggsvc

corn.sybase rap rapbfap

corr. sybase. rap. datasynch

Review the runtime health of the monitoring agents.

com.sybase.rap.serverstatus

‘:<|<| 1 8 ”‘lRowsfpage:!m Reload | Refresh |Count:8

Agents | DataFiles | | Panals | #

Agent Plugins

Status Agent Host~]
Stat [ Connection in progress... (code 0) wehbarm-xp
top
Restart
Star [ Connection in progress... (code 0) woody
Sto
Restart
Stat [ Connection in progress... (code 0) wnni-irnpact. sybase. corm
top
Restart
Stat [ Connection in progress... (code D) wwi-irnpact. sybase. corm
Sto
Restart
Stant [ Connection in progress... (code 0) winni-impact. sybase. com

Panel properties

For each agent plug-in, the Agents panel lists the plug-in name, the status of
the plug-in, and the host name of the agent. On the Agents panel, you can:

Administration Guide

Control the behavior of the plug-in by clicking Start, Stop, or Restart next
to the name of the plug-in.

Display theinformation in the agent log by clicking thefilefolder icon for
the plug-in.

Sort by plug-in name or agent host by clicking on the column header Plug-
inor Agent Host.
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Data Files

Data Files

Filters

Details

54

The Data Files panel displays the history of inbound datafiles, including the
name, size, delivery date, and load status of each file. The Batch File agent and File
L oader agent must be active to monitor these statistics.

You can sort thisinformation by file type, file name, record count, size,
delivery date, and archive date.

Systam Agerts | Data Files | Panels | {
Ry irfomation telaed to tie load precess. Each fle is handled by the Batch File and File Loader agent
Fiers "
Data Files
File Received Datel Summary
HleType  fane Recud  Size AuhivedDate
Count
[T STOCK_TRAD= STOCK TRADE.csv.af 250000 1531MB 2008-B-CTTI3 1408000 arehve Tire 13 8
2006-08-C7T13:14:09.000 T
Prircary Cache Trede Table = Wit Tine:dr 43 Load Time:2m 9 Load Performance 126.26KBs 189KRecss
VLDB Trade Teble = Wit Tine:"m 235 Load Time 25 Load Peromance:651 B3KBs 9.77KRec/s
Prircary Cache Trede Table = Wit Tine:dr 43 Load Time:2m 9 Load Performance 126.26KBs 189KRecss
VLDB Trade Teble = Wit Tine:"m 235 Load Time 25 Load Perormance:651 B3KBA 9.77KRec/s
" STOCK TRADZ STOCK TRADE.cov.ne 25000 1650MB 2006-B-CTTI31407 000 arehve Tive1s |
2006-06-C7T13:14.08.000 it

Prirrary Cache Trads Table = Wit Time:dr1 475 Load Time:2m 108 Load Performanc: 124,40k
VLDB Trads Table = Wait Tire:"m 25 Load Time:20s Load Performance: S09.C1KEs 12.21KRed
Prirrary Cache Trads Table = Wit Time:dr1 475 Load Time:2m 105 Load Performanc: 124 40K
VLDB Trads Table = Wit Tire:"m 25 Load Time:20s Load Performance: S09.C1KEs 12.21KRed

5 1 BikRects
5
5 1 BikRecs
5

Select All | erove Selected
_&U 1 _‘!_‘lRows/pageZ] Reload | Fefresh

The Data Files panel displays information about all datafiles by default.
Applying afilter can limit the view to the file type you want to see. To display
alist of filters, click Filters, and then choose the appropriate filter. You can
narrow the view to Stock Quote files or Stock Trade files.

Click the Detailsicon inthefar right column to display additional details about
the dataload and the load performance.
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Alerts

Properties

Administration Guide

Alerts notify you about conditions that fall outside of normal operating
parameters. The Alerts panel lets you examine individual alerts and discover

the source of the exception.

System Data Files | Panels Ee
Review systerm alers.
Filters ™
Alerts
Severity Type Time Exception Topic Description(=l Exec

] COMNSOLE 2006-07-17T15:42:63.678 Primary Cache Primary cache server is not running! 1 5]
Server Not Running

I COMNSOLE 2006-07-17T15:42:33.380 Primary Cache Primary cache server is not running! 1 25
Server Not Running

] COMNSOLE 2006-07-17T15:43:29.304 Primary Cache Primary cache server is not running! 1 5]
Server Not Running

I COMNSOLE 2006-07-17T15:42:68. 725 Primary Cache Primary cache server is not running! 1 25
Server Not Running

] COMNSOLE 2006-07-17T15:42:35.537 Primary Cache Primary cache server is not running! 1 5]
Server Not Running

] COMSOLE 2006-07-17T15:43:03.772 Primary Cache Primary cache serveris not runningl 1 8
Server Not Running

i COMSOLE 2006-07-17T15:42:43.584 Primary Cache Primary cache serveris not runningl 1 5
Server Mot Running

] COMSOLE 2006-07-17T15:43:39.492 Primary Cache Primary cache serveris not runningl 1 8
Senver Not Running

i COMSO0LE 2006-07-17T15:43:13.866 Primary Cache Primary cache serveris not runningl 1 5
Server Not Running

] COMSOLE 2006-07-17T15:43:18.929 Primary Cache Primary cache serveris not runningl 1 8

SelectAll | Femove Selected I

<<i<|1

Server Mot Running

> | > |Rows/pagsi0 Feload | Refiesh | Count:15

Properties on the Alerts panel help you isolate the exception and determine
what action to take. Click on the column name to sort the information in these

columns by column name.

Property Name

Description

Severity

Maps the severity level specified in the dispatcher
definition: DEBUG, INFO, WARNING and ERROR

Type Describes the dispatcher type: Console, E-mail, rsh,
etc.

Time Indicates when the exception occurred.

Exception Topic Indicateswhere the exception occurred, or what part of
the system is impacted.

Description Describes the exception.

Exec Containsthereturn code (0 or 1) of the dispatcher after

execution. For example, if dispatcher failsto send an
E-mail alert, the Exec code would be 0.
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Panels

Applying Filters

By default, the Alerts panel displays all aerts. Applying afilter can limit the
view to the components you want to see. To display alist of filters, click Filters,
then choose the filters you want to apply: DEBUG, INFO, WARNING and ERROR.

Code Description

DEBUG Provides information about possible stepsto take.
INFO Provides additional information about the exception.
WARNING Indicates that the process is near operation limits.
ERROR Indicates a process failure.

Details

Click the Details icon to see information about the property that triggered the
alert.

Alerts

Exception Description
Topic
Primary  Primary cache semver is not running!
Cache SemverRunning_PrimaryCacheSrr false EVAL equal NotRunning false

Ser\re_r ot Primany cache server is not rnning!
Running

Panels

The Panels panel provides access to other panels with distinct operational
views. A view isasubset of system operations that determines what activities
you see on a particular panel. For example, one panel may monitor input
directories for incoming batch files; another panel may monitor the status of
the cache database.
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The Panels panel includestools that initialize the monitoring properties of the
panel, and display options that control how information appears on that panel.

Systern Agents | Data Files | Panels | ;" :
:Review cLl}rer.n your cu;r-ent pan.e'l-\di.splay optiﬁﬁs. o - - o I
Your Panels
Panel Namel~] Display Type Panel Refresh (ms) Panel Description
o Load Performance ! C:Graphic (Bar) j 5000

5000 Default panel for RAP OpsConsole.

#| default panel CiTabular (Y ;

q*"‘I“l 1 >|>"|Ro\-\fsﬁaage:!m Refresh |Count:2 |

Panel monitoring

Click the name of the panel in the Panel Name column to access the Panel
Monitor, which includesthe panel controls, display options, and mode options.
Click Compact mode... to toggle the graphic display of the monitoring
properties of the panel on and off.

g_' : Monitering Load Performance Compact mode...
Start | Panel Mame:  Load Performance Currant Daia (C) 4| Started since: 2006-08-16T11:46:41.200
Description:  Loadin performance indicators | CTabular (¥ Axis) Poll Court: 460
Return I ; C:Graphic (Bar) G e
Refresh (ms): 5000 C:Graphic (Pi) Last Refresh: 2006-08-16T12:28:33.325
MI Tirne Elapsed: 0% Historical Data (H)
H:Tabular (X Axis)
HiTabular (¥ Auxis) =l
Historical Data - Graphic Time Line  Current Data - Graphic Pie

Panel controls

By default, the Panel Monitor is not active. To activate the monitoring
properties associated with the panel, you use the Panel controls.

If you want to... Do this...
Stop the monitoring properties of the panel Click Stop.
Start the monitoring properties of the panel Click Start.
Refresh the panel Click Refresh.
Return to the Panel panel Click Return.
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Panels

Display options

Static properties

58

Choose an option from the drop-down box on the Panels panel or Panel
Monitor pane to change the way the monitoring properties appear on the panel.
You can choose to display acombination of both current and historical data or
just one type.

The static properties of the panel appear in aregion on the right side of the
Panel Monitor. These propertiesidentify the panel, therefresh rate of the panel,
operator, and operator session statistics.
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APPENDIX A

Operations Console
Properties

About this Appendix This appendix lists configuration and monitoring properties.

Configuration properties

Cache Server

Administration Guide

Component Name Property Name
SecondaryCacheSrvr Logical Server
PrimaryCacheSrvr Logica Server
PrimaryCacheSrvr Password
SecondaryCacheSrvr Password
PrimaryCacheSrvr Port
SecondaryCacheSrvr Port
SecondaryCacheSrvr Server
PrimaryCacheSrvr Server
PrimaryCacheSrvr User
SecondaryCacheSrvr User
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Configuration properties

Batch File Agent

Component Name

Property Name

BatchFileMon ArchiveDirectory

BatchFileMon CollectTimelnterval

BatchFileMon InputDirectoryl

BatchFileMon InputDirectory2

BatchFileMon InputDirectory3

BatchFileMon InputDirectory4

BatchFileMon InputDirectory5

BatchFileMon PrimaryCacheServerDataDirectory
BatchFileMon RapHome

BatchFileMon ScriptDirectory

BatchFileMon SecondaryCacheServerDataDirectory
BatchFileMon StartScript

BatchFileMon StopScript

BatchFileMon TelemetryDirectory
BatchFileMon TicklerDirectory

BatchFileMon TicklerFile

BatchFileMon VIdbServerDataDirectory

Data Synchronization Agent

Component Name

| Property Name

DataSync

60

| CollectTimelnterval
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File Load Agent

Historical Server

Administration Guide

FileLoadMon CollectTimelnterval
FileLoadMon DbServerinterface

FileLoadMon LoadVIdbScriptDirectory
FileLoadMon MaxPtnQuote

FileLoadMon MaxPtnTrade

FileLoadMon PrimaryCacheServerDataDirectory
FileLoadMon RapHome

FileLoadMon ScriptDirectory

FileLoadMon SecondaryCacheServerDataDirectory
FileLoadMon StartScript

FileLoadMon StopScript

FileLoadMon TelemetryDirectory

FileLoadMon TicklerDirectory

FileLoadMon TicklerFile

FileLoadMon VldbServerDataDirectory

Component Name Property Name
VlIdbServer Logical Server
VIdbServer Password
VlIdbServer Port

VlIdbServer Server
VIdbServer User
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Configuration properties

Query Status Agent

Property Name Component Name Task Name
NbrRowsPerSecond PrimaryCacheSrvr PrimaryQueryStats
NbrRowsReturned PrimaryCacheSrvr PrimaryQueryStats
QueryName PrimaryCacheSrvr PrimaryQueryStats
QueryTime PrimaryCacheSrvr PrimaryQueryStats
ServerRunning VIdbServer VIdbQueryStats
ServerRunning PrimaryCacheSrvr PrimaryQueryStats
Sl PrimaryCacheSrvr PrimaryQueryStats

Quote Database

Component Name
VIdbQuoteDatabase
CacheQuoteDatabase

| Property Name
Database
Database

Server Status

Component Name
ServerStatus

| Property Name
‘ CollectTimel nterval

Stock Quote Data

Component Name Property Name

PrimaryCacheQuoteTable Table
SecondaryCacheQuoteTable Table
VIdbQuoteTable Table

VIdbQuoteTable
PrimaryCacheQuoteTable
SecondaryCacheQuoteTable

TimestampColumn
TimestampColumn
TimestampColumn
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Stock Trade Data

Trade Database

Administration Guide

Component Name

Property Name

VIdbTradeTable

Table

SecondaryCacheTradeTable Table
PrimaryCacheTradeTable Table
SecondaryCacheTradeTable TimestampColumn

PrimaryCacheTradeTable

TimestampColumn

VIdbTradeTable

Component Name

TimestampColumn

Property Name

VIdbTradeDatabase

Database

CacheTradeDatabase

Database
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Monitoring properties

Monitoring properties

Batch File
Property Name Component Name | Task Name Sample Value
FileArchivedTime BatchFileMon BF_BFMTask 2006-06-07T13:14:09.000
FileName BatchFileMon BF _BFMTask STOCK_TRADE.csv.af
FileReceivedTime BatchFileMon BF_BFMTask 2006-06-07T13:14:08.000
FileSize BatchFileMon BF_BFMTask 16681660
FileType BatchFileMon BF _BFMTask STOCK_TRADE
FirstTransactionTime BatchFileMon BF_BFMTask Nov 11 2005 4:42:30:000PM
InputDirectory BatchFileMon BF_BFMTask /rapga/RAP30/AutoL oad/datalrap_in3
LastTransactionTime BatchFileMon BF _BFMTask Nov 14 2005 12:21:59:000PM
RecordCount BatchFileMon BF _BFMTask 250000
TimeOfFileTransfer BatchFileMon BF_BFMTask 1

Data Synch

Component

Property Name Name Task Name Sample Value

DataSourceofEarliestTransaction | VIdbQuoteTable VIdbStockQuoteStats STOCK_QUOTE
DataSourceofEarliestTransaction | VlIdbTradeTable VIdbStock TradeStats STOCK_TRADE
DataSourceof L atestTransaction VIdbTradeTable VIdbStockTradeStats STOCK_TRADE
DataSourceofL atestTransaction VIdbQuoteTable VIdbStockQuoteStats STOCK_QUOTE

EarliestTransactionTime

VIdbTradeTable

VIdbStock TradeStats

2003-11-03 08:00:00.0

EarliestTransactionTime

VIdbQuoteTable

VIdbStockQuoteStats

2003-11-03 07:30:00.0

LatestTransactionTime

VIdbQuoteTable

VIdbStockQuoteStats

2003-11-05 20:00:02.0

LatestTransactionTime

VIdbTradeTable

VIdbStock TradeStats

2003-11-05 19:59:39.0

RecordCount VlidbTradeTable VIdbStockTradeStats 1914690
RecordCount VIdbQuoteTable VIdbStockQuoteStats 4475814
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File Load
Property Name Component Name Task Name Sample Value
BytesPerSecond VIdbQuoteTable FL_VIdbStockQuote 1113752.0
BytesPerSecond PrimaryCacheQuoteTable FL_PrimaryStockQuote 262592.0
BytesPerSecond PrimaryCacheTradeTable FL_PrimaryStockTrade 129315.0
BytesPerSecond VIdbTradeTable FL_VIdbStockTrade 667266.0
FileName VIdbQuoteTable FL_VIdbStockQuote STOCK_QUOQOTE.csv.af
FileName PrimaryCacheQuoteTable FL_PrimaryStockQuote STOCK_QUOTE.csv.af
FileName VidbTradeTable FL_VIdbStockTrade STOCK_TRADE.csv.af
FileName PrimaryCacheTradeTable FL_PrimaryStockTrade STOCK_TRADE.csv.af
FinishedLoadingTime | PrimaryCacheTradeTable FL_PrimaryStockTrade 2006-06-07T13:20:06.000
FinishedLoadingTime | VIdbTradeTable FL_VIdbStockTrade 2006-06-07T13:15:56.000
FinishedLoadingTime | PrimaryCacheQuoteTable FL_PrimaryStockQuote 2006-06-07T13:21:46.000
FinishedLoadingTime | VIdbQuoteTable FL_VIdbStockQuote 2006-06-07T13:16:54.000
L oadSuccessStatus VIdbTradeTable FL_VIdbStockTrade true
L oadSuccessStatus PrimaryCacheTradeTable FL_PrimaryStockTrade true
L oadSuccessStatus VIdbQuoteTable FL_VIdbStockQuote true
LoadSuccessStatus PrimaryCacheQuoteTable FL_PrimaryStockQuote | true
RecordsPerSecond VlIdbTradeTable FL_VIdbStockTrade 10000.0
RecordsPerSecond VIdbQuoteTable FL_VIdbStockQuote 17241.0
RecordsPerSecond PrimaryCacheTradeTable FL_PrimaryStockTrade 1937.0
RecordsPerSecond PrimaryCacheQuoteTable FL_PrimaryStockQuote | 4065.0
StartedL oadingTime VIdbTradeTable FL_VIdbStockTrade 2006-06-07T13:15:31.000
StartedLoadingTime PrimaryCacheTradeTable FL_PrimaryStockTrade 2006-06-07T13:17:57.000
StartedLoadingTime VIdbQuoteTable FL_VIdbStockQuote 2006-06-07T13:16:25.000
StartedLoadingTime PrimaryCacheQuoteTable FL_PrimaryStockQuote 2006-06-07T13:19:43.000
TimeOfFileL oad PrimaryCacheQuoteTable FL_PrimaryStockQuote 123
TimeOfFilelLoad VIdbQuoteTable FL_VIdbStockQuote 29
TimeOfFilelLoad VlidbTradeTable FL_VIdbStockTrade 25
TimeOfFileLoad PrimaryCacheTradeTable FL_PrimaryStockTrade 129
TimeOfWaitToL oad VIdbQuoteTable FL_VIdbStockQuote 139
TimeOfWaitToL oad PrimaryCacheQuoteTable FL_PrimaryStockQuote | 337
TimeOfWaitTolL oad VIdbTradeTable FL_VIdbStockTrade 83
TimeOfWaitToL oad PrimaryCacheTradeTable FL_PrimaryStockTrade 229
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Query Status

Property Name Component Name | Task Name Sample Value
NbrRowsPerSecond PrimaryCacheSrvr PrimaryQueryStats 0
NbrRowsReturned PrimaryCacheSrvr PrimaryQueryStats

QueryName PrimaryCacheSrvr PrimaryQueryStats Query4
QueryTime PrimaryCacheSrvr PrimaryQueryStats 0
ServerRunning VIdbServer VIdbQueryStats false
ServerRunning PrimaryCacheSrvr PrimaryQueryStats fase

Sl PrimaryCacheSrvr PrimaryQueryStats SELECT

Server Status

st. TRADING_SYMBOL,SUM(TRA
DE_SIZE) as TRADESIZE FROM
STOCK_TRADE st inner join
INSTRUMENT ii on
ii.INSTRUMENT _ID =
st.INSTRUMENT _ID inner join
SCND_IDST_CLSscon
ii.SCND_IDST_CLS ID =
sc.SCND_IDST_CLS D and
sc.SIC_NAME = 'COMPUTERS
WHERE TRADE_TI

Property Name Component Name | Task Name Sample Value
MemoryActive PrimaryCacheSrvr PrimaryServerStats

MemoryFree PrimaryCacheSrvr PrimaryServerStats

MemoryUsage PrimaryCacheSrvr PrimaryServerStats

NbrConnections PrimaryCacheSrvr PrimaryServerStats

ServerRunning PrimaryCacheSrvr PrimaryServerStats false

ServerRunning VIdbServer VIdbServerStats fase
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